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8.5.4.7	Inter RAT handover to UTRAN
8.5.4.7.1	ciphering has not been activated
ciphering has not been started in the radio access technology from which inter RAT handover is performed. TM mode radio bearer will be established in the UTRAN.

1.	Sending HANDOVER TO UTRAN COMMAND in a RAT different from UTRAN
2.	After receiving HANDOVER TO UTRAN COMPLETE message
	CMAC_SecurityMode_Config_REQ
			startValue = value received in HANDOVER TO UTRAN COMPLETE message
			cn_DomainIdentity = CS or PS
	CMAC_Ciphering_Activate_REQ (CN domain concerned)
			incHFN = NotInc
			cipheringModeCommand = NULL
			activationTimeForDPCH = now
	CRLC_SecurityMode_Config_REQ
			startValue = value received in HANDOVER TO UTRAN COMPLETE
			cn_DomainIdentity = CS or PS
	CRLC_Ciphering_Activate_REQ (CN domain concerned)
			cipheringModeCommand = NULL 
			rb_DL_CiphActivationTimeInfo = now (RB1, RB2, RB3, RB4)
			incHFN = Inc	CRLC_Ciphering_Activate_REQ (CN domain concerned)
			rb_UL_CipheringActivationTimeInfo = now (RB1, RB2, RB3, RB4)
			incHFN = Inc

8.5.4.7.2	ciphering has been activated
ciphering has been started in the radio access technology from which inter RAT handover is performed. TM mode radio bearer will be established in the UTRAN.

1.	Before sending HANDOVER TO UTRAN COMMAND
	CRLC_SecurityMode_Config_REQ
			startValue = "START" value included in the IE "UE security information" in the variable "INTER_RAT_HANDOVER_INFO_TRANSFERRED"
			cipheringKey = value generated in authentication procedure in GRAN
			cn_DomainIdentity = CS or PS
	CRLC_Ciphering_Activate_REQ (CN domain concerned)
			cipheringModeCommand = Start/Restart (algorithm in HANDOVER TO UTRAN COMMAND) 
			rb_DL_CiphActivationTimeInfo = now (RB1, RB2, RB3, RB4)
			incHFN = NotInc
	CRLC_Ciphering_Activate_REQ (CN domain concerned)
			rb_UL_CipheringActivationTimeInfo = now (RB1, RB2, RB3, RB4)
			incHFN = NotInc
	CMAC_SecurityMode_Config_REQ
			startValue = "START" value included in the IE "UE security information" in the variable "INTER_RAT_HANDOVER_INFO_TRANSFERRED"
			cipheringKey = value generated in authentication procedure in GRAN
			cn_DomainIdentity = CS or PS
	CMAC_Ciphering_Activate_REQ (CN domain concerned)
			incHFN = NotInc
			cipheringModeCommand = Start/Restart (algorithm in HANDOVER TO UTRAN COMMAND)
			activationTimeForDPCH = now

2.	Sending HANDOVER TO UTRAN COMMAND in a RAT different from UTRAN
3.	After receiving HANDOVER TO UTRAN COMPLETE message
	CMAC_SecurityMode_Config_REQ
			startValue = value received in the response message
			cipheringKey = value maintained by TTCN
			cn_DomainIdentity = CS or PS
	CMAC_Ciphering_Activate_REQ (CN domain concerned)
			cipheringModeCommand = Start/Restart (algorithm) in HANDOVER TO UTRAN COMMAND)
			activationTimeForDPCH = value in "COUNT-C activation time" 
			incHFN = IncByOne_IncPerCFN_Cycle
	CRLC_SecurityMode_Config_REQ
			startValue = value received in HANDOVER TO UTRAN COMPLETE
			cipheringKey = value generated in authentication procedure in GRAN
			cn_DomainIdentity = CS or PS
	CRLC_Ciphering_Activate_REQ (CN domain concerned)
			cipheringModeCommand = Start/Restart (algorithm in HANDOVER TO UTRAN COMMAND)
			rb_DL_CiphActivationTimeInfo = now (RB1, RB2, RB3, RB4)
			incHFN = Inc
	CRLC_Ciphering_Activate_REQ (CN domain concerned)
			rb_UL_CipheringActivationTimeInfo = now (RB1, RB2, RB3, RB4)
			incHFN = Inc

8.5.4.7.3	ciphering has been activated with EEA0
ciphering has been started in the radio access technology with EEA0 from which inter RAT handover is performed. TM mode radio bearer will be established in the UTRAN with ciphering off.
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