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[…]
[bookmark: _Toc103688459][bookmark: _Toc163048724]6.1.3	Unblock PIN
[…]
[bookmark: _Toc109133974][bookmark: _Toc163048728]6.1.3.4	Method of test
[…]
***** start of changes *****
[bookmark: _Toc109133976][bookmark: _Toc163048730]6.1.3.4.2	Procedure
[bookmark: MCCQCTEMPBM_00000324]Sequence A:
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	Run an initial activation
	
	
	

	2
	USER > UE 
	Enter the correct PIN
	(If test 6.1.2 has been executed before this probably is "01234567#") 
	
	

	3
	USER > UE 
	After USIM initialisation is completed, enter "**05*11111111*1234*1234#" 
	The UE initiates the UNBLOCK PIN command on the UICC and gets a confirmation from the UICC
	CR 1
	A.2/1 OR A2/2

	4
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	5
	UE
	Deactivate and re-activate 
	
	
	

	6
	USER > UE
	When the UE is in the "PIN check" mode, enter the new PIN: "1234#"
	The UE verifies the entered PIN command on the UICC and gets a confirmation from the UICC
	CR 3
	A.2/1 OR A2/2

	7
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	

	8
	UE
	Deactivate and re-activate the UE
	
	
	

	9
	USER > UE
	When the UE is in the "PIN check" mode, enter a wrong PIN three times
	The UE verifies the entered PIN command on the UICC and gets a confirmation from the UICC
	CR 3
	A.2/1 OR A2/2

	10
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4
	

	11
	USER > UE
	Enter "**05*11111111*2468*2468#"
	The UE verifies the entered UNBLOCK PIN command on the UICC and gets a confirmation from the UICC
	CR 1
	A.2/1 OR A2/2

	12
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	13
	UE
	Deactivate and re-activate the UE
	
	
	

	1314
	USER > UE
	When the UE is in the "PIN check" mode, enter thr new PIN "2468#"
	The UE verifies the entered PIN command on the UICC and gets a confirmation from the UICC
	CR 3
	A.2/1 OR A2/2

	1415
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	


[…]
***** next change *****
[bookmark: _Toc163048731]6.1.3.5	Acceptance criteria
Sequence A:
CR 1 is explicitly verified at step 3) and step 11) by analysing the UNBLOCK PIN command sent via the ME to the UICC, with parameter P2 = "01" (via any supported options A.2/1 OR A.2/2).
CR 2 is verified at step 4) and step 12) on the UE by ensuring UE shall give an indication following a successful execution of the command and new PIN is accepted.
CR 3 is explicitly verified at step 6), step 9) and step 1314) by analysing the status word for both successful and unsuccessful PIN entry.
CR 4 is verified at (i) step 7) and step 1415) on the UE by ensuring UE shall give an indication of a successful execution of the command and PIN is accepted, (ii) at step 10) on UE by ensuring UE shall give an indication that execution of the command failed.
[…]
[bookmark: _Toc103688462][bookmark: _Toc163048748]6.1.6	Unblock PIN2
[…]
[bookmark: _Toc109133998][bookmark: _Toc163048752]6.1.6.4	Method of test
[…]
***** next change *****
[bookmark: _Toc109134000][bookmark: _Toc163048754]6.1.6.4.2	Procedure
[bookmark: MCCQCTEMPBM_00000328]Sequence A:
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	USER > UE
	Run an initial activation of the UE and enter the correct PIN
	
	
	

	2
	USER > UE
	After USIM initialisation enter "**052*22222222*1234*1234#" 
	The UE sends the UNBLOCK PIN command with parameter P2 = "81"
	CR 1
	A.2/1 OR A.2/2

	3
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	4
	UE
	Deactivate and re-activate the UE
	
	
	

	5
	USER > UE
	Access a PIN2 protected data field (e.g. UPDATE FDN)
	
	
	

	6
	USER > UE
	Enter the new PIN2: "1234#"
	The correct new PIN2 is entered and The UEshall be verifiesd the entered PIN2 command and gets a confirmation from the UICC
	CR 13
	A.2/1 OR A.2/2

	7
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2 CR 3 CR 4
	

	8
	UE
	Deactivate and re-activate the UE
	
	
	

	9
	USER
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	10
	USER > UE
	Enter a wrong PIN2 three times.
	The UE verifies the entered PIN command on the UICC and gets a confirmation from the UICC
	CR 3
	A.2/1 OR A.2/2

	
	UE > UICC
	VERIFY PIN 
	This is repeated three times, and is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	11
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4 
	

	912
	USER > UE
	Enter "**052*22222222*3579*3579#".
	The UE sends the UNBLOCK PIN command with parameter P2 = "81"
	CR 1
	A.2/1 OR A.2/2

	
	UE > UICC
	UNBLOCK PIN 
	This is verifiable only if A.2/x is supported.
	CR 1
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	13
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	1014
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	1115
	
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	1216
	USER > UE
	Enter the new PIN2: "3579#"
	The correct new PIN2 is entered The UE verifies the entered PIN2 command and gets a confirmation from the UICC
	CR 3
	A.2/1 OR A.2/2

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	17
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4 
	



[bookmark: MCCQCTEMPBM_00000330]Sequence B:
	[bookmark: MCCQCTEMPBM_00001088]Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	Run initial activation of the UE and enter the the correct PIN
	
	
	

	2
	USER > UE
	Access a PIN2 protected data field (e.g. UPDATE FDN)
	
	
	

	32
	USER > UE
	Enter a wrong PIN2 three times.
	The UE verifies the entered PIN command on the UICC and gets a confirmation from the UICC
	
	

	4
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4
	

	35
	USER > UE
	The user shall initiate an MMI dependent procedure to unblock the PIN2 with unblock code '22222222' and a new PIN '3579'
	The UE sends the UNBLOCK PIN command with correct parameters
	CR 1
	A.2/1 OR A.2/2

	
	UE > UICC
	UNBLOCK PIN 
	This is verifiable only if A2/x is supported.
	CR 1
	A.2/1 OR A2/2

	
	USIM> UE
	Check Status word
	
	
	

	6
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	47
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	58
	USER
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	69
	USER > UE
	Enter the new PIN2: "3579#"
	The UE sends the VERIFY PIN command with correct parameters
	CR 3
	A.2/1 OR A.2/2

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	10
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	



[bookmark: _Toc109134001][bookmark: _Toc163048755]6.1.6.5	Acceptance criteria
Sequence A:
CR 1	is explicitly verified at step 2) and step 912) by analysing the UNBLOCK PIN command sent via ME to the UICC, with parameter P2 = "81" (via any supported options A.2/1 OR A.2/2).
CR 2	is verified at step 23), step 7) and step 915) on the UE by ensuring UE shall give an indication of a successful execution of the command and new PIN2 is accepted.
CR 3	is implicitly explicitly verified at step 57), if the successful execution is indicated and can be explicitly verified in step 6), step 810) and step 1216) by analysing the Status word for both successful and unsuccessful PIN2 entry.
CR 4	is verified at (i) step 57) and step 1217) on the UE by ensuring UE shall give an indication of a successful execution of the command and PIN2 is accepted, (ii) at step 811) on UE by ensuring UE shall give an indication that execution of the command failed.
Sequence B:
CR 1	is explicitly verified at step step 35) by analysing the UNBLOCK PIN command sent via ME to the UICC, with parameter P2 = "81" (via any supported options A.2/1 OR A.2/2) after UE indicates that PIN has been blocked in step 24).
CR 2	is verified at step step 36) on the UE by ensuring UE shall give an indication following a successful execution of the command and new PIN2 is accepted.
CR 3	is explicitly verified at step 68) by analysing the Status word for a successful PIN2 entry.
[bookmark: _Toc103688463]CR 4	is verified at step  4) 6) on the UE by ensuring UE shall give an indication following an unsuccessful execution and at step 10) providing an information following a successful execution of the command that PIN2 is accepted.
***** end of changes *****
[…]
