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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Add Evaluation for KI#1.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.866.

* * * First Change * * * *
[bookmark: _Toc148100535][bookmark: _Toc148100961][bookmark: _Toc148102133][bookmark: _Toc149032246][bookmark: _Toc160896680][bookmark: _Hlk147783192]7.1	Evaluation of Solutions for Key Issue#1
A group of Solutions have been proposed for Key Issue#1 to address the IMS (re-)registration and MT services interruption for UEs due to HSS failure or overload.
Solution #1 ensures successful IMS re-registration of a registered UE in the IMS network when HSS fails or overloads. This prevents the failure of IMS re-registration from causing the UE to initiate an initial registration and accelerate the formation of the signalling storm.
In the solution for the re-registration process without I-CSCF, P-CSCF forwards the REGISTER request directly to the S-CSCF to enable re-registration bypassing the HSS while minimally altering the existing network functionality.
The solution of the re-registration procedure for routing with I-CSCF adds the S-CSCF address stored in P-CSCF to a new header field of the REGISTER request. Then, the I-CSCF forwards the REGISTER request to the S-CSCF bypassing the HSS by parsing the S-CSCF address of the new header field.
Solution#3 proposes a new AS to guarantee the IMS initial registration and MT services continue for UEs registered to the IMS network in case of HSS failure or overload, which supplements Solution #1. UE registration-related data (e.g. S-CSCF address, IMSI, MSISDN, etc.) of the new AS are synchronously derived from the ISC interface (S-CSCF-AS) directly or indirectly. The new AS not only supports directly forwarding the IMS REGISTER/INVITE requests to the S-CSCF for Option A, but also supports the return of the 305 (Use Proxy) with the S-CSCF address to the I-CSCF, which then sends the IMS REGISTER/INVITE requests to the S-CSCF serving UEs for Option B. Option A and Option B don't require any modification of existing network functions. There are fewer signalling interactions for REGISTER/INVITE procedures using Option A. The solution supports IMS (re-)registration and MT services from roaming or non-roaming UEs. But Solution#3 introduces a new AS which needs to work even in the normal scenario. The recovery mechanism of the new AS needs to be considered. 
Solution#4 proposes to utilize the OPTIONS mechanism to find the S-CSCF serving the subscriber for bypassing HSS, requiring the S-CSCF to delay removing all subscription information related to this specific Public User Identity in the de-registration procedure. However, Solution#4 introduces a new CSCF interaction mechanism, the significant signalling processing overhead of the I/S-CSCF, the overhead of S-CSCF delay removing all subscription data, and the increased SIP session latency (especially for calls) need to be considered.
If HSS fails, the re-attach or re-registration procedures of the UE in the PS domain cannot be completed. Therefore, both Solution#3 and Solution#4 cannot support the IMS initial registration procedure for deregistered UEs in the scenario of KI#1.

* * * End of Changes * * * *


