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1. Introduction
GSMA NG 5GMRR has identified that there are cases in which a single PLMN may deploy multiple SEPPs for a variety of reasons. For example, a PLMN operator could decide to connect to some roaming partners via one SEPP, and to other roaming partners via a different SEPP. Both SEPPs would represent the PLMN and therefore be responsible for the same PLMN ID(s). But depending on the roaming partner the PLMN operator that runs the responding SEPP may want to direct certain roaming partners to a particular SEPP. Other reasons for deployment of multiple SEPPs could be load balancing/failover or traffic prioritisation/routing based on target NFs. 
According to TS 29.500, subclause 6.10.9
In case of SCP HTTP Redirection
An SCP may redirect an HTTP request towards a different SCP by sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a RedirectResponse data structure (see 3GPP TS 29.571 [13]) with the cause attribute set to "SCP_REDIRECTION" and with the targetScp attribute indicating the apiRoot of the SCP towards which the request is redirected. In this scenario, the 307 Temporary Redirect or 308 Permanent Redirect response shall include a Location header field where the content of the Location header field is implementation specific. The HTTP client should then send the HTTP request towards the target NF service instance using the SCP indicated in the 307 or 308 response; when doing so, the HTTP client shall ignore the information received in the Location header field if it receives a 307 Temporary Redirect or 308 Permanent Redirect response with the cause attribute set to "SCP_REDIRECTION" and including a Location header field, and it shall use the apiRoot included in targetScp IE as the apiRoot of the request URI to retransmit the HTTP request message via the alternative SCP.
In case of SEPP HTTP Redirection
A SEPP may redirect an HTTP request towards a different SEPP over a non-N32 interface by sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a RedirectResponse data structure (see 3GPP TS 29.571 [13]) with the cause attribute set to "SEPP_REDIRECTION" and with the targetSepp attribute indicating the apiRoot of the SEPP towards which the request is redirected. In this scenario, the 307 Temporary Redirect or 308 Permanent Redirect response shall include a Location header field where the content of the Location header field is implementation specific. The HTTP client should then send the HTTP request towards the target NF service instance using the SEPP indicated in the 307 or 308 response; when doing so, the HTTP client shall ignore the information received in the Location header field if it receives a 307 Temporary Redirect or 308 Permanent Redirect response with the cause attribute set to "SEPP_REDIRECTION" and including a Location header field, and it shall use the apiRoot included in targetSepp IE as the apiRoot of the request URI to retransmit the HTTP request message via the alternative SEPP.
As a conclusion, the SCP redirection with cause attribute set to "SCP_REDIRECTION", the location header shall be ignored by the consumer, and the consumer shall use the apiRoot included in targetScp IE as the apiRoot of the request URI to retransmit the HTTP request to the alternative SCP.
And for SEPP over a non-N32 interface, the SEPP redirection with cause attribute set to "SEPP_REDIRECTION", the location header shall be ignored by the consumer, and the consumer shall use the apiRoot included in targetScp IE as the apiRoot of the request URI to retransmit the HTTP request to the alternative SEPP.
So, the TS 29.500 is clear about HTTP redirection in case of SCP Redirection or SEPP over non-N32 interface SEPP Redirection.
2. Captured Issue
The Key issue is captured in the HTTP Redirection which is highlighted in TS.29.573 subclause 6.1.8
The TS29.573 subclause focus on the N32 interface SEPP Redirection.
Nokia introduced SEPP HTTP Redirection as highlighted in C4-230794, followed by Huawei enhancement and adding the new HTTP Redirection subclause 6.1.8 as highlighted in C4-232624.
According to TS 29.573, subclause 6.1.8
An N32 HTTP request may be redirected to a different SEPP service instance located within the same PLMN.
If e.g. a SEPP-A1 in PLMN-A receives a N32 HTTP request from another, e.g. SEPP-B that is in PLMN-B and redirects the request to another SEPP-A2 in PLMN-A, the SEPP-A1 shall send 307 Temporary Redirect response to the SEPP-B and may include a RedirectResponse data structure (see 3GPP TS 29.571 [12]) in the response, where the "cause" attribute shall not be set to "SEPP_REDIRECTION" and the "targetSepp" attribute shall be absent. The Location header shall contain the URI of the SEPP-A2.
NOTE 1:	A sender that receives a redirectResponse with the cause "SEPP_REDIRECTION" ignores the Location header as specified in clause 6.10.9.1 in 3GPP TS 29.500 [4], accordingly this cause is not used for redirecting N32 request for which the location header is used to convey the URI of the SEPP to which the request is redirected.
NOTE 2:	For non N32 interfaces, if a SEPP receives a service request from a HTTP client e.g. an NF or an SCP, from the same PLMN and redirects the service request to a different SEPP in the same PLMN, the SEPP sends 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a RedirectResponse data structure (see 3GPP TS 29.571 [12]), where the "cause" attribute sets to "SEPP_REDIRECTION" and the "targetSepp" attribute contains the apiRoot of the SEPP towards which the request is redirected. The content of the Location header field is ignored by the receiver. See clause 6.10.9.1 in 3GPP TS 29.500 [4].


Figure1. N32 message redirection

CT4 Agreement: 
In case of N32 SEPP Redirection, the cause attribute shall not be set to "SEPP_REDIRECTION", the targetSepp IE in RedirectResponse is absent, and the Location header shall contain the URI of the SEPP-A2.
And the original definition in TS 29.573 is updated, original definition indicated for case1, the cause attribute shall be set to "SEPP_REDIRECTION", targetSepp IE in RedirectResponse is absent, and the Location header shall contain the URI of the SEPP-A2, but according to the definition in TS 29.500, the NF receiving 307 or 308 redirection with cause "SEPP_REDIRECTION", shall ignore the location header, which is inconsistent between the specification.
So, it is agreed to correct the definition and add a new clause 6.1.8 in TS 29.573 to clearly define the redirection mechanism for SEPP.

3. 5GMRR Concerns

In case of the N32 SEPP HTTP Redirection, Location header shall contain the URI of the SEPP-A2 which is the host FQDN and there will be no Service FQDN. The Host FQDN will be expected A/AAAA request and not a NAPTR request.
1. How could be the dynamic approach with NAPTR request be initiated by just having the Host FQDN in the Location Header field? (To avoid no pre-configuration of targets for roaming connections)

2. Determine why there is an exception defined in TS 29.573 R18, clause 6.1.8 for N32 that deviates from what TS 29.500 defines!

3. Determine how to apply the TS 29.500 procedures for N32. (See the below statement.)

Question: 
Why the NAPTR request with Host FQDN is needed, what’s the scenario?
Answer:
By default, an initiating SEPP identifies the responding SEPP by using DNS discovery procedures defined in GSMA PRD IR.67, section 4.19.2. Thereby the initiating SEPP sends a NAPTR request for the well-known FQDN of the responding SEPP, which always has the format sepp.5gc.mnc.mcc.3gppnetwork.org. This way, the initiating SEPP gets a list of SEPPs it can talk to. Based on priority and weight, it chooses the one to talk to. If communication to the chosen SEPP fails, it chooses the next one in the list. 
In the case of redirection, if the initiating SEPP is required to interpret the location header of the redirection response (307), it shall interpret the FQDN in the contained URI as host FQDN. AA or AAAA DNS resolution would follow. But in all cases, including redirection, IR.67 shall be followed. Hence, the FQDN of the target SEPP to which the HPLMN redirects, needs to be one for which a NAPTR request can be issued. Therefore, the location header cannot be used, but the targetSepp IE could. 
It is key for 5GMRR to treat SEPP discovery the same way in all cases, including redirections. The exception defined in TS 29.573 would not allow this. 

Impact
Roaming partners can’t be redirected to other SEPPs which impacts the business requirements.

4. Proposal

Deutsche Telekom prefers using the approach that is defined in TS 29.500, clause 6.10.9.1, where for HTTP redirects, the HTTP location header in the response message is being ignored, and instead, the 3GPP defined targetSepp IE should be used. This way, the responding SEPP can send an FQDN to the initiating SEPP to which the initiating SEPP is being redirected. This FQDN can then be used by the initiating SEPP to perform a DNS NAPTR query on that FQDN. 
(The FQDN in the HTTP Location header must be interpreted as host FQDN and cannot be used for NAPTR requests therefore.)

This approach would allow 5GMRR to use an FQDN in the redirect that can be used for NAPTR requests and thereby, no pre-configuration of targets for roaming connections would be needed. 
Microsoft_Visio_Drawing.vsdx
SEPP-B
SEPP-A1
SEPP-A2
PLMNB
PLMNA
1. N32f request
2. N32f response (307 or 308 redirection)
3. N32f request



image1.emf
SEPP-B SEPP-A1

SEPP-A2

PLMNB 

PLMNA

1. N32f request

2. N32f response (307 or 308 redirection)

3. N32f request


