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* * * * First Change * * * *
[bookmark: _Toc175760070][bookmark: _Hlk178166416][bookmark: _Toc175739041][bookmark: _Toc175760129][bookmark: _Toc35971453][bookmark: _Toc67903570][bookmark: _Toc89295787][bookmark: _Toc94261500][bookmark: _Toc104199204][bookmark: _Toc104489640][bookmark: _Toc138762479][bookmark: _Toc145708673][bookmark: _Toc153827349][bookmark: _Toc170160439]4.2.2.7	Provisioning of charging related information
This functionality applies to non-roaming and roaming scenarios. In non-roaming scenarios the NF service consumer corresponds to the AMF, and in the roaming scenario the NF service consumer corresponds to the V-PCF or the AMF.
When the "SLAMUP" feature is supported, the PCF may provide the NF service consumer with the charging function information for the UE, i.e. the CHF address(es), and if available, the associated CHF instance ID(s) and CHF set ID(s), during the UE Policy Association establishment based on the operator policy.
The (H-)PCF may retrieve the (H-)CHF addresses, and if available, the associated (H-)CHF instance ID(s) and (H-)CHF set ID(s) as described in 3GPP TS 29.512 [27], clause 4.2.2.3.1.
In order to provision the (H-)CHF information to the NF service consumer, the (H-)(V-)PCF shall include within the PolicyAssociation data structure the "chfInfo" attribute containing the charging information. The "chfInfo" attribute may include the primary (H-)CHF address, within the "primaryChfAddress" attribute, and secondary (H-)CHF address, within the "secondaryChfAddress" attribute if available. When the (H-)CHF supports redundancy based on NF Set concepts as described in 3GPP TS 29.500 [5], the "chfInfo" attribute may include the (H-)CHF address, encoded within the"primaryChfAddress" attribute, (H-)CHF instance, encoded within the "primaryChfInstanceId" attribute, and primary (H-)CHF set id, encoded within the "primaryChfSetId". The primary (H-)CHF information may be also complemented by secondary (H-)CHF information, if available.
The (V-)PCF provided (H-)CHF information shall overwrite any predefined (H-)CHF information configured at the AMF. 
If there is no home operator policy indicating that the same (H-)CHF shall be selected by the (H-)PCF for the UE and by the AMF, then no charging information is provisioned by the (H-)PCF, and the AMF shall select the charging information as follows:
1.	In non-roaming scenarios, the charging information is aselected as specified in 3GPP TS 32.256 [44], clause 5.1.3.
2.	In roaming scenarios, the charging information isa selected as specified in 3GPP TS 32.256 [44], clause 5.1.5.2.
* * * * Next changes * * * *
4.2.3.1	General
The procedure in the present clause is applicable when the NF service consumer modifies an existing UE policy association (including the case where the AMF is relocated and the new AMF selects to maintain the policy association with the old PCF and to update the Notification URI).
Figure 4.2.3.1-1 illustrates the update of a policy association.


Figure 4.2.3.1-1: Update of a UE policy association
NOTE 1:	For the roaming case, the PCF represents the V-PCF if the NF service consumer is an AMF and the PCF represents the H-PCF if the NF service consumer is a V-PCF.
The AMF, as NF service consumer, invokes this procedure when a subscribed policy control request trigger (see clause 4.2.3.2) occurs. When a policy control request trigger that requires the subscription as defined in table 5.6.3.3-1 (e.g. LOC_CH trigger) occurs, the NF service consumer (AMF) shall only invoke this procedure if the PCF has explicitly subscribed to that event trigger. When a policy control request trigger that does not require the subscription as defined in table 5.6.3.3-1 (e.g. GROUP_ID_LIST_CHG trigger) occurs, the NF service consumer (AMF) shall always invoke the procedure.
NOTE 2:	The AMF uses the Namf_Communication_N1MessageNotify service operation specified in 3GPP TS 29.518 [14] to send to the V-PCF a "MANAGE UE POLICY COMPLETE" message or a "MANAGE UE POLICY COMMAND REJECT" message, as defined in Annex D.5 of 3GPP TS 24.501 [15] or a "UE POLICY PROVISIONING REQUEST" message as defined in clause 7.2.1.1 of 3GPP TS 24.587 [24].
If an AMF as NF service consumer knows by implementation specific means that the UE context has been transferred to an AMF with another GUAMI within the AMF set, it may also invoke this procedure to update the Notification URI.
NOTE 3:	Either the old or the new AMF can invoke this procedure.
During the AMF relocation, if the new AMF received the resource URI of the individual UE Policy from the old AMF and selects the old PCF, the new AMF shall also invoke this procedure to update the Notification URI. The new AMF may also update the alternate or backup IP addresses, and if service discovery via NRF applies, the AMF Id. If the feature "FeatureRenegotiation" is supported, the new AMF may perform feature renegotiation, as described in clause 4.2.3.4.
NOTE 4:	During inter-AMF mobility, the N1N2 Individual Subscription context is transferred from the source AMF to the target AMF as specified in 3GPP TS 29.518 [14]. When the target AMF determines to reuse the UE Policy Association indicated by the source AMF, the PCF can keep the N1N2 Individual Subscription context and, for subsequent interactions, replace in the request URI the {apiRoot} of the N1N2 Individual Subscription resource with the one of the target AMF.
The V-PCF, as NF service consumer, invokes this procedure when a policy control request trigger (see clause 4.2.3.2) occurs. When a policy control request trigger that does not require the subscription as defined in table 5.6.3.3-1 (e.g. UE_POLICY trigger) occurs, the V-PCF shall always invoke the procedure. When a policy control request trigger that requires the subscription as defined in table 5.6.3.3-1 (e.g. LOC_CH trigger) occurs, the V-PCF shall only invoke this procedure if the H‑PCF has subscribed to that event trigger.
To request policies (e.g. policy control request trigger(s) is/are met) from the PCF, to update the Notification URI, to renegotiate features, to update the trace control configuration or to request the termination of trace, the NF Service Consumer shall request the update of the associated UE Policy Association by providing the relevant parameters about the UE context in an HTTP POST request with "{apiRoot}/npcf-ue-policy-control/v1/policies/{polAssoId}/update" as Resource URI and the PolicyAssociationUpdateRequest data structure as request body that shall include:
-	at least one of the following:
1.	a new Notification URI encoded in the "notificationUri" attribute;
2.	observed Policy Control Request Trigger(s) (see clause 4.2.3.2) encoded as "triggers" attribute;
3.	if a UE location change occurred, the UE location encoded as "userLoc" attribute;
4.	if a "MANAGE UE POLICY COMPLETE" message or a "MANAGE UE POLICY COMMAND REJECT" message of the UE policy delivery protocol defined in Annex D of 3GPP TS 24.501 [15] has been received by the V-PCF as NF service consumer, and at least parts of the contents relate to UPSIs of the HPLMN, the parts of that message that relate to UPSIs of the HPLMN encoded as "uePolDelResult" attribute;
5.	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the current presence status of the UE for the presence reporting areas for which reporting was requested, if not previously provided, or the presence reporting areas for which reporting was requested and the status has changed encoded as "praStatuses" attribute; 
NOTE 5:		If the PCF included the identifer of a Core Network predefined Presence Reporting Area Set within the "praId" attribute during the subscription to changes of UE presence in PRA, the AMF only provides the presence reporting area information corresponding to the concerned individual Presence Reporting Area Identifier(s) within the Set. The "praId" attribute within each returned "PresenceInfo" data type hence includes the identifier of the concerned individual Presence Reporting Area.
6.	if the NF service consumer is an AMF, for AMF relocation scenarios, if available, alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute;
7.	if the NF service consumer is an AMF, for AMF relocation scenarios, if available, alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute; 
8.		if the NF service consumer is an AMF, for AMF relocation scenarios, if available, alternate or backup FQDN(s) where to send Notifications encoded as "altNotifFqdns" attribute;
9.  for AMF relocation scenarios, the GUAMI encoded as "guami" attribute; 
NOTE 6:	An alternate NF service consumer than the one that requested the generation of the subscription resource can send the request. For instance, an AMF as service consumer can change;
10.	if the NF service consumer is an AMF, for AMF relocation scenarios, the new serving AMF Id encoded in the "servingNfId" attribute;
NOTE 7:	If the PCF received the "servingNfId" attribute, the PCF can use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] to retrieve the NF profile of the Namf_Communication service available in the indicated AMF instance Id.
11.	if a UE PLMN change occurred and the "PlmnChange" feature defined in clause 5.8 is supported, the PLMN Identifier or the SNPN Identifier of the new serving network encoded as "plmnId" attribute;
NOTE 8:	The SNPN Identifier consists of the PLMN Identifier and the NID. 
NOTE 9:	When the UE moves between PLMNs, the trigger reports changes of equivalent PLMNs.
NOTE 10:	Mobility between non-equivalent SNPNs, and between SNPN and PLMN is not supported. When the UE is operating in SNPN access mode, the trigger reports changes of equivalent SNPNs.
12. if a "UE POLICY PROVISIONING REQUEST" message defined in clause 7.2.1.1 of 3GPP TS 24.587 [24] has been received by the V-PCF as NF service consumer and respectively the "V2X" feature and/or the "A2X" feature and/or the "ProSe" feature and/or the "Ranging_SL" feature defined in clause 5.8 is/are supported, the message encoded as "uePolReq" attribute;
13.	if a UE Internal Group Identifier(s) change occurred and the "GroupIdListChange" feature defined in clause 5.8 is supported, the Internal Group Identifier(s) of the served UE encoded as "groupIds" attribute; 
14.	if a change of PC5 capablity for 5G ProSe occurred and the "ProSe" feature defined in clause 5.8 is supported, the PC5 capability for 5G ProSe encoded as "proSeCapab" attribute;
14a.	if a change of the Ranging/SL Capability occurred and the "Ranging_SL" feature defined in clause 5.8 is supported, the Ranging/SL Capability encoded as "rangSlCapab" attribute; and/or
15.	if a change of the connectivity state of the UE occurred and the "ConnectivityStateChange" feature defined in clause 5.8 is supported, the connectivity state of the served UE encoded as "connectState" attribute;
16.	when a response with HTTP status code 4xx or 5xx as defined in clause 5.2.2.3.1.2 of 3GPP TS 29.518 [14] or a N1N2 Transfer Failure Notification as defined in clause 5.2.2.3.2 of 3GPP TS 29.518 [14] is received by the V-PCF after provisioning the UE policy by invoking the Namf_Communication_N1N2MessageTransfer service operation to the AMF, this UE policy transfer failure notification encoded as "uePolTransFailNotif" attribute;
17.		if the NF service consumer is an AMF, the "SliceAwareANDSP" feature is supported, and the "NON_3GPP_NODE_RESELECTION" trigger is reported within the "triggers" attribute, the wrongly selected type of non-3gpp access node encoded as "n3gNodeReSel" attribute, and, in the roaming case, also the Configured NSSAI for the serving PLMN encoded as "confSnssais" attribute;
18.		if satellite backhaul category change occurred and the "EnSatBackhaulCategoryChg" feature defined in clause 5.8 is supported, the satellite backhaul category or non-satellite backhaul encoded as "satBackhaulCategory" attribute;
19.	for the roaming scenario, if the NF service consumer is an AMF, Configured NSSAI change occurred and the "NssaiChange" feature is supported, the Configured NSSAI for the serving PLMN encoded as "confSnssais" attribute and optionally the mapped each S-NSSAI value of home network corresponding to the configured S-NSSAI values in the serving PLMN encoded as "mappedHomeSnssai" attribute within the "confSnssais" attribute;
20	for the roaming scenario, if the NF service consumer is a V-PCF, the "URSPEnforcement" feature is supported, and the "URSP_ENF_INFO" policy control request trigger is met, the URSP rule enforcement information within the "urspEnfReport" attribute;
21.	for the roaming scenario, if the NF service consumer is a V-PCF the "VPLMNSpecificURSP" feature is supported, the new/modified/deleted AF guidance on VPLMN-specific URSP rules related information within the "vpsUePolGuidance" attribute, that shall contain for each related AF:
a.	the AF guidance on VPLMN-Specific URSP rules within the "urspGuidance" attribute, if the AF updated/provided this information; and/or
b.	if the AF requested to the VPLMN notifications about the delivery of UE Policies or the update of the subscription to notification information previously provided , the "deliveryEvents" attribute including the"SUCCESS_UE_POL_DEL_SP" and/or "UNSUCCESS_UE_POL_DEL_SP" events or the delivery events removal by setting to "NULL";
22.	for the roaming scenario, if the NF service consumer is an AMF, the "VPLMNSpecificURSP" feature is supported and the "LBO_INFO_CH" policy control request trigger is met, the LBO roaming information within the "lboRoamInfo" attribute; and/or
23.		if an access type change occurred and the "AccessChange" feature defined in clause 5.8 is supported, the access type(s) where the UE is registered encoded within the "accessTypes" attribute and the corresponding RAT Type(s), if available, in the "ratTypes" attribute.
Upon the reception of the HTTP POST request:
-	if the PCF is a V-PCF and the V-PCF has an established policy association with the H-PCF, the V-PCF shall determine based on the contents of a potentially received "uePolDelResult" attribute to be sent to the H-PCF (see above) and requested event triggers of the H-PCF whether to send as the NF service consumer towards the H-PCF a request for the update of the policy association as described in the present clause;
-	the (V-)(H-)PCF shall determine the applicable UE policy based on the contents of the received HTTP POST request, the UE Policy Sections stored in UDR, local policy and, for the H-PCF, taking into consideration the information received within the UE policy delivery protocol encoded in the "uePolReq" attribute, if available, and for the V-PCF, taking into consideration any policy received from the H-PCF encoded in the "uePolicy" attribute in the reply to the possible request for the update of the associated policy association. When the "ProSe" feature is supported, the H-PCF shall determine the applicable ProSeP based on the received PC5 capability for 5G ProSe. When the UE disables a 5G ProSe capability the PCF may stop updating the corresponding ProSeP, and when the UE enables a 5G ProSe capability the PCF may update the corresponding ProSeP; 
-	if the UE indicated the support of A2X communications over PC5 reference point, "A2X" feature is supported, and for the H-PCF, if the UE POLICY PROVISIONING REQUEST message was included in the "uePolReq" attribute, the (H-)PCF shall determine the applicable A2XP and A2X N2 PC5 policy as detailed in clauses 4.2.2.2.1.4 and 4.2.2.5, based on the operator's policy;
-	if the UE indicates the support of 5G ProSe communications over PC5 reference point, the "ProSe" feature is supported, and for the H-PCF, if the UE POLICY PROVISIONING REQUEST message with the requested 5G ProSe policies was included in the "uePolReq" attribute, the (H-)PCF shall determine the applicable ProSeP and 5G ProSe N2 PC5 policy, as detailed in clauses 4.2.2.2.1.3 and 4.2.2.4, based on the operator's policy;
-	if the UE indicated the support of V2X communications over PC5 reference point, "V2X" feature is supported, and for the H-PCF, if the UE POLICY PROVISIONING REQUEST message was included in the "uePolReq" attribute, the (H-)PCF shall determine the applicable V2XP and V2X N2 PC5 policy as detailed in clauses 4.2.2.2.1.2 and 4.2.2.3, based on the operator's policy;
-	if the UE indicated the support of Ranging/SL over the PC5 reference point, the "Ranging_SL" feature is supported, and for the H-PCF, if the UE POLICY PROVISIONING REQUEST message was included in the "uePolReq" attribute, the (H-)PCF shall determine the applicable RSLPP and Ranging/SL N2 PC5 policy as detailed in clauses 4.2.2.2.1.5 and 4.2.2.6 based on the operator's policy;
-	for the succesfull case, the (V-)(H-)PCF shall send a HTTP "200 OK" response with the PolicyUpdate data type as response body with the possibly updated of UE policy (for the H-PCF), and/or ProSe N2 PC5 policy (for the H-PCF) as specified in clause 4.2.2.4, N2 PC5 policy for V2X communications and/or A2X communications and/or 5G ProSe (for the H-PCF), as specified in clause 4.2.2.3, and/or the Ranging/SL N2 PC5 policy (for the H-PCF), as specified in clause 4.2.2.6, and/or Policy Control Request Trigger(s) encoded as described in clause 4.2.3.3; 
-	if the (V-)PCF determines that UE policy needs to be updated, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the UE policy according to clause 4.2.2.2 and as follows:
(i)	the (V-)PCF shall send the determined UE policy using Namf_Communication_N1N2MessageTransfer service operation(s); and
(ii)	the (V-)PCF shall be prepared to receive UE Policy Delivery Results from the AMF within the Namf_Communication_N1MessageNotify service operation, and for the V-PCF, if the received UE Policy Delivery results relate to UE policy sections provided by the H-PCF, the V-PCF shall use the Npcf_UEPolicyControl_Update Service Operation to send those UE Policy Delivery results to the H-PCF; and 
NOTE 11:	A PolicyUpdate data structure with only mandatory attribute(s) is included in the "200 OK" response when the PCF decides not to update the policies. 
-	if the PCF determines that the V2XP and N2 PC5 policy (e.g. for V2X communications, for 5G ProSe) for V2X communications need to be updated, and for the V-PCF when receiving the updated V2XP and N2 PC5 policy for V2X communications from the H-PCF, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the V2XP to the UE and the V2X N2 PC5 policy to NG-RAN according to clauses 4.2.2.2.1.2 and 4.2.2.3; 
-	if the PCF determines that the A2XP (e.g. for A2X communications) for A2X communications need to be updated, and for the V-PCF when receiving the updated A2XP and N2 PC5 policy for A2X communications from the H-PCF, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the A2XP to the UE and the A2X N2 PC5 policy to NG-RAN according to clauses 4.2.2.2.1.4 and 4.2.2.5;
-	if the PCF determines that ProSeP and 5G ProSe N2 PC5 policy needs to be updated, and for the V-PCF when receiving the updated ProSeP and 5G ProSe N2 PC5 policy from the H-PCF, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the ProSeP to the UE and 5G ProSe N2 PC5 policy to NG-RAN according to clauses 4.2.2.2.1.3 and 4.2.2.4;
-	if the PCF determines that RSLPP and Ranging/SL N2 PC5 policy needs to be updated, and for the V-PCF when receiving the updated RSLPP and Ranging/SL N2 PC5 policy from the H-PCF, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the RSLPP to the UE and Ranging/SL N2 PC5 policy to NG-RAN according to clauses 4.2.2.2.1.5 and 4.2.2.6;
-	if the "SliceAwareANDSP" feature is supported, the PCF received the "NON_3GPP_NODE_RESELECTION" trigger, and the PCF has successfully delivered to the UE the ANDSP/WLANSP with the slice selection information for the corresponding non-3gpp node, the indication of the successful UE configuration by providing the "andspDelInd" attribute with the value "CONFIGURED". The PCF may delay the indication of the configuration result to a subsequent Npcf_UEPolicyControl_UpdateNotify request as described in clause 4.2.4.2; and
-	optionally, for the (V-)PCF communicating with the AMF, if the "URSPEnforcement" feature is supported, and if not previously provided, the request to the AMF to be notified about the PDU session established/terminated events by providing the PCF for the UE callback information within the "pcfUeInfo" attribute, and the DNN and S-NSSAI of the concerned PDU session(s) within the "matchPdus" attribute. If previously provided, the (V-)PCF may update the complete list of DNN and S-NSSAI combination(s) of the concerned PDU session(s) within the "matchPdus" attribute and/or update the PCF for the UE callback information within the "pcfUeInfo" attribute.
-	if errors occur when processing the HTTP POST request, the (V-)(H-)PCF shall:
-	send an HTTP error response as specified in clause 5.7; or
-	if the feature "ES3XX" is supported, and the (V-)(H-)PCF determines the received HTTP POST request needs to be redirected, send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5];
according to the following provisions:
-	if the (V-)(H-)PCF is, due to incomplete, erroneous or missing information in the request not able to provision a UE policy decision, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS".
If the PCF received a new GUAMI, the PCF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [14], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.
When the "SliceAwareANDSP" feature is supported, and the AMF receives the "andspDelInd" attribute with the outcome of the UE configuration with slice aware ANDSP/WLANSP, the AMF proceeds as described in clause 4.2.2.1.
When the "URSPEnforcement" feature is supported and the AMF receives the "matchPdus" attribute, the AMF shall update the affected established PDU session(s), by forwarding the received PCF for the UE callback information for the PDU session(s) matching the new S-NSSAI and DNN combination(s) to the SMF, and removing the previously provided PCF for the UE information for the PDU session(s) matching the removed S-NSSAI and DNN combination(s) from the SMF as defined in 3GPP TS 29.502 [31]. When the AMF receives the "pcfUeInfo" attribute with updated SBA binding indication, the AMF shall apply the updated PCF for the UE callback information to the new PDU sessions only, i.e., already established PDU sessions are not affected.
* * * * Next changes * * * *
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Table 5.6.2.3-1: Definition of type PolicyAssociationRequest
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notificationUri
	Uri
	M
	1
	Identifies the recipient of Notifications sent by the PCF.
	

	altNotifIpv4Addrs
	array(Ipv4Addr)
	O
	1..N
	Alternate or backup IPv4 Addess(es) where to send Notifications.
	

	altNotifIpv6Addrs
	array(Ipv6Addr)
	O
	1..N
	Alternate or backup IPv6 Addess(es) where to send Notifications.
	

	altNotifFqdns
	array(Fqdn)
	O
	1..N
	Alternate or backup FQDN(s) where to send Notifications.
	

	supi
	Supi
	M
	1
	Subscription Permanent Identifier. 
	

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier. Shall be provided when available.
	

	accessType
	AccessType
	C
	0..1
	The Access Type where the served UE is camping. Shall be provided when available.
	

	accessTypes
	array(AccessType)
	C
	1..N
	The Access Type(s) where the served UE is camping. Shall be provided when available.
	AccessChange

	pei
	Pei
	C
	0..1
	The Permanent Equipment Identifier of the served UE. Shall be provided when available.
	

	userLoc
	UserLocation
	C
	0..1
	The location of the served UE. Shall be provided when available.
	

	timeZone
	TimeZone
	C
	0..1
	The time zone of the network where the served UE is camping. Shall be provided when available.
	

	servingPlmn
	PlmnIdNid
	C
	0..1
	The serving network (a PLMN or an SNPN) where the served UE is camping. For the SNPN the NID together with the PLMN ID identifies the SNPN. Shall be provided when available.
	

	ratType
	RatType
	C
	0..1
	The RAT Type where the served UE is camping. Shall be provided when available.
	

	ratTypes
	array(RatType)
	C
	1..N
	The RAT Type(s) where the served UE is camping. Shall be provided when available.
	AccessChange

	groupIds
	array(GroupId)
	C
	1..N
	Internal Group Identifier(s) of the served UE. Shall be provided when available.
	

	hPcfId
	NfInstanceId
	C
	0..1
	H-PCF Identifier. Shall be provided by the AMF in roaming scenarios when available.
	

	hPcfUri
	Uri
	C
	0..1
	H-PCF URI. It shall be provided by the AMF in roaming scenarios, if available.
When present, it shall contain the API URI of the Npcf_UEPolicyControl service of the H-PCF ID indicated in the "hPcfId" attribute. The API URI shall take the form specified in clause 5.1.

	EnhEstRoaming

	hPcfSetId
	NfSetId
	C
	0..1
	H-PCF Set Identifier of the H-PCF instance indicated in the "hPcfId" attribute. It shall be provided by the AMF in roaming scenarios, if available.
	EnhEstRoaming

	uePolReq
	UePolicyRequest 
	C
	0..1
	A request for UE Policies. Shall be provided when the AMF receives an "UE STATE INDICATION" message, as defined in Annex D.5.4 of 3GPP TS 24.501 [15].
	

	guami
	Guami
	C
	0..1
	The Globally Unique AMF Identifier (GUAMI) shall be provided by an AMF as NF service consumer.
	

	serviceName
	ServiceName
	O
	0..1
	If the NF service consumer is an AMF, it should provide the name of a service produced by the AMF that makes use of information received within the Npcf_UEPolicyControl_UpdateNotify service operation.
	

	servingNfId
	NfInstanceId
	C
	0..1
	If the NF service consumer is an AMF, it shall contain the identifier of the serving AMF.
	

	pc5Capab
	Pc5Capability
	C
	0..1
	Indicates the PC5 Capability for V2X communications supported by the UE. It shall be provided when available at the NF service consumer.
	V2X

	a2xCapab
	array(A2xCapability)
	C
	1..N
	Indicates the A2X Capabilities for A2X communications supported by the UE. It shall be provided when available at the NF service consumer.
	A2X

	proSeCapab
	array(ProSeCapability)
	C
	1..N
	Indicates whether the UE is capable of one or more of the the following 5G ProSe Capabilities: 5G ProSe Direct Discovery, 5G ProSe Direct Communication, Layer-2 and/or Layer 3 5G ProSe UE-to-Network Relay and Layer-2 and/or Layer 3 5G ProSe Remote UE, and when the "ProSe_Ph2" feature is supported, Layer-2 and/or Layer-3 5G ProSe UE-to-UE Relay and Layer-2 and/or Layer-3 5G ProSe End UE.
It shall be provided when available at the NF service consumer.
	ProSe

	confSnssais
	array(ConfiguredSnssai)
	C
	1..N
	The Configured NSSAI for the serving PLMN, and optionally the mapped S-NSSAI value of home network corresponding to the configured S-NSSAI in the serving PLMN. 
When the feature SliceAwareANDSP is supported, it shall be provided in the roaming case when available at the NF service consumer and the "n3gNodeReSel" attribute is present.
If the feature NssaiChange is supported, it shall be provided in the roaming case. (NOTE 1)
	SliceAwareANDSP, NssaiChange

	n3gNodeReSel
	Non3gppAccess
	C
	0..1
	A wrongly selected non-3gpp access node. It shall be provided when the UE has selected a non-3gpp access node that is not compatible with the Allowed NSSAI.
	SliceAwareANDSP

	sliceN3gNodeSelCap
	SliceSpecificN3gNodeSelectionCapability
	O
	0..1
	Indicates whether the UE supports N3IWF/TNGF selection based on the slices the UE wishes to use over untrusted/trusted non-3GPP access.
	SliceAwareANDSP

	satBackhaulCategory
	SatelliteBackhaulCategory
	O
	0..1
	Indicates types of the satellite backhaul based on satellite types (when satellite backhaul is used) or non-satellite backhaul (when satellite backhaul is not used).
The default value "NON_SATELLITE" shall apply if the attribute is not present.

	EnSatBackhaulCategoryChg

	vpsUePolGuidance
	map(UePolicyParameters)
	O
	1..N
	Contains the service parameter used to guide the VPLMN-specific URSP and may contain the subscription to VPLMN-specific URSP delivery outcome. The key of the map represents the AF request to guide the VPLMN-specific URSP rules.
This attribute only applies in roaming and when the V-PCF is the NF service consumer.
	VPLMNSpecificURSP

	lboRoamInfo
	array(LboRoamingInformation)
	O
	1..N
	Contains LBO roaming information for DNN and S-NSSAI combination(s).
This attribute only applies in roaming and when the AMF is the NF service consumer.
	VPLMNSpecificURSP

	5gsToEpsMob
	boolean
	O
	0..1
	When it is set to true, it indicates the UE Policy Association creation is triggered by a 5GS to EPS mobility scenario.
Default value is false.
	EpsUrsp

	s   uppFeat
	SupportedFeatures
	M
	1
	Indicates the features supported by the service consumer.
	

	rangSlCapab
	array(RangSLCapability)
	C
	1..N
	Contains the Ranging/SL related UE capabilities.

It shall be provided when available at the NF service consumer.
	Ranging_SL

	NOTE 1:	The "mappedHomeSnssai" attribute within the ConfiguredSnssai data type may only be provided if the "NssaiChange" feature is supported.




* * * * Next changes * * * *
5.6.2.4	Type PolicyAssociationUpdateRequest
Table 5.6.2.4-1: Definition of type PolicyAssociationUpdateRequest
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	notificationUri
	Uri
	O
	0..1
	Identifies the recipient of Notifications sent by the PCF.
	

	altNotifIpv4Addrs
	array(Ipv4Addr)
	O
	1..N
	Alternate or backup IPv4 Address(es) where to send Notifications.
	

	altNotifIpv6Addrs
	array(Ipv6Addr)
	O
	1..N
	Alternate or backup IPv6 Address(es) where to send Notifications.
	

	altNotifFqdns
	array(Fqdn)
	O
	1..N
	Alternate or backup FQDN(s) where to send Notifications.
	

	triggers
	array(RequestTrigger)
	C
	1..N
	Request Triggers that the NF service consumer observes.
	

	praStatuses
	map(PresenceInfo)
	C
	1..N
	If the Trigger "PRA_CH" is reported, the UE presence status for tracking area for which changes of the UE presence occurred shall be provided. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall be supplied. The "additionalPraId" attribute within the PresenceInfo data type shall not be supplied. The "praId" attribute within the PresenceInfo data type shall include the identifier of an individual presence reporting area.
	

	userLoc
	UserLocation
	C
	0..1
	The location of the served UE shall be provided for trigger "LOC_CH".
	

	uePolDelResult
	UePolicyDeliveryResult
	C
	0..1
	UE Policy Delivery Result. Shall be provided together with trigger "UE_POLICY" when a "MANAGE UE POLICY COMPLETE" message or a "MANAGE UE POLICY COMMAND REJECT" message, as defined in Annex D.5 of 3GPP TS 24.501 [15], has been received by the V-PCF and is being forwarded to the H-PCF.
	

	uePolTransFailNotif
	UePolicyTransferFailureNotification
	C
	0..1
	The UE policy transfer failure notification. Shall be the provided together with trigger "UE_POLICY" when a response with HTTP status code 4xx or 5xx as defined in clause 5.2.2.3.1.2 of 3GPP TS 29.518 [14] or a N1N2 Transfer Failure Notification as defined in clause 5.2.2.3.2 of 3GPP TS 29.518 [14] is received after the V-PCF provisioned the UE policy by invoking the Namf_Communication_N1N2MessageTransfer service operation to the AMF and is notifying the H-PCF.
	

	uePolReq
	UePolicyRequest 
	C
	0..1
	A request for UE Policies. Shall be provided together with trigger "UE_POLICY" when the V-PCF receives an "UE POLICY PROVISIONING REQUEST" message, as defined in clause 7.2.1.1 of 3GPP TS 24.587 [24], if the "V2X" feature is supported, and/or when the V-PCF receives an "UE POLICY PROVISIONING REQUEST" message for 5G ProSe, as defined in clause 10.4.1 of 3GPP TS 24.554 [28], if the "ProSe" feature is supported and/or when the V-PCF receives an "UE POLICY PROVISIONING REQUEST" message for A2X, as defined 3GPP TS 24.577 [32], if the "A2X" feature is supported and/or when the V-PCF receives an "UE POLICY PROVISIONING REQUEST" message for Ranging/SL, as defined 3GPP TS 24.514 [42], if the "Ranging_SL" feature is supported..
	V2X, A2X, ProSe, Ranging_SL

	guami
	Guami
	C
	0..1
	The Globally Unique AMF Identifier (GUAMI) shall be provided by an AMF as NF service consumer during the AMF relocation.
	

	servingNfId
	NfInstanceId
	C
	0..1
	It shall contain the identifier of the new AMF during the AMF relocation.
	

	plmnId
	PlmnIdNid
	C
	0..1
	The serving network identity (a PLMN or an SNPN) of the served UE shall be provided for trigger "PLMN_CH".
	PlmnChange

	connectState
	CmState
	C
	0..1
	The connectivity state of the served UE shall be provided for trigger "CON_STATE_CH".
	ConnectivityStateChange

	groupIds
	array(GroupId)
	C
	1..N
	Internal Group Identifier(s) of the served UE. Shall be provided for trigger "GROUP_ID_LIST_CHG".
	GroupIdListChange

	pc5Capab
	Pc5Capability
	C
	0..1
	Indicates the PC5 Capability for V2X communications supported by the UE. It shall be provided when available at the NF service consumer.
It shall be included by the target AMF only in inter-AMF mobility scenarios and for trigger "FEAT_RENEG". It requires that the "V2X" feature is supported.
	FeatureRenegotiation

	a2xCapab
	array(A2xCapability)
	C
	1..N
	Indicates the A2X capabilities supported by the UE. It shall be provided when available at the NF service consumer.
It shall be included by the target AMF only in inter-AMF mobility scenarios and for trigger "FEAT_RENEG". It requires that the "A2X" feature is supported.
	FeatureRenegotiation

	proSeCapab
	array(ProSeCapability)
	O
	1..N
	Indicates whether the UE is capable of one or more of the the following 5G ProSe Capabilities: 5G ProSe Direct Discovery, 5G ProSe Direct Communication, Layer-2 and/or Layer 3 5G ProSe UE-to-Network Relay and Layer-2 and/or Layer 3 5G ProSe Remote UE, and when the "ProSe_Ph2" feature is supported, Layer-2 and/or Layer-3 5G ProSe UE-to-UE Relay and Layer-2 and/or Layer-3 5G ProSe End UE.
	ProSe

	confSnssais
	array(ConfiguredSnssai)
	C
	1..N
	The Configured NSSAI for the serving PLMN, and optionally the mapped S-NSSAI value of home network corresponding to the configured S-NSSAI in the serving PLMN. It shall be provided in case of roaming for trigger "CONF_NSSAI_CH" or for trigger "NON_3GPP_NODE_RESELECTION". (NOTE)
	SliceAwareANDSP, NssaiChange

	n3gNodeReSel
	Non3gppAccess
	C
	0..1
	A wrongly selected non-3gpp access node. It shall be provided when available at the NF service consumer and the "NON_3GPP_NODE_RESELECTION" trigger is reported within the "triggers" attribute. 
	SliceAwareANDSP

	sliceN3gNodeSelCap
	SliceSpecificN3gNodeSelectionCapability
	O
	0..1
	Indicates whether the UE supports N3IWF/TNGF selection based on the slices the UE wishes to use over untrusted/trusted non-3GPP access.

It may be included by the target AMF only in inter-AMF mobility scenarios and for trigger "FEAT_RENEG". It requires that the "SliceAwareANDSP" feature is supported.
	FeatureRenegotiation

	satBackhaulCategory
	SatelliteBackhaulCategory
	C
	0..1
	Indicates types of the satellite backhaul based on satellite types (when satellite backhaul is used) or non-satellite backhaul (when satellite backhaul is not used).
It shall be provided for trigger "SAT_CATEGORY_CHG".
	EnSatBackhaulCategoryChg

	urspEnfReport
	map(UrspEnforcementPduSession)
	C
	1..N
	Represents information about the enforced URSP rule(s) in one or more PDU sessions for the affected UE. 
The key of the map is a character string that represents an integer value (it may correspond with a PDU session identifier).

It shall be present when the notified policy control request trigger is "URSP_ENF_INFO".
	URSPEnforcement

	vpsUePolGuidance
	map(UePolicyParameters)
	OC
	1..N
	Contains the service parameter used to guide the VPLMN-specific URSP rule determination and may contain the subscription to VPLMN-specific URSP delivery outcome. The key of the map represents the AF request to guide VPLMN-specific URSP rules.
This attribute only applies in roaming and when the V-PCF is the NF service consumer.
	VPLMNSpecificURSP

	lboRoamInfo
	array(LboRoamingInformation)
	OC
	1..N
	Contains LBO roaming information for a DNN and S-NSSAI combination(s).
This attribute only applies in roaming and when the AMF is the NF service consumer.
	VPLMNSpecificURSP

	accessTypes
	array(AccessType)
	C
	1..N
	The Access Type(s) where the served UE is camping. It shall be provided for trigger "ACCESS_TYPE_CH" when the access type(s) changes or when the access type(s) is initially reported as consequence of the provisioning of the trigger.
	AccessChange

	ratTypes
	array(RatType)
	C
	1..N
	The RAT Type(s), if available, for the reported "accessTypes" where the served UE is camping. It shall be provided, if available, for trigger "ACCESS_TYPE_CH" when the access type(s) changes or when the access type(s) is initially reported as consequence of the provisioning of the trigger.
	AccessChange

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the features supported by the NF service consumer.
It shall be included by the target AMF in inter-AMF mobility scenarios for trigger "FEAT_RENEG".
	FeatureRenegotiation

	rangSlCapab
	array(RangSLCapability)
	O
	1..N
	Contains the Ranging/SL related UE capabilities.
	Ranging_SL

	NOTE:	The "mappedHomeSnssai" attribute within the ConfiguredSnssai data type may only be provided if the "NssaiChange" feature is supported.



* * * * End of Changes * * * *
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