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[bookmark: _Hlk163494649][bookmark: _Toc153804014][bookmark: _Toc160551361]* * * 1st Change * * * *
[bookmark: _Toc160570137][bookmark: _Toc162007733][bookmark: _Toc36040100][bookmark: _Toc44692713][bookmark: _Toc45134174][bookmark: _Toc49607238][bookmark: _Toc51763210][bookmark: _Toc58850105][bookmark: _Toc59018485][bookmark: _Toc68169491][bookmark: _Toc114211647][bookmark: _Toc136554372][bookmark: _Toc151992765][bookmark: _Toc151999545][bookmark: _Toc152158117][bookmark: _Toc160584012][bookmark: _Toc129203715][bookmark: _Toc136555515][bookmark: _Toc151994015][bookmark: _Toc152000795][bookmark: _Toc152159400][bookmark: _Toc160585303]5.4.2.2.1A	EAS obtaining UE Identifier Information using "Get" custom operation
In order to obtain an UE Identifier from the EES, the EAS shall send a HTTP POST request message to the EES with the request custom operation URI set to "{apiRoot}/eees-ueidentifier/<apiVersion>/get" and the request body including the UserInfo data structure as defined in clause 8.3.5.2.3.
Upon receiving the HTTP POST message from the EAS, the EES shall:
1.	verify the identity of the EAS and check if the EAS is authorized to obtain the UE Identifier; and
2.	if the EAS is authorized to obtain the UE's Identifier information, the EES shall:
a.	invoke the Nnef_UEId service as specified in clause 4.4.32 of 3GPP TS 29.522 [10] to obtain the UE identifier based on the user information received, and may derive the coresponding DNN and/or S-NSSAI based on the verified identity of the EAS; and
b.	upon successful retrieval of the UE identifier, respond with "200 OK" along with the retrieved UE identifier information in the UeIdInfo data type to the EAS. If an error occurs when processing the request, the EES shall send an HTTP error response as specified in clause 7.7.
If the EES determines the received HTTP POST request needs to be redirected, the EES may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative EES where the notification should be sent. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].
On failure or if the EES receives an error code from the NEF, the EES shall take proper error handling actions, as specified in clause 8.3.6, and respond to the EAS with an appropriate error status code. If the EES received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the EES shall relay this error response to the EAS with a corresponding application error, when applicable as defined in clause 8.3.6.3.
* * * 2nd Change * * * *
[bookmark: _Toc160570427][bookmark: _Toc162008023]8.3.3.3.2	Operation Definition
This operation shall support the request data structures and the response data structure and response codes specified in the tables 8.3.3.3.2-1 and 8.3.3.3.2-2.
Table 8.3.3.3.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	UserInfo
	M
	1
	Information about the User or the UE, provided by the service consumer.



Table 8.3.3.3.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	UeIdInfo
	M
	1
	200 OK
	The operation is successful and the corresponding UE Identifier information, returned by the Edge Enabler Server is included in the response body.

	n/a
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative target URI located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].

	n/a
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative target URI located in an alternative EES.
Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6]

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] also apply.
NOTE 2:	Failure causes are described in clause 8.3.6.3.



Table 8.3.3.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative target URI located in an alternative EES.



Table 8.3.3.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative target URI located in an alternative EES.



* * * 3rd Change * * * *
[bookmark: _Toc85734322][bookmark: _Toc89431621][bookmark: _Toc97042433][bookmark: _Toc97045577][bookmark: _Toc97155322][bookmark: _Toc101521459][bookmark: _Toc138761736][bookmark: _Toc145707951][bookmark: _Toc160570440][bookmark: _Toc162008036]8.3.6	Error Handling
[bookmark: _Toc100767822][bookmark: _Toc138761717][bookmark: _Toc145707932][bookmark: _Toc160570413][bookmark: _Toc162008009]8.3.6.1	General
For the Eees_UEIdentifier API, HTTP error handling shall be supported as specified in clause 7.7. In addition, the requirements in the following clauses are applicable for the Eees_UEIdentifier API.
[bookmark: _Toc100767823][bookmark: _Toc138761718][bookmark: _Toc145707933][bookmark: _Toc160570414][bookmark: _Toc162008010]8.3.6.2	Protocol Errors
No specific protocol errors for the Eees_UEIdentifier API are specified.
[bookmark: _Toc100767824][bookmark: _Toc138761719][bookmark: _Toc145707934][bookmark: _Toc160570415][bookmark: _Toc162008011]8.3.6.3	Application Errors
The application errors defined for the Eees_UEidentifier API are listed in Table 8.3.6.3-1.
Table 8.3.6.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	REQUEST_NOT_AUTHORIZED
	403 Forbidden
	Indicates that the AF specific UE ID retrieval request is not authorized.
	enNB1

	USER_CONSENT_NOT_GRANTED
	403 Forbidden
	Indicates that the request is rejected because user consent is not granted.
	enNB1

	UE_ID_NOT_AVAILABLE
	404 Not Found
	Indicates that the requested AF specific UE ID is not available.
	enNB1

	UE_NOT_FOUND
	404 Not Found
	Indicates that the requested UE address is not found.
	enNB1



General error responses are defined in clause 7.7.
* * * 4th Change * * * *
[bookmark: _Toc85734323][bookmark: _Toc89431622][bookmark: _Toc97042434][bookmark: _Toc97045578][bookmark: _Toc97155323][bookmark: _Toc101521460][bookmark: _Toc138761737][bookmark: _Toc145707952][bookmark: _Toc160570441][bookmark: _Toc162008037][bookmark: _Toc11247362][bookmark: _Toc27044484][bookmark: _Toc36033526][bookmark: _Toc45131658][bookmark: _Toc49775943][bookmark: _Toc51746863][bookmark: _Toc66360411][bookmark: _Toc68104916][bookmark: _Toc74755546][bookmark: _Toc105674419][bookmark: _Toc114211786][bookmark: _Toc136554532][bookmark: _Toc151992938][bookmark: _Toc151999718][bookmark: _Toc152158290][bookmark: _Toc162000645]8.3.7	Feature negotiation
General feature negotiation procedures are defined in clause 7.8. Table 8.3.7-1 lists the supported features for Eees_UEIdentifier API.
Table 8.3.7-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	enNB1
	This feature indicates the support of Rel-18 enhancements to this northbound API including the enhancement on error handling.



* * * End of Changes * * * *
