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1. Abstract
In order to support MPQUIC Datagram mode 1 in this release of the specification, the solution needs to be defined by 3GPP since it has not been defined by IETF. Datagram mode 1 depends on the use of proxying UDP in HTTP with packet reordering and deduplication; something that relies on use of sequence numbers. According to IETF RFC 9298, "Context ID" is a 62-bit integer, defined as a variable length integer, used to enable extensions of UDP proxying that are used to exchange HTTP datagrams that carry different semantics from UDP payloads. Future extensions can register the use of a Context ID by using either HTTP header fields, or QUIC capsules.
HTTP header fields and QUIC capsules can be registered with IANA. However, use of a statically configured, fixed-value Context ID is not aligned with the RFC. Since Context ID is meant to be dynamically allocated, IETF has not defined an IANA registry for Context IDs. If a fixed value for Context ID is used, 3GPP would need to run a proprietary registry to track Context IDs that have been reserved to avoid conflict and ensure forward compatibility or provide some other way of de-conflicting Context IDs.
It is proposed to agree to a solution (C1-243461) that adds support for the Datagram mode 1 MPQUIC extension. The solution is compliant with IETF RFC 9298 in its use of Context IDs, and registration by means of an HTTP header extension.
2. Introduction
3GPP stage 2 has defined requirements on support for MPQUIC Datagram mode 1. The following is written in 3GPP TS 23.501, clause 5.32.6.2.2.1:
-	Datagram mode 1: This transport mode is an extension of the mode defined in RFC 9298 [170]. It encapsulates UDP packets within QUIC Datagram frames and provides unreliable transport but with sequence numbering and with packet reordering / deduplication. It can be applied for any UDP flow. The details of the datagram mode 1, including the potential use of a Context ID (see RFC 9298 [170]), are considered in stage-3 specifications.
IETF RFC 9298 describes proxying UDP in HTTP. Therein, "Context ID" is a 62-bit integer, defined as a variable length integer, used to enable extensions of UDP proxying that are used to exchange HTTP datagrams that carry different semantics from UDP payloads. The RFC states that for Context ID, non-zero values are dynamically allocated, and client-allocated values are non-zero and even-numbered while server-allocated values are non-zero and odd-numbered.
The following is written in section 4 of the RFC, which describes the Context ID and its purpose:
Registration is the action by which an endpoint informs its peer of the semantics and format of a given Context ID. This document does not define how registration occurs. Future extensions use HTTP header fields or capsules to register Context IDs.
Thus, it can be understood that in order to extend UDP proxying to allow for datagrams carrying semantics that are different from an ordinary HTTP datagram in accordance with RFC 9298, one needs to register the Context ID. Future extensions can register the use of a Context ID by using either HTTP header fields, or QUIC capsules.
Currently, 3GPP stage 3 includes support for MPQUIC transport modes assuming that they are supported in the relevant IETF RFCs. However, there is no IETF-specified support for MPQUIC Datagram mode 1, which necessitates the inclusion of a sequence number as part of the transported datagram. 
An extension to support datagrams with sequence numbers was proposed in the IETF. There were no concerns about the outlined approach or design, however, it was not seen as a general-purpose use case that needs to be specified in an RFC. RFC 9298 is designed to be extensible, e.g., using capsules or HTTP header fields to register Context IDs. In the IETF and during design of this protocol, the established understanding is that that not all extensions require standardization in the IETF and therefore, both of the mechanisms (HTTP header fields and capsules) have an IANA registry that allows for permanent registration with a stable (non-IETF) specification.
In 3GPP TS 24.193, IETF RFC 9298 is referenced. However, as mentioned, Datagram mode 1 depends on the use of proxying UDP in HTTP with packet reordering and deduplication; something that is not defined in the RFC, and relies on use of sequence numbers, which are not normally included in HTTP datagrams, meaning that the semantics and format differs from that of an ordinary HTTP datagram. As previously mentioned, such deviation from the ordinary semantics of an HTTP Datagram requires an extension to the protocol.
3. Discussion
HTTP header fields and QUIC capsules can be registered with IANA. However, use of a statically configured, fixed-value Context ID is not aligned with the RFC. Since Context ID is meant to be dynamically allocated, IETF has not defined an IANA registry for Context IDs. If a fixed value for Context ID is used, 3GPP would need to run a proprietary registry to track Context IDs that have been reserved to avoid conflict and ensure forward compatibility or provide some other way of de-conflicting Context IDs.
In order to support Datagram mode 1, as required in stage 2, an extension of UDP proxying is needed. Datagram mode 1 is defined in stage 3, with references for Context ID pointing to RFC 9298, in which use of sequence numbered datagrams (i.e., Datagram mode 1) is not defined. This means that MPQUIC datagram mode 1, as required in stage 2, is not supported for ATSSS in 3GPP.
Observation 1: MPQUIC datagram mode 1, as required in stage 2, is not supported for ATSSS in 3GPP since sequence numbered datagrams are not defined.
The use of a fixed value for the Context ID goes against what is stated in IETF RFC 9298, i.e., that values for Context IDs are dynamically allocated. Furthermore, the fixed value that is defined in 3GPP TS 24.193, table 6.1.3.2-1 NOTE 8 is an odd number; however, since it is negotiated by the client (UE), it should be an even number. If a fixed value for Context ID is used, 3GPP needs to also provide a means of de-conflicting Context IDs.
Observation 2: the fixed value that is defined in 3GPP TS 24.193, table 6.1.3.2-1 NOTE 8 is not compliant with IETF RFC 9298.
Conclusion 1: If a fixed value for Context ID is used, 3GPP needs to also provide a means of de-conflicting Context IDs.
3. Conclusions
Observation 1: MPQUIC datagram mode 1, as required in stage 2, is not supported for ATSSS in 3GPP since sequence numbered datagrams are not defined.
Observation 2: the fixed value that is defined in 3GPP TS 24.193, table 6.1.3.2-1 NOTE 8 is not compliant with IETF RFC 9298.
Conclusion 1: If a fixed value for Context ID is used, 3GPP needs to also provide a means of de-conflicting Context IDs.
In order to support Datagram mode 1 in this release of the specification, the solution needs to be defined by 3GPP since it has not been defined by IETF. To this end, a solution proposal that defines Datagram mode 1 as well as registration of the Context ID is provided. 
4. Proposal
Proposal: Agree to C1-243461, adding support for the Datagram mode 1 MPQUIC extension. This solution is compliant with IETF RFC 9298 in its use of Context IDs, and registration by means of an HTTP header extension, as previously described in this discussion paper. This solution addresses the issues presented in Observation 1, 2, and Conclusion 1.

