[bookmark: _Hlk169198703]3GPP TSG-CT Meeting #104	CP-241289
Shanghai, P.R. China; 17th – 18th June 2024					(revision of CP-241276)

Source:	FirstNet, NIST, Ericsson, AT&T, Samsung, Element, Erillisverkot, BDBOS, Frequentis AG
Title:	Discussion on extending RAN5 scope to include MCPTT, MCVideo and MCData Server Test Cases
Agenda item:	6
Document for:	Discussion and Decision

Introduction
[bookmark: _Hlk168040802]For 3GPP Release 13, Mission Critical Push To Talk (MCPTT) was defined in core specifications. Consequently, and for commercial need, a Work Item [5] was opened in RAN5 to create conformance test cases. The Work Item created the TS 36.579 family of specifications. The TS 36.579 family of specifications included both UE/Device/Client conformance test cases as well as server conformance test cases. The server test cases, included in TS 36.579-3, were created for situations where an MCPTT server would exist outside of the core network and be controlled by an end user acting as a customer of a carrier. No network or core testing was part of the scope of the Work Item.
In subsequent Mission Critical Services RAN5 Work Items for Release 14 [5] and Release 15 [6], Mission Critical Video (MCVideo) and Mission Critical Data (MCData) were included in the TS 36.579 family of specifications for UE/Device/Client conformance test cases only. There was not strong Industry need for MCVideo and MCData server test cases.
For Release 16, the Industry needs had changed, so the Release 16 mission critical services Work Item Description (WID) [7] included updates for all existing TS 36.579 specifications and included the creation of new specifications TS 36.579-8 for MCVideo server test cases and TS 36.579-9 for MCData server test cases. The WID was endorsed by RAN5 and approved in the RAN Plenary. 
Once work began on the Rel-16 Work Item, RAN5 and 3GPP TF 160 leadership decided that MCPTT, MCVideo, and MCData server test cases were outside the scope of RAN5 Terms of Reference [2]. This has caused all work for MCPTT, MCVideo, and MCData server test cases to halt within RAN5.
2	Discussion
There are scenarios in the real world where a server, or a device that can perform as a server, interacts with the core and its mission critical services (MCX) servers. In these cases, server/device resides outside of the core network and a human user controls the device, so technically, it’s an end user device. The most common instance of this is with the use of dispatch interfaces and mobile dispatch devices. A human uses the dispatch interface to enable groups, disable groups, create groups, etc. and interact with the carrier core servers. MCX (MCPTT, MCVideo, and MCData) Server conformance testing will be a mere extension of this concept, and does not represent a bridge for RAN5 to test the Network. No network or core testing is part of the scope of the proposal in this discussion paper.
Server side MCX conformance test specifications are critical to bring interoperability among MCX application server vendors/providers and across interconnected MCX systems from various vendors. It can help in reducing implementation cost and rollout time. 
At RAN5#103, a discussion paper for this topic was submitted in R5- 242587 [1] and discussed at the meeting. There were also two associated LSs: R5-242117 [8] and R5-242116 [9].
[bookmark: _Hlk168918648]R5-242117 [8] was from ETSI Technical Committee (TC) TCCE (TETRA and Critical Communications Evolution). This LS is requesting RAN5 to work on the general support of MCS Server conformance testing (and take on board the outcome of the ETSI TTF), starting from 3GPP Rel-15. There is an associated LS CP-241250 [10] submitted to TSG-CT#104.
R5-242116 [9] was from ETSI Technical Committee (TC) RT (Rail Telecommunications). This LS is requesting RAN5 to work on the general support of FRMCS conformance testing (and take on board the outcome of the ETSI TTF), for both MCS Client and MCS Server sides, starting from 3GPP Rel-18
The outcome of the discussion of the discussion paper R5-242587 [1] is captured in the RAN5#103 meeting report [3]:
“RAN5 guidance to the proponents of MCS Server Conformance Testing is to seek TSG approval first and then RAN5 ToR can be updated to extend the scope and responsibility. With TSG approval, RAN5 can take up the work but it will be restricted to MCS Server conformance testing only. RAN5 has no intention to take up either server side and/or network interface conformance testing”

From the RAN5 Terms of Reference [2]:
“Within the 3GPP Technical Specification Group Radio Access Network (TSG RAN), the 3GPP TSG RAN WG5 (RAN5) is the Conformance Testing Group for User Equipment (UE). The main objective of RAN5 is the development of UE conformance test specifications at the Radio Interface dealing with GERAN, UTRA, Evolved UTRA(E-UTRA), 5G NR and beyond based on 3GPP core specifications. The test specifications are mainly based on the requirements defined by other groups such as RAN WG4 for the radio test cases and RAN WG2 and CT WG1 for the protocols test cases. RAN WG5 is organised in two subgroups, RF subgroup and Signalling (SIG) subgroup.” 
For RAN5 to be able to allow MCS Server conformance test specifications, the ToR would need to be updated. An associated discussion paper RP-241517 [11] is submitted to RANP#104.
It is necessary to discuss and agree on a way forward to resume work on MCPTT, MCVideo, and MCData server test cases in RAN5. Following proposals may be potential way forward:
Proposal 1: Agree to include Mission Critical Services server conformance testing which would enable incorporating MCPTT, MCVideo, and MCData server test cases in RAN5 specifications. 
Proposal 2: Send LS to RAN to consider including Mission Critical Services server conformance testing. 
Note: These proposals do not include any additional server side and/or network interface conformance testing.

3	Summary
In order to allow successful deployment of Mission Critical Services, it would be beneficial for the industry to allow RAN5 to develop MCS Server conformance test specifications, that can be used by external certification bodies.
This topic is also discussed in RP-241517 [11] that was submitted to 3GPP TSG RAN Meeting #104.
4	Proposal
Proposal 1: Agree to include Mission Critical Services server conformance testing which would enable incorporating MCPTT, MCVideo, and MCData server test cases in RAN5 specifications. 
Proposal 2: Send LS to RAN to consider including Mission Critical Services server conformance testing. 
Note: These proposals do not include any additional server side and/or network interface conformance testing.
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