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	Reason for change:
	[bookmark: OLE_LINK246][bookmark: OLE_LINK247]The specification contains multiple occurrences of "and/or" term.

In stage-3 protocol implementation, in order to provide an accurate description for implementation and avoids mistakes, it is suggested that the term "and/or" should not be used. Instead, if the combination logic is needed, then better to use "A, B, or both".

Note that as per below TS drafting rule specified in TR 21.801, "or" indicates the elements of the list are mutually exclusive and hence, "or" cannot cover "and":

"Use "and" or "or" at the end (following the semicolon) of the penultimate element of a list to indicate unambiguously whether the elements are combinable or whether they are mutually exclusive.
-	Use the appropriate bullet styles, i.e. styles B1 to B5.
-	Separate the list item identifier (e.g. bullet) and the text with a tab (if not using automatic bullets and numbering).
-	Ensure that the formatting of the lists is consistent throughout the deliverable."

It is therefore proposed to avoid the use of the term "and/or" through the whole TS 24.548.
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	The use of of "and/or" term is removed.
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	The stage-3 protocol description is not accurate for implemenation and errors are possible.
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[bookmark: _Toc146251894][bookmark: _Toc20217754][bookmark: _Toc27743638][bookmark: _Toc35959209][bookmark: _Toc45202640][bookmark: _Toc45700016][bookmark: _Toc51919752][bookmark: _Toc68250812][bookmark: _Toc155127389]* * * First Change * * * *
[bookmark: _CR7_3_2_2][bookmark: _Toc162966272][bookmark: _Toc162966244][bookmark: OLE_LINK250][bookmark: OLE_LINK251]6.2.2.2.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
b)	a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml"; and
c)	an application/vnd.3gpp.seal-unicast-info+xml MIME body with a <request> element in the <unicast-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to request unicast resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall evaluate the need for network resources and use of resource sharing, and then send a SIP MESSAGE request containing request for resources according to procedures specified in 3GPP TS 29.214 [12] for EPS and/or 3GPP TS 29.514 [14] for 5GS.
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, the SNRM-S:
a)	shall generate an HTTP 200 (OK) response message according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml"; and
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i.	shall include a <request-result> element set to "success" indicating success of the resource request operation; and
b)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 9110 [22].
[bookmark: OLE_LINK258]* * * Next Change * * * *
[bookmark: _Toc162966275][bookmark: OLE_LINK254][bookmark: OLE_LINK255][bookmark: _Toc162966278]6.2.2.3.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
b)	a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml"; and
c)	an application/vnd.3gpp.seal-unicast-info+xml MIME body with a <modification> element in the <unicast-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to modify unicast resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling";
b)	if the media bearer modification is not required, shall generate an HTTP 200 (OK) response message according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml";
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)	shall include a <modification-result> element set to "failure" indicating failure of the resource modification request operation; and
4)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 9110 [22]; and
c)	if the media bearer modification is required, shall send a SIP MESSAGE request containing the modified parameters of the unicast bearer according to procedures specified in 3GPP TS 29.214 [12] for EPS and/or 3GPP TS 29.514 [14] for 5GS.
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, the SNRM-S:
a)	shall generate an HTTP 200 (OK) response message according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml"; and
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)	shall include a <modification-result> element set to "success" indicating success of the resource modification request operation; and
b)	shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 9110 [22].
* * * Next Change * * * *
6.2.2.4.2	Server procedure
Upon receiving an HTTP POST request message containing:
a)	an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
b)	a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml"; and
c)	an application/vnd.3gpp.seal-unicast-info+xml MIME body with an <adaptation> element in the <unicast-info> root element;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to adapt unicast resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and
2)	shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [19] "POST Handling"; and
b)	shall apply/enforce the resource adaptation per VAL UE, and then initiate the PCC procedures for each VAL UE as described in 3GPP TS 29.214 [12] for EPS and/or 3GPP TS 29.514 [14] for 5GS. After the PCC procedures, the SNRM-S shall generate an HTTP 200 (OK) response message according to IETF RFC 9110 [22]. In the HTTP 200 (OK) response message, the SNRM-S:
1)	shall include a Request-URI set to the URI corresponding to the identity of the VAL server;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml";
3)	shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)	shall include an <adaptation-result> element set to "success" or "failure" indicating success or failure of the network resource adaptation with the underlying network; and
4)	shall send the HTTP 200 (OK) response message towards the VAL server according to procedures specified in IETF RFC 9110 [22].
* * * End of Change * * * *

