

	

3GPP TSG-CT4 Meeting #122	C4-241141
Changsha, Hunan Province, China, 15th Apr 2024 - 19th Apr 2024
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.003
	CR
	0698
	rev
	-
	Current version:
	18.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Clarification on NAI format for Anonymous SUPI in 5G-NSWO in SNPN access mode.

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	TEI18, eNPN_Ph2
	
	Date:
	22-03-2024

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	This CR adds NAI for anonymous SUPI for 5G NSWO when UE operates in SNPN access mode and usage indication of SUPI is associated with the list of subscriber data. 

TS 33.501 states:
---------------

---------------

Thus, when the UE has credentials from CH with AAA server and the CH with AAA server is connected via 5GC, the UE is expected to provide SUPI (rather than SUCI) or anonymous SUPI (rather than anonymous SUCI) in EAP-response/identity message of NSWO for 5GS, depending on the EAP method selected by the CH.

TS 24.502 (which is aligned with TS 33.501) states:
----------------
[bookmark: _Toc154618991]6.3a	Authentication for NSWO in 5GS
...
If:
a)	the UE operates in SNPN access operation mode for 5G NSWO; and
b)	an indication to use SUPI which is associated with the selected entry of the "list of subscriber data", is configured in the ME;
then the UE:
a)	if the indication to use SUPI is set to "SUPI", shall use as its identity the SUPI, in NAI format as specified in clause 28.7.12 of 3GPP TS 23.003 [8]; or
b)	if the indication to use SUPI is set to "anonymous SUPI", shall use as its identity the anonymous SUPI in NAI format as specified in clause 28.7.12 of 3GPP TS 23.003 [8];
NOTE 3:	The ME can be configured with an indication to use SUPI associated with the selected entry of the "list of subscriber data" with value set to "anonymous SUPI" when the EAP method associated with the credentials of the entry supports SUPI privacy at the EAP layer.
----------------

	
	

	Summary of change:
	This CR clarifies the NAI for anonymous SUPI for 5G NSWO applicable when:
a)	the UE operates in SNPN access operation mode for 5G NSWO; and
b)	an indication to use SUPI which is associated with the selected entry of the "list of subscriber data", is configured in the ME.
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* * * First Change * * * *
[bookmark: _Toc120005898][bookmark: _Toc155124187]28.7.12	NAI used for 5G NSWO
When the UE decides to use 5G NSWO to connect to the WLAN access network using its 5GS credentials but without registration to 5GS, the NAI format for 5G NSWO in non-roaming scenarios is used. See clause 28.7.9.2 for the NAI format for 5G NSWO in roaming scenarios.
NOTE:	In this case the NAI realm is different than the realm defined for usage during 5G registration via of Trusted non-3GPP access to the 5GCN (see clause 28.7.6) or when N5CW devices access 5GCN via Trusted non-3GPP access to the 5GCN (see clause 28.7.7). See clause 5.42 in 3GPP TS 23.501 [119].
In the 5G NSWO use case, the UE shall use a NAI in the following format:
-	For PLMNs: "<username>@5gc-nswo.mnc<MNC>.mcc<MCC>.3gppnetwork.org"
-	For SNPNs: "<username>@5gc-nswo.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org"
[bookmark: _Hlk149750170]In the above use cases:
[bookmark: _Hlk149750206]a)	When:
1)	the UE does not operate in SNPN access operation mode for 5G NSWO;
2)	the UE operates in SNPN access operation mode for 5G NSWO and the PLMN subscription is selected; or
3)	the UE operates in SNPN access operation mode for 5G NSWO and an indication to use SUPI which is associated with the selected entry of the "list of subscriber data", is not configured in the ME.
	then Tthe entire NAI is constructed by the definition of the username part in clause 28.7.3, along with the realm mentioned in this section.
	When:
1)	the UE operates in SNPN access operation mode for 5G NSWO; and
2)	an indication to use SUPI which is associated with the selected entry of the "list of subscriber data", is configured in the ME;
	then the entire NAI is constructed by the definition of the username part in clause 28.7.2, along with the realm mentioned in this section.
[bookmark: _Hlk149750249]b)	the label '5gc-nswo' in the realm part indicates that the NAI is used for 5G NSWO. For PLMNs, <MNC> and <MCC> identify the PLMN, and for SNPNs, <NID>, <MNC> and <MCC> identify the SNPN, to which the UE attempts to connect via the 5G NSWO as described in clause 4.2.15 of 3GPP TS 23.501 [119].
	For an anonymous SUCI in the 5G NSWO use case, assuming that, a MCC=234, MNC=15 and the Routing Indicator 678, the UE shall use the NAI in the following format:
	type1.rid678.schid0.useridanonymous@5gc-nswo.nid<NID>.mnc015.mcc234.3gppnetwork.org (with username corresponding to "anonymous"), or
	type1.rid678.schid0.userid@5gc-nswo.nid<NID>.mnc015.mcc234.3gppnetwork.org (with username corresponding to an empty string)
	For an anonymous SUPI in the 5G NSWO use case, assuming that, a MCC=234, MNC=15 and the Routing Indicator 678, the UE shall use the NAI in the following format:
	anonymous@5gc-nswo.nid<NID>.mnc015.mcc234.3gppnetwork.org (with username corresponding to "anonymous"), or
	@5gc-nswo.nid<NID>.mnc015.mcc234.3gppnetwork.org (with username corresponding to an empty string)

* * * End of Changes * * * *
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