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The list of standardized input commands of Remote File Manager Application contains the “security commands” VERIFY CHV, CHANGE CHV, ENABLE CHV, DISABLE CHV and UPDATE CHV.

These commands don’t make sense in a remote file management context, because the access conditions to the file system are definden by the "Access Domain Parameter" of the Remote File Sistem Management applet, as defined in §A.1.4.2.3.1. 

Moreover, these commands update some persitent security information in the SIM, like the blocked/unblocked status of CHVs, the CHV values and the number of remaining CHV attempts. These information will affect the GSM APDU context when the remote file management session ends.

On the other hand, if these commands make sense, it shall be defined:

· what is the access conditions in the Remote File Sistem Management context resulting from the using them and from the "Access Domain Parameter" of Remote File Sistem Management applet,

· what is the effect of these commands on the security-related persistent information (see above) of GSM APDU context,

· what is the effect of these commands on GSM APDU context in terms of access contions status. 

Proposal : Suppression of security commands VERIFY CHV, CHANGE CHV, ENABLE CHV, DISABLE CHV and UPDATE CHV from the list of input commands of Remote File Manager Application.

