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1) Introduction

a) Instant messaging over the Internet has become an extremely popular means of messaging between users of the fixed Intermit. According to some reports, the number of instant messages, amongst home users, far exceeds that of Email messages. 

b) Instant messaging gives users the ability to detect when their friends or colleagues are online, the ability to easily identify the address of subscribers, and the security mechanism to control the access to these lists. Users have been able to send files over IM from the beginning, and recently the ability to send streaming voice messages has been added. At  first sight , there are many similarities between MMS and IM
2) Work Item for 3GPP MMS Release 2000 

a) We would like to propose adding the definition of Instant messaging and the interworking of MMS with IM as part of the work item for release 2000 MMS

b) We think there is a clear business case for adding connectivity to IM between users of MMS and users of Instant messaging over the Internet, adding, possibly, lots of traffic between mobile users and fixed users. Among certain populations , Instant messaging (with online presence notification) may also be an attractive proposition, and it can also be an attractive offering for some closed user groups (e.g. Business colleagues)

c) The following issues should be examined within this part of the WI

i) Interworking with standardized fixed INTERNET Instant messaging done at IETF IMPP group

ii) The creation of online presence notification layer on MMS

iii) Liaison to WAP forum to consider implication of this part of the service

iv) Security mechanism to protect the privacy of  buddy lists and presence notification (allowing others to add  a subscriber to a “buddy list”, rejecting messages from unwanted  sources, hiding a subscriber’s presence from others etc..)

d) A liaison should be set up with IETF IMPP group.
