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�
New chapter between the chapters 4.4.4  Client-driven Negotiation and 4.4.5.Example client-server negotiation in the 03.57 V1.4.0:


4.4.5. Capability Information Cache


In order to reduce the overhead of performing the capability negotiation within every service interaction, the MexE server may have a service available to each MExE ME enabling them to write a HTML page which is able to be read publicly, but which only the ME can modify. This HTML page is the "cache" of the capability information. The client controls the cache:


The ME may keep a local dynamically modified copy of the cache.


The ME will distinguish between capability info which should be publicly available, and info which is private. The private capability info will only be divulged to the server when requesting content.


The public capability information will go into the cache, the private info will not be cached.


ME may modify the capability information cache in the MExE server at any time on user permission. This may happen either automatically if user permits or by an action initiated by the user. Modification may be performed by using appropriate HTTP 1.1. protocol methods or HTTP 1.1. derived protocol. 


Before the ME requests some content from the server, it will check currency of the cache, and maybe update the cache. Then it will request content from the server, referencing to capability information cache and optionally also providing the private capability information in the http header.


Capability information will be much abbreviated, consisting of a reference to the URL of the public capability information, plus optionally some tokens and values for the ME's private capability information. The goal should be that this will be able to be fitted into one SMS message.


URL to ME’s public capability information cache could be further shortened if there is a virtual MExE name server (using rules) so that the cache location could be specified as company.com. 358503583862, which would be automatically expanded to something like:


http://www.company.com/MExE/capabilities_cache/~358503583862.html























