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1. Introduction
This pCR provides solution to KI#3 (Digital avatars support)
2. Reason for Change
KI #3 is agreed with following open issues to study:
-	What SA6-defined information is required to expose the SA2-defined, SA4-defined and SA3-defined avatar information to support allowed application configuration, location-based avatar contextual information?
-	Whether and how application enablement layer manages and exposes information about digital avatars  to the consumers (i.e. application clients and servers) or across verticals? 
It is required to provide solution for above open issues.
Reason for selecting SEAL CM enhancement:
As SEAL CM already manages the configuration profile, it is better for SEAL CM only to manage the avatar profile configurations rather than defining new enabler server.
3. Proposal
It is proposed to agree the following changes to TR 23.700-21 v0.2.0.


* * * First Change * * * *
[bookmark: _Toc160736027][bookmark: _Toc153434272]7.0	Mapping of solutions to key issues
Table 7.0-1 Mapping of solutions to key issues
	
	KI #1
	KI #2
	KI #3
	KI #4

	Sol #1
	X
	
	
	

	Sol #2
	X
	
	
	

	Sol #x
	
	
	X
	



* * * Next Change * * * *

7.x	Solution #x: Support for digital avatars
[bookmark: _Toc160736045]7.x.1	Solution description
Metaverse is considered as a digital world which is a replica of a real world. Most of the Metaverse application needs avatar for the user to interact with the application. And for each application, user may required to create, modify, get and delete avatars. For each avatar (regardless of application) will have some common properties. Depending on the metaverse application from where the user is interested to take the service, he/she can choose his/her avatar and the related information when needed. Also, a user can move between metaverse applications using the same avatar seamlessly and taking into account the constraints of the visited application. 
This solution maps to KI# 3. This solution provides support to manage digital avatars for the users.
[bookmark: _Toc160736046]7.x.2	Architecture Impacts
[bookmark: _Toc160736047]This clause provided architecture enhancements to the SEAL CM architecture as defined in 3GPP TS 23.434 [8]. The SEAL CM client is enhanced to provide client side functionalities for managing (i.e. create, read, update and delete) application specific avatar profile(s) for metaverse application. The application specific avatar profile(s) contains avatar related properties and configurations. 
The SEAL CM server is enhanced to provide server side functionalities for managing application specific avatar profile(s) for the metaverse applications. It allows the consumer of the service to create, update, fetch, and delete the application specific avatar profile(s). The application specific avatar profile(s) can be stored into VAL user database.
VAL client uses the SEAL CM client to manage application specific avatar profile(s) for the metaverse applications over CM-C reference point. Similarly, VAL server uses SEAL CM server to manage application specific avatar profile(s) for the metaverse applications over CM-S reference point. The CM-UU interface is enhanced to provide management of application specific avatar profile(s) between SEAL CM client and SEAL CM server.
A user can have one or more application specific avatar profile(s). An application specific avatar profile can be shared by one or more users (for example, an avatar profile is created for a sales representative, and used by all sales personals). 
Editor’s note: Whether to use a new application enablement server or a new SEAL server for this solution is FFS.
7.x.3	Procedures
[bookmark: _Toc160736048]7.x.3.1	Create application specific avatar profile
The procedure for creating avatar profile is illustrated in figure 7.x.3.1-1. The configuration management server exposes the API for the consumer to create the avatar profile(s). The application specific avatar profile(s) may be created based on user’s request via configuration management client or based on request from the VAL server. 
The application specific avatar profile(s) may be create for a single user or it can be used by multiple users. For application specific avatar profile(s) which can be used by multiple users, the users can use the avatar at a same time simultaneously or one at a time depending on the application requirement. The configuration management server stores the avatar and its related properties and configuration.
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.x.3.1-1: Creating application specific avatar profile
1.	The configuration management client sends a create avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials and other parameters to create avatar profile. The security credentials includes security token. The request may include allowed user list, current status (in use or not), current position, allowed application list, allowed locations, associated digital wallets, associated digital assessories, one or more predictive model, creation time, expiry time till when the avatar profile is valid, history information like at which locations avatar is used, which applications used the avatar profile, time of the use, etc.
Table 7.x.3.1-1: Create avatar profile request
	Information element
	Status
	Description

	Requestor Id
	M
	Identify of the requestor (VAL UE or VAL server).

	Security parameters
	M
	Security parameters for authentication and authorization.

	Application specific avatar profile
	M
	Application specific avatar profile

	> user ID
	M
	Identity of the user for which the profile is created

	> allowed user list
	O
	List of users allowed to use this avatar

	> current status
	O
	Current status (in use or not) of the profile

	> allowed locations
	O
	List of locations where this avatar profile is allowed to use

	>> current location
	O
	Current location where the profile is being used

	> allowed application list
	O
	List of application IDs which are allowed to use this avatar profile

	> associated assessories
	O
	List of assessories (e.g. Hat, watch, shoes) which are purchased for this avatar profile

	> list of predictive models (NOTE 1)
	O
	List of one or more predictive model for the user, in order to predict user’s behaviour.

	> expiry time
	O
	Time till when this avatar profile is valid

	> History information
	O
	Usage history for this avatar profile

	>> list of locations
	O
	List of locations where the avatar profile is used.

	>> time of use
	O
	Time information when the avatar profile is used

	>> list of applications
	O
	List of the application IDs which used this avatar profile.

	NOTE 1:	This IE is only applicable if the avatar profile is not shared.




Editor’s note: Associating the application specific avatar profile with SA2 defined avatar information is FFS.
Editor’s note: It is FFS whether the user ID IE is to be included as part of the Avatar Profile or is a separate digital asset associated with the avatar.
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server creates the resource to store the avatar profile. The configuration management server stores the profile as received in the request.
3.	The configuration management server sends create avatar profile response to the configuration management client. In case of success, the response also includes the identity of the avatar profile.
7.x.3.2	Update application specific avatar profile
The procedure for updating avatar profile is illustrated in figure 7.x.3.2-1. The configuration management server exposes the API for the consumer to update the avatar profile. The application specific avatar profile(s) may be updated based on user’s request via configuration management client or based on request from the VAL server. This procedure is also used to link more users to the avatar profile.
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.x.3.1-1: Creating application specific avatar profile
1.	The configuration management client sends a update avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials, identity of the avatar profile and parameters to update avatar profile. The security credentials includes security token. The other parameters includes allowed user list, current status (in use or not), current position, allowed application list, allowed locations, associated digital wallets, associated digital assessories, one or more predictive model, creation time, expiry time till when the avatar profile is valid, historical information like at which locations avatar is used, which applications used used the avatar profile, time of the use, etc. 
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server checks whether the avatar profile is present or not based on provided identity. If avatar profile is present, then the configuration management server updates the profile with the new parameters as provided in the request message.
3.	The configuration management server sends update avatar profile response to the configuration management client indicating success or failure of the procedure. In case of failure, the response includes the failure cause indicating that the profile does not exist. 
7.x.3.3	Get application specific avatar profile
The procedure to get avatar profile is illustrated in figure 7.x.3.3-1. The configuration management server exposes the API for the consumer to get the avatar profile. 
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.x.3.3-1: Get application specific avatar profile
1.	The configuration management client sends a get avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials and identity of the avatar profile.
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server checks whether the avatar profile is present or not based on provided identity. 
3.	The configuration management server sends get avatar profile response to the configuration management client indicating success or failure of the procedure. In case of success, the response includes avatar profile with all required parameters. In case of failure, the response includes the failure cause indicating that the profile does not exist. 
7.x.3.4	Delete application specific avatar profile
The procedure to delete avatar profile is illustrated in figure 7.x.3.4-1. The configuration management server exposes the API for the consumer to delete the avatar profile. 
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.x.3.4-1: Delete application specific avatar profile
1.	The configuration management client sends a delete avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials and identity of the avatar profile.
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server checks whether the avatar profile is present or not based on provided identity. If the avatar profile is present then the configuration management server deletes the avatar profile.
3.	The configuration management server sends delete avatar profile response to the configuration management client indicating success or failure of the procedure. In case of failure, the response includes the failure cause indicating that the profile does not exist. 
[bookmark: _Toc160736039]7.x.3.5	Application specific avatar profile(s) subscription
Figure 7.x.3.1-1 depicts the procedure for application specific avatar profile(s) subscription. The service is provided by SEAL CM server and consumed by VAL server or SEAL CM client. 



Figure 7.x.3.1-1: Application specific avatar profile(s) subscription
1)	The VAL server (or SEAL CM client) sends a subscription request to the SEAL CM server to get notifications about the application specific avatar profile(s). The request includes avatar ID, user ID, filter criteria like the application specific information (e.g., VAL user location, VAL client type, type of service), event (e.g. application specific avatar profile created or removed or updated).
2)	The SEAL CM server authorizes VAL server (or SEAL CM client). If the requestor is authorized, then the SEAL CM server sends successful response along with subscription identity. 
3-4)	Upon occurance of the event (e.g. application specific avatar profile created or removed or updated), the SEAL CM server determines all application specific avatar profile(s) from the repository which are matched with the filter criteria provided in the request. The SEAL CM server sends the notification to the VAL server (or SEAL CM client) including list of application specific avatar profile.
7.x.4	Solution evaluation
Editor's note:	This clause provides an evaluation of the solution addressing KI#x. 
* * * End of Change * * * *
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