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1. Introduction
This contribution provides a solution for KI #3. The solution is based on several observations:
Observation 1:  Existing 3GPP “avatar” terminology has been used in two related but essentially different ways:
- As a more narrow/concrete term linked to graphical representations of users. 
- As a more generic term linked to the information representing a user (usually human but not restricted as such) in the metaverse realm. The more generic term is made necessary by the multitude of aspects which can be purposely and selectively chosen by users to represent themselves. For example, some users select custom graphics as their unique representations in applications such as gaming, telecommunications, etc. However, in other contexts some users can choose other assets, e.g. digital identifier without graphics, as the most appropriate representation.
Given the SA1 requirements for digital assets, enablement of services for avatar support are strongly related to service enablement for generic digital assets, with avatars being a specific type of asset.
Observation 2: The metaverse functional requirements in 3GPP TS 22.156 are strongly tied to associations between different types of information, such as the association between digital assets, user identifiers, subscription information, etc. As such, 12 out of 28 non-performance requirements in the document refer one or more times to the term “association”.
Associating various pieces of critical or sensitive information is fundamental to providing metaverse enablement services, extending to digital asset and, specifically, avatar enablement.
Observation 3: Metaverse applications are designed to provide relevant and dynamic interactions, associations, and connections between physical and virtual worlds.
3GPP TS 22.156 describes “operation efficiency, exposure and coordination” as the main aim of the generic requirements captured. 
Within 3GPP, the service layer is best positioned architecturally and functionally to provide exposure and coordination of mobile metaverse services, which in turn may be implemented in various CN layers.

2. Reason for Change
As discussed in the introduction, the contribution proposes Avatar support in metaverse within a broader digital asset management framework. This framework uses the Metaverse Digital Representation Block as the service layer context information.

3. Proposal
It is proposed to agree the following changes to 3GPP 23.700-21 V0.2.0.

[bookmark: _Hlk161847145]*** First change ***
[bookmark: _Toc160735988][bookmark: _Toc160785416][bookmark: _Toc151544884][bookmark: _Toc510696599][bookmark: _Toc35971391][bookmark: _Toc128732967]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
	MDRB					Metaverse Digital Representation Block
MMEC					Mobile Metaverse Enablement Client
	MMEL					Mobile Metaverse Enablement  Layer
	MMES					Mobile Metaverse Enablement  Server
<ABBREVIATION>	<Expansion>


*** Next change ***
7.x	Solution #x: Avatar support using Metaverse Digital Representation Block (MDRB)
7.x.1	Solution description
The following clauses specify procedures and information flows for Key Issue #3 for support of avatars, as a type of digital asset manged using Metaverse Digital Representation Block (MDRB).
MDRB is an information block containing one or more related digital assets, information about the associated users and about the associated metaverse services. MDRB also includes MMEL policies and parameters for the handling of the digital representation.
Editor’s Note: Terminology alignment may be necessary.
Preconditions:
0. Digital representations are available at the VAL application layer.



Figure 7.x.1.1  MDRB support request procedure

Procedural steps:
1. The VAL server sends a request to the corresponding MMES to enable MDRB support for the metaverse application functionality related to the digital representation created. The message(s) include information about the digital representation(s) to be supported, e.g. avatar.
NOTE 1: In the normative phase, the step 1 request can map to one or more requests, e.g. create /update /delete. 
2. The MMES determines applicable MMEL parameters for the handling of the digital representation. The MMEL support information and parameters are stored as MDRB.
NOTE 2:  The MDRB stores information necessary for access and manage the MDRB and its exposure to/from the VAL application layer. This information is provided by the VAL layer or is derived based on the VAL layer request and policies. 
3. Based on the information received from the VAL layer and on local policies, the MMES optionally determines to send one or more requests to the underlying 3GPP Network to determine information available in the 3GPP network for the MDRB. 
NOTE 3: The information available in the 3GPP network to be included as part of MDRB is to be determined in the normative phase and aligned with specifications from SA2, SA3 and SA4.
NOTE 4: Step 3 may be triggered at any time after step 1. 
4. The MMES generates response and sends the message to the VAL Server. 


7.x.2	Architecture Impacts
Editor's note:	This clause provides the architecture impacts of the solution and possible new SA6 capabilities and interfaces.

7.x.3	Corresponding APIs
Table 7.x.3-1 shows the MDRB support request from VAL Server to MMES.
Table 7.x.3-1: Request MDRB support
	Information element
	Status
	Description

	Requestor identifier
	M
	The identifier of the requestor.

	Security credentials
	M
	Security credentials to authenticate and authorize the requestor.

	MDRB identifier
	O
	An identifier for the MDRB for which MMEL support is requested

	List of Metaverse service provider identifiers
	M
	List of service providers for the Metaverse services

	List of associated user information (NOTE 4)
	M
	List of user information as detailed below.

	> 3GPP subscriber association information (NOTE 1, NOTE 3)
	O
	This information is used in MMEL for interactions with 5GS which require subscriber/and/or user information.

	> Metaverse service user information (NOTE 3)
	O
	Application-level information related to one or more application users. The information may be anonymized, etc. to meet the metaverse application security requirements. This information may represent or be provided by a third party.

	List of digital assets (NOTE 4)
	M
	List of digital asset parameters for MDRB management.

	> Asset type
	M
	Choice of asset type, e.g. avatar, wallet, etc.

	> Asset profile information
	O
	Information used to obtain 5GS services, and which depends on asset type, metaverse use policies. For example, for an avatar asset, the information includes identifiers, etc necessary to utilize SA4 services

	> Communication parameters
	O
	Communication parameters and requirements for sessions associated with the digital asset. The parameters are also used to create or derive the communication policies applicable to the asset which are persistent within metaverse

	>  Metaverse experience requirements
	O
	Information provided to create or derive associated metaverse experience parameters for each asset, e.g. information used to derive applicable rendering parameters

	MRDB exposure application rules 
	O
	Rules for exposure of MRDB information. The policy may include location, temporal, etc. conditions.

	NOTE 1: IE to be determined in the normative phase based on SA2 work for user identity exposure
NOTE 2: IE to be determined in the normative phase based on SA4 work for avatar services
NOTE 3: IE to be determined in the normative phase including SA3 security considerations
NOTE 4: Information exposed is based on applicable security requirements and policies in both application and network domains.



Editor’s Note: It is FFS how the MDRB identifier is assigned and used, beyond the role of identifier of the request. 
Table 7.x.3-2 shows the MDRB support response from MMES to VAL Server. 

Table 7.x.3-2: MDRB support response
	Information element
	Status
	Description

	MDRB identifier
	M
	Identifier of the MDRB for which support is provided

	List of capabilities provided
	M
	List of MMEL capabilities available for support of the MDRB

	[bookmark: _Hlk163313167]Shareable MDRB information
	O
	MDRB information, which is shareable with the application domain.

	MRDB common exposure policy`
	O
	Policy for exposure of MRDB information, determined based on the rules in MMEL service request,  local or underlying network policies, etc. Individual exposure rules and policies can be additionally applied by 5GS. The policy may include location, temporal, etc. conditions.

	NOTE: The shareable MDRB information provides applications with access to Core Network functionality currently under development, as well as to Service Layer metadata enabling the identification and coordination of these services. 




7.x.4	Solution evaluation
This solution addresses KI# 3 by providing a generic framework for Avatar support as a type of digital asset. 
Editor's note:	It is FFS whether generic support for digital assets (MDRB-based solution) is necessary to enable Avatar support. 


*** End of Changes ***
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