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* * * First Change * * * *
[bookmark: _Toc133484113][bookmark: _Toc155261750]9.5.2.1	Data storage creation 
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions.
2.	The SEALDD client has discovered and selected the SEALDD server as specified in clause 9.4.3.


Figure 9.5.2.1-1: Storage service creation
1.	The VAL client/server determines to use SEALDD storage service, which could store/host data on behalf of the VAL client/server. The consumer (e.g. SEALDD client, VAL server) send a Sdd_DataStorage_Creation request to the SEALDD server. The request includes the data to be stored and information associated with the data, such as access control policy, expiration time of the storage, etc. The consumer may also specify in the request the management or status information of the data storage that is required (e.g., information about how often the stored data is accessed or managed).
NOTE 1:	If the VAL client determines to use SEALDD storage service, the request is first sent to the SEALDD client hosted on the same UE, and then the SEALDD client send the Sdd_DataStorage_Creation request to the SEALDD server. 
NOTE 2:	The detailed request between VAL client and SEALDD client is out of scope of this release of this specification. 
2.	The SEALDD server checks for the authorization of the storage service creation request. If the request is successfully authorized, then the SEALDD server configures the storage service based on the request and stores the data at the storage server. If status information of the stored data is requested, the SEALDD server will start to monitor the status of the stored data, such as to track the accesses to the data for the data access status.
3.	The SEALDD server sends a response to the requesting consumer (e.g. SEALDD client, VAL server). The response indicates if the request is accepted and the identifier of the stored data (if applicable). Upon receiving the response, the requesting consumer may create a record for the stored data.
NOTE 3:	If the same application data originated from VAL server is stored in multiple SEALDD servers, the identifier of the stored data allocated by different SEALDD servers may be same (e.g. using the URI with data name). The consumer (e.g. mobile VAL/SEALDD client) can retrieve the same application data from different SEALDD servers by using the same identifier of stored data, as specified in clause 9.5.2.3.
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