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1. Introduction
This pCR corrects and completes the policy driven DD connection management procedures.
2. Reason for Change
The current subscribe-notify model is not suitable for policy driven DD connection management procedure (e.g. endpoint is included in notification acknowledgement). The procedures (e.g. connection establishment) triggered by SEALDD server fit more into the request-response model.

Therefore, the correponding information flow names should be updated and API can be completed.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.433.
* * * First Change * * * *

9.2.1
General

The following clauses specify procedures, information flow and APIs for establishing an SEALDD enabled end-to-end connection between VAL client and VAL server. The end-to-end connection (also termed SEALDD flow) is uniquely identified in the SEALDD layer by the SEALDD flow ID. The specific procedures detailed in the subsequent clauses are for cases in which the SEALDD regular connection is used respectively for application signaling, application data delivery initiated by VAL server, and application data delivery initiated based on DD policy.
NOTE:
SEALDD server and VAL server may have different behaviour when establishing the connection for signalling transmission and regular data transmission. For signalling transmission, the VAL server may allocate the same address and port to send/receive the signalling traffic of all the users. For data transmission, the VAL server may allocate different addresses and ports to send/receive the data traffic of different users. And SEALDD server may need to identify the data traffic by checking the SEALDD connection establishment request since different SEALDD clients’ application data traffic should be mapped to their specific SEALDD-S connection.

Editor's Note:
How to differentiate the different use cases (shared address/port or UE specific address/port) stated in the NOTE of clause 9.2.1 is FFS and correspondingly the procedure text change is needed to use a more generic way instead of application signalling/data.

* * * Next Change * * * *

9.2.2
Procedure


* * * Next Change * * * *

9.2.2.3
SEALDD enabled regular data transmission connection establishment based on policy

The SEALDD servers has Data Delivery (DD) policy being provisioned. Before the application communication between VAL client and VAL server starts, the DD policy is enforced by the SEALDD server to establish the DD connection. 

Editor's note:
It is FFS whether the term "DD policy" is to be changed to "regulator DD policy".

Pre-conditions: 

1.
The SEALDD server has DD policies available.
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Figure 9.2.2.3-1: Policy enforced by SEALDD server for connectivity

1.
The VAL server subscribes to SEALDD event exposure for connection status.
2.
When the time for data transmission is about to start, the SEALDD server enforces the policy to trigger regular data transmission connection establishment. If spatial condition for UE is provided, the SEALDD server also ensures the UE’s location requirement is satisfied when establishing regular data transmission connection (e.g. by using NEF service for monitoring UE location or SEAL location service for UE entering area of interest). 

3.
If there is a special routing requirement for SEALDD user plane traffic (e.g. running on a specific slice and DNN), the SEALDD server interacts with 3GPP CN to provision service specific parameters with NEF as described in 3GPP TS 23.502 [6], clause 4.15.6.10 and clause 4.15.6.7.


If there are QoS requirements in the DD policy, the SEALDD server also applies QoS to ensure the quality for SEALDD traffic by utilizing NEF/PCF/NRM/EES service for QoS adjustment. Specifically, the SEALDD server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via the N5 reference point, or the northbound AF Session with QoS Service API and/or the PFD Management northbound APIs exposed by the NEF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via NEF. SEALDD may also rely upon the EES Session with QoS API as specified in 3GPP TS 23.558 [10] and/or the NRM QoS functionality as described in 3GPP TS 23.434 [4].

If the DD policy specifies failure detection report, the SEALDD server may subscribe to CN analytics (e.g. DN performance analytics) from NEF/NWDAF and further notify data delivery status of application traffic to VAL client (via SEALDD client) and VAL server based on analytics result.

4.
The SEALDD server allocates an IP address and port for sending and receiving packet over SEAL-S reference point, then SEALDD server sends regular data transmission connection establishment notification to the VAL server with VAL service ID, the IP address and port. 

5-6.
The SEALDD server allocates an IP address and port for sending and receiving packet over SEAL-Uu reference point, then SEALDD server sends regular data transmission connection establishment requst to the SEALDD client with SEALDD flow ID, VAL service ID, the IP address and port. The request is responded by the SEALDD client. UE IP address (and port) may be included by the SEALDD client in the response or sent in a separate update message by SEALDD client if a different UE IP address is to be used in DD connection user plane.

NOTE 1:
Step 4 and step 5 can be done in parallel.

NOTE 2:
Step 5 can be sent via PDU session (if exist) or via application triggering (if no PDU session exists).

7.
The SEALDD client further notifies the VAL client about the DD connection being established.

Upon receiving application traffic from VAL client (not shown in the figure), the SEALDD client sends it to SEALDD server in SEALDD traffic. The SEALDD server identifies application traffic based on the VAL service ID and further sends the application traffic to VAL server. The downlink application traffic sent from VAL server to VAL client is processed similarly.

9.2.2.4
SEALDD enabled regular data transmission connection deletion based on policy
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Figure 9.2.2.4-1: SEALDD enabled regular data transmission connection deletion

1.
SEALDD server decides to remove the connection. Such a decision may be based on decision in SEALDD server in the following cases:

a.
DD policy removal or validity time expiration;

b.
DD policy specified end time reached for SEALDD communication;

c.
UE is leaving the area of interest (if spatial condition for UE is provided in the policy).

2-3.
The SEALDD server notifies regular data transmission connection deletion to the VAL server. The VAL server removes the connection information. The application traffic is stopped on both sides.

4-5.
The SEALDD server requests regular data transmission connection deletion to the SEALDD client. The request is responded by the SEALDD client. The application traffic is stopped on both sides.

NOTE 1:
Step 2 and step 4 can be done in parallel.

NOTE 2:
Step 5 can be sent via PDU session (if exist) or via application triggering (if no PDU session exists).

6.
The SEALDD client further notifies the VAL client about the regular data transmission connection being removed. The application traffic is stopped on both sides.

7.
If a special routing requirement for SEALDD user plane traffic was provided to 3GPP CN, the SEALDD server interacts with 3GPP CN to remove service specific parameters with NEF as described in 3GPP TS 23.502 [6], clause 4.15.6.7.

8.
The SEALDD server removes the SEALDD connection (i.e. deletes the SEALDD connection context).

* * * Next Change * * * *

9.2.3
Information flows


* * * Next Change * * * *

9.2.3.3
SEALDD regular transmission connection establishment request
Table 9.2.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the regular SEALDD connection establishment.

Table 9.2.3.3-1: SEALDD regular transmission connection establishment request
	Information element
	Status
	Description

	Requestor ID
	M
	Identity of the requestor (SEALDD client or server).

	SEALDD flow ID
	M

(See NOTE)
	Identity of the SEALDD flow.

	VAL server ID
	O
	Identity of the VAL server, applicable for SEALDD client side initiated request.

	VAL service ID
	O
	Identity of the VAL service

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish SEALDD connection.

	VAL identity
	O
	The VAL user ID of the VAL user or VAL UE ID.

	SEALDD communication lifetime
	O
	Identifies the DD communication lifetime, applicable for SEALDD server side initiated request.

	NOTE:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and data transmission session.


9.2.3.4
SEALDD regular transmission connection establishment response
Table 9.2.3.4-1 describes the information flow from the SEALDD server to the SEALDD client or from the SEALDD client to the SEALDD server for responding to the regular SEALDD connection establishment.

Table 9.2.3.4-1: SEALDD regular transmission connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of establishing the SEALDD connection.

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD server side (for client side initiated request) or the SEALDD client side (for server side initiated request) used to establish SEALDD connection.

	Pending timer
	O

(See NOTE)
	The pending timer to trigger the re-connection from SEALDD client when bandwidth limit check is failed.

	Suggested traffic transmission bandwidth
	O

(See NOTE)
	The suggested traffic transmission bandwidth used by SEALDD client or SEALDD server to perform bandwidth control for VAL users, including UL/DL.

	NOTE:
These IEs are used for the SEALDD enabled bandwidth control for different VAL users, applicable for client side initiated request.





	
	
	

	
	
	

	
	
	

	
	

	

	
	

	

	
	

	

	
	
	

	






	
	
	

	
	
	

	
	

	

	
	

	

	



9.2.3.5
SEALDD regular data transmission connection release request
Table 9.2.3.5-1 describes the information flow from the SEALDD server to the SEALDD client for requesting the SEALDD connection release.

Table 9.2.3.5-1: SEALDD regular data transmission connection release request
	Information element
	Status
	Description

	SEALDD server ID
	M
	Identity of the SEALDD server

	SEALDD flow ID
	M
	Identifies the SEALDD flow. 


9.2.3.6
SEALDD regular data transmission connection release response
Table 9.2.3.6-1 describes the information flow from the SEALDD client to the SEALDD server for responding the SEALDD connection release request.

Table 9.2.3.6-1: SEALDD regular data transmission connection release response
	Information element
	Status
	Description

	Result
	M
	Result of the operation.


9.2.3.x1
SEALDD connection status subscription request

Table 9.2.3.5-1 describes the information flow from the VAL server to SEALDD server to subscribe to SEALDD connection status information.

Table 9.2.3.x1-1: SEALDD connection status subscription request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	Event ID list
	M
	Identifies a list of events such as establishment, release.

	VAL service ID
	O
	Identity of the VAL service

	Identity
	O
(See NOTE 1)
	Identifier of VAL UE or VAL user.

	SEALDD-S Data transmission connection information
	M
(See NOTE 1)
	Address/port of the VAL server to send/receive the application packets to/from the SEALDD server.


9.2.3.x2
SEALDD connection status subscription response

Table 9.2.3.x2-1 describes the information flow from the SEALDD server to VAL server for responding SEALDD connection status subscription request.

Table 9.2.3.x2-1: SEALDD connection status subscription response
	Information element
	Status
	Description

	Result
	M
	Success or failure.


9.2.3.x3
SEALDD connection status notification
Table 9.2.3.x3-1 describes the information flow from the SEALDD server to the VAL server to notify SEALDD connection status.
Table 9.2.3.x3-1: SEALDD connection status notification
	Information element
	Status
	Description

	Event ID
	M
	Identifies event such as establishment, release

	Identity
	M
	Identifier of VAL UE or VAL user.

	SEALDD connection establishment data
	O
	Data related to SEALDD connection establishment.

	> SEALDD-S Data transmission connection information
	M
	Address/port of the SEALDD server to send/receive the application packets to/from the VAL server.

	> SEALDD communication lifetime
	O
	Identifies the DD communication lifetime.


* * * Next Change * * * *

9.2.4.1
General
Table 9.2.4.1-1 illustrates the APIs exposed by SEALDD server for regular connection establishment.

Table 9.2.4.1-1: List of SEALDD server APIs for data distribution
	API Name
	API Operations
	Operation Semantics
	Consumer(s)

	Sdd_RegularTransmission
	Request
	Request/Response
	VAL server

	Sdd_RegularTransmissionConnection _Establish
	Request
	Request/Response
	SEALDD client

	Sdd_ConnectionStatusEvent
	Subscribe
	Subscribe/Notify
	VAL server

	
	Notify
	Subscribe/Notify
	VAL server


’
9.2.4.x1
Sdd_ConnectionStatusEvent_Subscribe operation

API operation name: Subscribe
Description: The consumer requests to subscribe to SEALDD connection status event.

Inputs: See clause 9.2.3.x1.
Outputs: See clause 9.2.3.x2.
See clause 9.2.2.3 for details of usage of this operation.

9.2.4.x2
Sdd_ConnectionStatusEvent_Notify operation

API operation name: Notify
Description: The consumer is notified with SEALDD connection status.

Inputs: See clause 9.2.3.x3.
Outputs: See clause 9.2.3.x3.

See clause 9.2.2.3 and clause 9.2.2.4 for details of usage of this operation.

* * * End of Changes * * * *
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