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1. Introduction
This contribution proposes a new key issue on the relation of the ADAE layer with SEAL.
2. Reason for Change
SEAL is the service enabler architecture layer common to all vertical applications over 3GPP systems. It provides the functions like location management, group management, configuration management, identity management, key management, network resource management and network slice capability management as defined in 3GPP TS 23.434 [x].

The use of analytics enablement at the application enablement layer can provide statistics and predictions on the application service performance which could be useful for SEAL services. As example, a predicted application QoS metric degradation (e.g. latency, loss rate) for a given area and time can be used as input to optimize the SEAL service operation (e.g. pro-actively adapt grouping).

On the other hand, the application data analytics enablement layer can be benefited from receiving data from SEAL services (e.g. location reportings, group formations, provisioning parameters, slice monitoring) which can be used as inputs for deriving analytics. 

Finally, in some deployment scenarios, the SEAL and ADAE layer may be co-located at the same platform or can be located in different edge/cloud platforms operated by different stakeholders (e.g., MNO, ECSP, vertical). Different deployments and business models will have some impact on the relation between ADAE and SEAL (e.g. what data can be collected and exposed).
Hence, this key issue will study:

· the applicability of the usage of SEAL services for application data analytics enablement services considering different deployment and business models?

· whether any enhancements are required at the SEAL services for exposing data to the application data analytics enablement layer?

· whether and how application data analytics at the application data analytics enablement layer can be used to optimize SEAL service operation?

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-36 v0.0.0.
* * * First Change * * * *

4.x
Key issue #x: Key Issue on interactions with SEAL 

SEAL is the service enabler architecture layer common to all vertical applications over 3GPP systems. It provides the functions like location management, group management, configuration management, identity management, key management, network resource management and network slice capability management as defined in 3GPP TS 23.434 [x].
This key issue will study:

· the applicability of the usage of SEAL services for application data analytics enablement services considering different deployment and business models

· whether any enhancements are required at the SEAL services for exposing data to the application data analytics enablement layer?

· whether and how application data analytics at the application data analytics enablement layer can be used to optimize SEAL service operation?

* * * End of Change * * * *
