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* * * First Change * * * *
[bookmark: _Toc50584439][bookmark: _Toc50584783][bookmark: _Toc57673691][bookmark: _Toc91843401][bookmark: _Toc83408904][bookmark: _Toc57673689][bookmark: _Toc83408942][bookmark: _Toc19034229][bookmark: _Toc19036419][bookmark: _Toc19037417][bookmark: _Toc25612677][bookmark: _Toc25613380][bookmark: _Toc25613644][bookmark: _Toc27647601][bookmark: _Toc42004047][bookmark: _Toc50584399][bookmark: _Toc50584743][bookmark: _Toc57673651][bookmark: _Toc91843356]8.6.5.1	General
EES exposes UE Identifier API to the EAS in order to provide an identifier uniquely identifying a UE. This API is used by an EAS to obtain the identifier of the UE if the EAS does not have it. This identifier, called Edge UE ID, is used by the EAS to invoke capability APIs specific to UEs over EDGE-3.  
[bookmark: _Toc14352796][bookmark: _Toc19026825][bookmark: _Toc19034230][bookmark: _Toc19036420][bookmark: _Toc19037418][bookmark: _Toc25612678][bookmark: _Toc25613381][bookmark: _Toc25613645][bookmark: _Toc27647602][bookmark: _Toc42004048][bookmark: _Toc50584400][bookmark: _Toc50584744][bookmark: _Toc57673652][bookmark: _Toc91843357]* * * Next Change * * * *
8.6.5.2	Procedure
Figure 8.6.5.2-1 illustrates the interactions between the EES and the EAS. 
Pre-conditions:
1.	The EAS is authorized to discover and to use UE Identifier API provided by the EES.


Figure 8.6.5.2-1: UE Identifier API
1.	The EAS invokes UE Identifier API exposed by the EES
2.	The EES uses the received user information in the step 1 (e.g. IP address) and obtains the UE identifier.
Editor's note:	How the EES determines the Edge UE ID is FFS. This may be based on for e.g. pre-configurations, an interaction with the 3GPP core network, or the EEC.
3.	The EES provides the obtained UE identifier as Edge UE ID to the EAS. The Edge UE ID is specific to the given EAS and may be assigned by the EES or the 3GPP Network.
Editor's note:	[SA3] Whether and how user's consent is obtained to share the UE identifier with a particular EAS is SA3's responsibility.
4.	The EAS uses the Edge UE ID received in step 3 to invoke capability exposure API(s) provided by the EES over EDGE-3.
The EES can provide an updated Edge UE ID to the EAS if the Edge UE ID has changed due to privacy reason (e.g., change of GPSI).
The EES can also invalidate an Edge UE ID, previously provided to an EAS, if there is no need to support the Edge UE ID for capability exposure API(s) anymore.
* * * Next Change * * * *
8.6.5.3.2	UE Identifier API request
Table 8.6.5.3.2-1: UE Identifier API request
	Information element
	Status
	Description

	User information
	M
	Information about the User or UE available inwith the EAS, for e.g. ACR (Anonymous Customer Reference as specified in OMA-TS-REST_NetAPI_ACR [16]) or the IP address etc.

	Security Credentials
	M
	Security credentials of the EAS.



[bookmark: _Toc42004051][bookmark: _Toc50584403][bookmark: _Toc50584747][bookmark: _Toc57673655][bookmark: _Toc91843361]* * * Next Change * * * *
8.6.5.3.3	UE Identifier API response
Table 8.6.5.3.3-2: UE Identifier API response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the UE identifier request was successful.

	> Edge UE ID
	M
	Identifier uniquely identifying the UE.

	Failure response
	O
	Indicates that the UE identifier request failed.

	> Cause
	O
	Indicates the cause of UE identifier request failure



* * * End of Changes * * * *
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