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1. Overall Description:

SA6 has endorsed a study item (as per S6-210655) pertaining Network Slice Capability Exposure for Application Layer Enablement.
SA2 has defined the northbound APIs of NEF which already include some slice related exposure abilities at UE/session level. SA5 has already defined support of the exposure capability of MnS related to slices. Besides these existing initiatives, there exists gaps between management of network slices and their utilization by the vertical applications. Specifically to support end-to-end network services, application layer and network layer needs to coordinate (e.g. related modification of resource or policies)




Through this LS we would like to seek the views of SA5 as regards the exposure of slicing management aspects to SEAL (Service Enabler Architecture Layer for Verticals - TS 23.434) as a means to address requirements from third party applications. We would also like to request SA5 views about interactions with ongoing work in SA5, in particular:
. 
· TS 28.857 which describes how an operator, as NPN service (built on network slice as a service) provider, expose management capability (through APIs) to a 3rd party NPN customers based on  business objectives of the customer
· FS_MNSAC which investigates how 3GPP management system control the access/exposure of management capability to internal or external consumers. 
Some SA6 members highlighted the need to coordinate with SA5 to avoid overlapping specifications and ensure complementary approaches. 
2. Actions:

To SA5 group.

ACTION: 
SA6 kindly asks SA5 to provide views about a possible role for SEAL (TS 23.434) in exposure of network slicing to third party applications in relation existing work in SA5 on slicing management and the SID proposal S6-210655. 
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