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1. Introduction
The contribution is introduced to Restructure the IE of EAS discovery subscription request with event ID.
2. Reason for Change
The contribution is introduced to solve the EN:

Editor's note:
Restructuring the IEs with relevant Event ID description as well as whether the EAS discovery notification filters can be merged into the EAS discovery filters and EAS dynamic information filters is FFS. 

In SA6 #42 e-meeting, it is consensus that adding event ID to differentiate the notification for EAS discovery or EAS dynamic information is necessay. So this contribition provides event ID for restructuring the IE of EAS discovery subscription request.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v2.0.0.
* * * First Change * * * *

8.5.2.3.2
Subscribe

Figure 8.5.2.3.2-1 illustrates the EAS discovery subscription procedure between the EEC and the EES. This subscription enables EES to inform EEC of various EAS discovery related events of interest to EEC (e.g. EAS discovery notification and EAS dynamic information).

Pre-conditions:

1.
The EEC has received information (e.g. URI, IP address) related to the EES;

2.
The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.10; and

3.
The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:
Details of ECSP's policy are out of scope.
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Figure 8.5.2.3.2-1: EAS discovery subscription

1.
The EEC sends an EAS discovery subscription request to the EES. The EAS discovery subscription request includes the EECID along with the security credentials, Event ID, and may include EAS discovery filters and EAS dynamic information filters to subscribe to information about particular EAS(s) or a category of EASs (e.g. gaming applications) or dynamic information about EAS(s). 

2.
Upon receiving the request from the EEC, the EES checks if the EEC is authorized to subscribe for information of the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.3. If the request is authorized, the EES creates and stores the subscription for EAS discovery.
3.
If the processing of the request was successful, the EES sends an EAS discovery subscription response to the EEC, which includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the EEC shall send an EAS discovery subscription update request prior to the expiration time. If an EAS discovery subscription update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly unsubscribed.

If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the EAS discovery request and respond with an appropriate failure cause.

NOTE 2:
If the EAS discovery subscription request fails, the EEC can resend the EAS discovery subscription request again, taking into account the received failure cause.

* * * Next Change * * * *
8.5.3.4
EAS discovery subscription request

Table 8.5.3.4-1 describes the information elements for EAS discovery subscription request from the EEC to the EES. 

Table 8.5.3.4-1: EAS discovery subscription request

	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	
	
	



	EAS discovery filters
	O
	Set of characteristics to determine matching EASs (as detailed in Table 8.5.3.2-2). 


	EAS dynamic information filters
	O
	List of dynamic information changes (as detailed in Table 8.5.3.4-3) about EAS, the EEC is interested in.


	Event ID
	M
	

Event ID:

- EAS discovery
- EAS availability change
- EAS dynamic information change

	Proposed expiration time
	O
	Proposed expiration time for the subscription



	
	
	

	
	
	

	
	
	

	
	
	

	



Table 8.5.3.4-3: EAS dynamic information filters

	Information element
	Status
	Description

	List of dynamic information filters 
	M
	List of EAS dynamic information required by the EEC per EAS.

	> EASID
	M
	Identifier of the EAS

	> ACIDs
	O
	Flag to notify change in list of ACIDs served by the EAS

	> EAS Description
	O
	Flag to notify change in description of the EAS.

	> EAS Endpoint
	O
	Flag to notify change in EAS endpoint

	> EAS Features
	O
	Flag to notify any change in features provided by the EAS

	> EAS Schedule
	O
	Flag to notify change in availability schedule of the EAS (e.g. time windows)

	> EAS Service Area
	O
	Flag to notify change in change in geographical service area that the EAS serves

	> EAS Service KPIs
	O
	Flag to notify change in characteristics of the EAS.

	> EAS Status
	O
	Flag to notify change in the status of the EAS (e.g. enabled, disabled, etc.) 

	> Service continuity support
	O
	Flag to notify change in EAS support for service continuity.


* * * End of Change * * * *
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