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1. Introduction
This contribution provides solution for FFAPP in edge deployment.
2. Reason for Change
The existing solution #5 and #6 put FF enabler (client & server) as EAS in the context of EDGEAPP architecture. It is still unclear how the FF specific application (client & server) can utilize the EDGEAPP service.
Rev1:

Updated to remove description related to sol#4.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745.
* * * First Change * * * *
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7.X
Solution #XX (merging Sol#5, #6): Edge computing for FFAPP

7.X.1
Solution description

This solution corresponds to the key issue #9 - communication service on the Edge deployments and merges sol#5 and sol#6 with a complete analysis. 
The EDGEAPP architecture is specified in 3GPP TS 23.558 [10]. The EDGE-5 reference point details are not specified in Rel-17.
Figure 7.x.1-1 illustrates the edge deployment example for the FFAPP. For simplicity, the reference points between enabler server and 5GS are omitted, and the reference points for inter-enabler server communication in the same enabler layer are also omitted. At UE side, FF Application Specific client(s) and FAE client interact with the Edge Enabler Client (EEC) via EDGE-5 reference point. In an Edge Data Network (EDN), the Edge Application Server (EAS), e.g. FF Application Specific Server and FF Application Enabler server, interacts with the Edge Enabler Server (EES) via EDGE-3 reference point, for instance, to register its profile into the EES. The EEC interacts with the Edge Configuration Server (ECS) via EDGE-4 reference point, for instance, to discover candidate EES(s). The EEC interacts with the EES via EDGE-1 reference point, for instance, to discover candidate EAS(s) (e.g. FF Application Specific Server and FF Application Enabler Server) and provide the discovered EAS(s) to the Application Client (e.g. FF Application Specific client and FF Application Enabler client).
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Figure 7.x.1-1: FFAPP in EDGE deployment

In an EDN, there could be several EES(s) provided by the same or different ECSP. The FFAS sever(s) and FAE server shall be able to discover and register into an appropriate EES. If CAPIF is used, this can be done by utilizing the AEF serving area and/or the AEF location as described in 3GPP TS 23.222 [16]; otherwise, local configuration of the EES endpoint may be used. 


For SEAL, most management entities have no association between the VAL server and the SEAL servers due to loosely administrative procedure specified in 3GPP. But for SEAL Identity Management (IM) function, before the SEAL IM client is granted with any token from the SEAL IM server, the SEAL IM client needs to register in the SEAL IM server as described in 3GPP TS 33.434 [TS33434]. If there is any interaction between the VAL server and SEAL IM server for token validation purpose (see IETF RFC 6749 [rfc6749]), the EAS discovery needs to take into consideration for the association between the VAL server (e.g. FAE server) and the SEAL IM server.
In order to enable the selection of a VAL server (e.g. FFAS server or FAE server) and its associated SEAL IM server, in an edge deployment, the VAL server and the SEAL IM server need to exchange its application server information. After both sides stored the associated application server information, the VAL server and SEAL IM server register in the EES via EDGE-3 reference point. And consequently, the EEC, based on the interaction with SEAL IM client and/or VAL client (e.g. FFAS client or FAE client) over EDGE-5 reference point, can discover a list of candidate SEAL IM server(s) including its associated VAL server(s) and a list of candidate VAL server(s) including its associated SEAL IM server(s). 
In the UE, there are several ways to achieve the selection of associated EAS servers, below list describes two alternatives for information purpose since both SEAL-C and EDGE-5 are not detailed within Rel-17 timeline:

a.
The VAL client discovers the VAL server(s) and the SEAL IM client discovers the SEAL IM server(s) separately via EDGE-5 reference point. The final selection of the VAL server and the SEAL IM server relies on the coordination between the VAL client and SEAL IM client via SEAL-C reference point.

b.
The VAL client can also delegate the discovery of VAL server to the SEAL IM client via SEAL-C reference point, and then the SEAL IM client triggers the discovery (possibly with the request to discover SEAL IM server together) and further selects the VAL server matching the selected SEAL IM server from the discovered result.
According to 3GPP TS 23.558 [10], the EEC may narrow down the number of discovered application server(s) when providing the discovery result to the application client. If such function in the EEC is used (e.g. being delegated by the application client), the EEC shall not narrow down the number of discovered application servers solely based on a single application which has associated EAS information.

Table 7.x.1-1 shows the impact in the EAS profile which includes a list of associated EAS information (in bold and italic). For instance, in the profile of VAL server, the SEAL IM server is provided as parent EAS. In the profile of SEAL IM server, one or more VAL servers are provided as child EAS.
Table 7.x.1-1: Edge Application Server Profile

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to Application Clients so that application clients can establish contact with the EAS.

	…
	…
	…

	A list of associated EAS information
	O
	A list of associated EAS(s) including EAS application ID, its endpoint information and the relationship (parent, child or sibling).


Note that the other EDGE-3 exposure services are not re-exposed by the FAE server or SEAL servers to the FFAS server, for instance, the FFAS server directly consumes location or QoS API provided by the EES.
7.X.2
Solution evaluation
This solution addresses KI#9 for "How to support FFAPP communications over Edge deployments" and provides a deployment option for the FF application in the EDGE application architecture.

In such deployment, if the SEAL IM function is used and there is a relationship between the VAL server and SEAL IM server with respect to the token validation process, the associated EAS information needs to be provided during EAS registration procedure and the UE needs to select the suitable application servers with joint consideration in the associated application server.
In general, this solution can be applied for applications other than FFAPP. Within edge deployment as described in 3GPP TS 23.558 [10], if the application enabler client in the UE and application specific server need to communicate with the same application enabler server, the selection of the application specific server and enabler server needs to have a consolidated view for the associated application servers
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