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1. Introduction
This contribution allows EEC to supply UE ID.
2. Reason for Change
Currently, all EDGE-1 & 4 interactions (e.g. EEC registration, EAS discovery, ACR determination) need EEC to supply a static UE ID (either mandatory or optional).

It is mentioned in service provisioning clause that “The UE Identifier is either preconfigured or resulted from a successful authorization;” 
In most cases, the UE id is not pre-configured in the application as it is an information which varies per UE. The static UE ID may be in the form of GPSI. In case of MSISDN, this can be retrieved from USIM but end user may not authorize such information to be exposed to the Application. According to SA3 LS reply S3-203360, the AF specific external ID is of no privacy concern. Additionally, the AC within the UE may not be a trustworthy source for identifiers, thus a network provided identifier is preferred.
Then how to supply a static UE ID (external id) to the ECS/EES from the EEC is a problem. There are several alternatives:

a. UE requests such external ID from the core network and the core network then deliver it to the UE via the PCO field in the NAS message;
b. EEC requests such information from the ECS/EES, which in turn requests it from the 3GPP core network;
c. EEC supplies UE IP address directly to the ECS/EES, and ECS/EES requests 3GPP core network to translate it to a static UE ID.
Alt. a requires SA2 support and industry support in OS, app and UE modem which could be viable but is more complicated than alt. b and c which utilize the new capability according to SA2 LS reply S2-2009339.
For alt. b, it utilizes the existing UE ID capability exposed by the EES (i.e. Eees_UEIdentifier API) and can be used by the EEC to retrieve UE ID once for all EDGE-1 interactions.

For alt. c, it can be used directly for the EDGE-4 interaction (i.e. service provisioning) to avoid additional UE ID capability exposed by the ECS. If there are more EDGE-4 interactions in the future requiring UE ID, the Eecs_UEIdentifier API can be considered.

It is proposed to choose alt. b for EDGE-1 interaction and alt. c for EDGE-4 interaction.

Note that in S2-2009339, using NAT over N6 is not specified in Rel-17, even though it is possible for the ECS to derive the UE IP address from the incoming packet in the user plane, such IP address may be NATed so that the EEC provided UE IP address is the one allocated by the 3GPP core network which can be retrieved from the UE modem.
Discussion during 41e shows the first issue to solve is whether such UE ID used in E1 & E4 interactions is already part of the “security credentials” as a result of successful authorization. EN is added instead.
3. Proposal

It is proposed to agree the following changes in TS 23.558.
* * * First Change * * * *

8.3.3.1
Service provisioning request

Table 8.3.3.1-1 describes the information elements for service provisioning request from the Edge Enabler Client to the Edge Configuration Server. 

Table 8.3.3.1-1: Service provisioning request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described as clause 7.3.2. 


Editor's Note: Whether the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is FFS.
* * * End of Changes * * * *
