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1. Introduction
The contribution introduces modifications on procedures of EES exposing UE location to EAS.
2. Reason for Change
According to TS 23.558 clause 8.6.2, EAS may include location accuracy in UE location request to indicate the location accuracy it requires. However, the EAS may not know the LCS capabilities of the 5GC, which brings below problems in this mechanism.
· 5GC may not have the capability to satisfy the accuracy required by the EAS, which leads to returning a false message to the EES. There is no mechanism for EES to return false in UE location response message.
· EAS may not require a certain UE location accuracy. As specified in TS 23.273, the consumer may require a “Best Effort Class” LCS QoS to obtain a UE location accuracy met with LCS client capability. However, no such option is provided by EES in UE location exposing to EAS.
This contribution introduce modifications to solve the problems mentioned above.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.
* * * First Change * * * *

8.6.2.2.2
Request-response model

Figure 8.6.2.2.2-1 illustrates the interactions between the Edge Enabler Server and the Edge Application Server for one-time location report. 
Pre-conditions:

1.
The Edge Application Server is authorized to discover and to use UE location API provided by the Edge Enabler Server.

2.
The Edge Enabler Server is authorized to use Nnef Event Exposure API for UE location, based on service level agreement with MNO.

3.
UE Identifier between Edge Application Server and the Edge Enabler Server is authorized for the UE location API (e.g. appropriate access token is received by EAS based on user's consent).
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Figure 8.6.2.2.2-1: UE location API request-response model

1.
The Edge Application Server sends UE location request to the Edge Enabler Server. The UE location request shall include the UE Identifier. It may also include location granularity to indicate requested format of the location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.), which can be understood by the Edge Application Server and location QoS, whose value can be “Best Effort” or “Assured” to indicate the requirement of location accuracy is explicit or implicit. If location QoS is “Assured”, then location accuracy to indicate the requested accuracy of the location information should also be included in the request.

NOTE 1:
The trigger condition of the UE location API is up to application service logic, which is out of scope of this specification.

2.
The Edge Enabler Server checks the UE location:

a.
If the UE location request from the Edge Application Server includes the location granularity, the Edge Enabler Server considers the location granularity parameter for checking the location of the UE. 

b.
If the Edge Enabler Server has a valid locally cached location of the UE, the Edge Enabler Server may use this cached UE location to respond to the Edge Application Server. Otherwise, the Edge Enabler Server utilizes the capabilities of the 3GPP core network as specified in clause 8.9.3.

c.
The Edge Enabler Server may modify the format of the UE location to fit to the location granularity requested from the Edge Application Server in the step 1, if supported. For example, if the Edge Enabler Server receives the UE location in a format of tracking area ID or cell ID, the Edge Enabler Server can modify the representation of the location information to the GPS Coordinates, or civic addresses (e.g. streets, districts, etc.) as requested by the Edge Application Server. 
NOTE 2:
Format modification mechanism of the UE location to fit the location granularity is outside the scope of this specification. Step 2.c. can be performed if the EES is deployed by the PLMN operator.
3.
If success, the Edge Enabler Server responds to the Edge Application Server with the location of the UE, and optionally the timestamp of the location. If UE location requirement to 5GC is failed for some reason, e.g. the LCS of 5GC is failed or not able to meet the location accuracy, the EES returns a failure response and an appropriate failure cause.
* * * Next Change * * * *
8.6.2.3.1
UE location request

Table 8.6.2.3.1-1: UE location request
	Information element
	Status
	Description

	UE ID
	M
	Identifies the UE for which location will be reported (e.g. GPSI, or an access token which not only identifies the UE, but also provides the end user's consent for reporting UE's location to a given EAS)

	Security credentials
	M
	Security credentials of the EAS

	Location granularity
	O
	indicates format of location e.g. GPS Coordinates, Cell ID, Tracking Area ID, or civic addresses (e.g. streets, districts, etc.) that can be understood by the Edge Application Server

	Location QoS
	O
	Indicate the location quality of service as described in clause 4.1b of TS 23.273.

	
	
	

	
	
	

	


8.6.2.3.2
UE location response

Table 8.6.2.3.2-1: UE location response

	Information element
	Status
	Description

	UE location
	O  
	Location of the UE 

	Timestamp
	O
	Indicates the age of the UE's location information

	Location accuracy
	O
	Indicates accuracy of the location information

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of request failure.

	NOTE: Either UE location or failure response shall be included 


* * * End of Change * * * *
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