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1. Introduction
All the UEs in MSGin5G service will be assigned a routable public ID to communicate to each other. The identity is defined in 6.8 Solution 8. This public routable ID for a UE, i.e. UE service identity, is defined in 6.8.2 as MSGin5G service ID.
The main purpose of endpoints (such as a UE) registers with teh MSGin5G server is to inform the server that it is online and ready for the service. In 3GPP IMS, this registration is implicited in the IMS registration as a third party registration together with other IMS based services, no separate UE registration for a particular IMS service is needed.

All MSGin5G messages are routed throught MSGin5G server to its destination and the MSGin5G server learns if a UE is available (online) through the UE registration procedure. When a UE is online and would like to receive the MSGin5G service, it performs the UE registration with its home serving MSGin5G server to declare it is ready to receive the MSGin5G service.
2. Reason for Change
There are several issues in the current registration solution in 6.2, mainly:
1. The UE’s application layer ID, the MSGin5G service ID, cannot be dynamically assigned at the registration time. In fact it has to been permanently assigned to the UE and publically known by the eco-system so that a message can be addressed to the UE as well as to be configured in a group for group communication. The registration process with the MSGin5G server is mainly to inform the server that the UE is online and available to receive MSGin5G messaging service; similar to any other application services in 3GPP. In 3GPP most of the application registration is part of the overall system registration when a UE attached to the ssytem, no need for a separate registration.

2. There is no need for the profile inforamtion in Table 6.2.1.2-1 to communicate to the MSGin5G server. They provide no values to the MSGin5G server in the application layer when routing the messages to the destination; more specifically:

a. The “MSGin5G Client Ports” maybe needed for certain type of transport protocol to deliver a message but not in application layer. The MSGin5G service ID is used by the MSGin5G server to deliver a message to the UE and if further delivery inside the UE is needed, we do have the Application client ID to send the message content to the correct application.
b. For the “MSGin5G Client ID”, I believe this is the legacy before we have solution 8 on identity and it should be the MSGin5G service ID. This needs to be “mandatory” to register with the MSGin5G server as the main purpose of the registration with the MSGin6G server; it cannot be assigned dynamically in every registration process. 

c. For “MSGin5G Client Capabilities”; not sure what this is for in the application layer. All the connected UEs will be able to receive  the MSGin5G messages (directly or thru a Message Gateway). The MSGin5G server doesn’t care if a UE can send a MSGin5G message or not; it just routes the message to its destination when comes in.

d. For “MSGin5G Client Availability”, with the successful registration the MSGin5G server knows that the UE is online and ready for the service and it can deliver the message to the UE. It the UE is not registered the MSGin5G server knows that the UE is not available and either perform the store and forward procedure or reject the message.

3. We also need to cover the non-MSGin5G UE registration.
3. Conclusions

This pCR provides proposed solution to the reasons for change above and also correction some typos.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 V1.1.0
* * * First Change * * * *

4.3.3
Scenario 2.2: Message from Application Server to UE

This scenario describes the case where Application Server communicates with UEs using the MSGin5G service. The UEs can be MSGin5G UE type, Legacy 3GPP UE type, Non-3GPP UE type or a combination of them.
The Application Server is connected directly to the MSGin5G application layer.

MSGin5G UE is connected to the 5G access network and receives messages via the MSGin5G service.

Legacy 3GPP UE is connected to the 5G access network and receives messages via Legacy 3GPP Message Gateway.

Non-3GPP UE receives its non-3GPP messages via the Non-3GPP Message Gateway.

The scenario is illustrated in figure 4.3.3-1, UE1 is a MSGin5G UE, UE2 is a Legacy 3GPP UE, UE3 is a non-3GPP UE.

NOTE:
The Non-3GPP Message Gateway facilitates the translation between the MSGin5G Service and non-3GPP message service. The Legacy 3GPP Message Gateway facilitates the translation between the MSGin5G Service and legacy 3GPP message service.
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Figure 4.3.3-1: Message from Application Server to UEs

The scenario consists of the following aspects:

-
The Application Server is authorized to use the MSGin5G application layer.

-
If a message is originated by an authorized Application Server and should terminate at MSGin5G UE, then MSGin5G application layer delivers the message to the UE. The UE may send the delivery status to the Application Server.

If a message is originated by an authorized Application Server and should terminate at Legacy 3GPP UE, MSGin5G application layer delivers the message to the Legacy 3GPP Message Gateway, and then the Legacy 3GPP Message Gateway converts the message format and delivers the message to the UE. The UE may send the delivery status to the Application Server.
-
The Non-3GPP Message Gateway records the mapping between the identity in MSGin5G service and the identity in non-3GPP message service for Non-3GPP UE.

-
If a message is originated by an authorized Application Server and should terminate at Non-3GPP UE then the MSGin5G application layer identifies the Non-3GPP UE and forwards the MSGin5G message to Non-3GPP Message Gateway. The Non-3GPP Message Gateway converts the message format and delivers the message to the Non-3GPP UE. The Non-3GPP UE may send the delivery status to the Application Server.
* * * Next Change * * * *

6.8.X
Message Gateway service identity (GW service ID)

The Message Gateway in the MSGin5G service is assigned with an application layer identifier, i.e. GW service ID. The GW service ID is a unique identifier within the MSGin5G service that represents a specific Message Gateway. The Message Gateway uses the GW service ID to perform mutual authentication with the MSGin5G server for establishing a secured service connection. 

The GW service ID is a URI that is used to identify the Message Gateway’s home service domain.

6.8.Y
Solution Evaluation

This solution proposes to assign a unique application layer identifier within the MSGin5G service to each of the service endpoints (such as Appliaction server, Message Gateway and all types of UEs etc.) and assign it permanently to the service endpoint. This application layer identifier will be used to identify the service endpoint for message delivery. With the flexibile structure of the application layer identifier, it can be used by the MSGin5G server to correctly route a message either directly to a UE or to a Message Gateway where interworking function will be provided to deliver the payload of a MSGin5G message with the apporpriate message delivery mechanism, 
* * * Next Change * * * *
6.X UE Registration

6.X.1 MSGin5G UE Registration

NOTE:
If the service is part of the IMS service, no separate UE registration is needed as it will be part of the UE IMS registration for all IMS services.
A UE registers with its home MSGin5G server to inform the server that it is online and available to receive the MSGin5G service.

The figure in 6.X.1-1 illustrates the signaling flow on how a MSGin5G UE registers with the MSGin5G server through its MSGin5G client.

Pre-conditions:

1. The UE has connected to the serving network successfully.

2. A MSGin5G service ID has been provisioned on the UE.

3. The MSGin5G server address has been provisioned on the UE.
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Figure 6.X.1-1: MSGin5G UE registration

1. The MSGin5G UE is ready for the MSGin5G service and sends Registration request to the MSGin5G server. The information in table 6.X.1-1 is included in the request.

Table 6.X.1-1: Registration request
	Information element
	Status
	Description

	MSGin5G service ID
	M
	MSGin5G service identifier assigned to the requesting MSGin5G UE.


2. The MSGin5G server processes the registration request.
3. NOTE:
It is the responsibility to define any needed authentication and authorization procedures.
4. The MSGin5G server returns the result of the registration in Registration response with the information in table 6.X.1-2.

5. Table 6.X.1-2: Registration response
	Information element
	Status
	Description

	MSGin5G service ID
	M
	MSGin5G service identifier assigned to the requesting MSGin5G UE.

	Registration result
	M
	Indication if the registration is success or failure


6.X.2 MSGin5G UE De-Registration

When a UE de-registers with its home serving MSGin5G server to inform the server that it no longer wants to receive the MSGin5G service.

The figure in 6.X.2-1 illustrates the signaling flow on how a MSGin5G UE de-registers with the MSGin5G server through its MSGin5G client.

Pre-conditions:

1. The UE has connected to the serving network successfully.

2. The MSGin5G UE has successfully registered with the MSGin5G server.
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Figure 6.X.2-1: MSGin5G UE de-registration

1. The MSGin5G UE no longer wants to receive the MSGin5G service and sends De-registration request to the MSGin5G server. The information in table 6.X.2-1 is included in the request.

Table 6.X.2-1: De-registration request
	Information element
	Status
	Description

	MSGin5G service ID
	M
	MSGin5G service identifier assigned to the MSGin5G UE.


2. The MSGin5G server process the de-registration request.

3. The MSGin5G server returns the result of the de-registration in De-registration response with the information in table 6.X.2-2.

4. Table 6.X.2-2: De-registration response
	Information element
	Status
	Description

	MSGin5G service ID
	M
	MSGin5G service identifier assigned to the MSGin5G UE.

	Registration result
	M
	Indicates if the registration is success or failure


6.X.3 non-MSGin5G UE Registration
A non-MSGin5G UE (such as a legacy 3GPP UE or a non-3GPP UE) connects to its home serving MSGin5G server through a Message Gateway. The Message Gateway will be informed when the non-MSGin5G UE is registered to receive messaging service through its existing registration service. Once the Message Gateway learns that the non-MSGin5G UE has registered to receive its message delivery service it will perform the UE registration with the MSGin5G server on behalf of the non-MSGin5G UE using its assigned MSGin5G service ID.
The figure in 6.X.3-1 illustrates the signaling flow on how a non-MSGin5G UE registers with its home serving MSGin5G server through its serving Message Gateway.

Pre-conditions:

1. A MSGin5G service ID has been provisioned for the non-MSGin5G UE on the Message Gateway.

2. The non MSGin5G UE has successfully performed the registration with its message delivery service.

3. The home serving MSGin5G server address of the non-MSGin5G UE has been provisioned on the Message Gateway.
4. A secured connection has been established between the Message Gateway and the MSGin5G server.


[image: image4.emf]Message Gateway MSGin5G Server

 

2. Registration request

4. Registration response

 

3. Process registration

1. Non-MSGin5G UE 

registration


Figure 6.X.3-1: non-MSGin5G UE registration

1. The Message Gateway has been informed that the non-MSGin5G UE has registered with its message delivery service.

2. The Message Gateway sends Registration request to the MSGin5G server to register the non-MSGin5G UE with its assigned MSGin5G service ID. The information in table 6.X.1-1 are included in the request.

Table 6.X.3-1: Registration request
	Information element
	Status
	Description

	GW service ID
	M
	The Message Gateway service identifier assigned to the Message Gateway.

	MSGin5G service ID
	M
	MSGin5G service identifier assigned to the non-MSGin5G UE.


3. The MSGin5G server process the registration request.

4. The MSGin5G server returns the result of the registration in Registration response with the information in table 6.X.1-2.

5. Table 6.X.3-2: Registration response
	Information element
	Status
	Description

	GW service ID
	M
	The Message Gateway service identifier assigned to the Message Gateway.

	MSGin5G service ID
	M
	MSGin5G service identifier assigned to the non-MSGin5G UE.

	Registration result
	M
	Indication if the registration is success or failure


Editor’s Note:
It is FFS if bulk registration (i.e. register more than one MSGin5G service ID) will be supported.
6.X.4 non-MSGin5G UE De-registration
When a non-MSGin5G de-registers from its message delivery service the Message Gateway may also de-register the MSGin5G service ID associated with this UE with its home serving MSGin5G server.

The figure in 6.X.4-1 illustrates the signaling flow on how a Message Gateway de-registers with the MSGin5G server for a non-MSGin5G UE when it has de-registered with its message delivery service.

Pre-conditions:

1. A MSGin5G service ID has been provisioned with the non-MSGin5G UE on the Message Gateway.

2. The non-MSGin5G UE has successfully performed the de-registration with its message delivery service.

3. A secured connection has been established between the Message Gateway and the MSGin5G server.
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Figure 6.X.4-1: non MSGin5G UE de-registration

1. The non-MSGin5G UE has de-registered from its message delivery service and the Message Gateway is informed. 

2. The Message Gateway, on behave of the non-MSGin5G UE, sends De-registration request to the MSGin5G server. The information in table 6.X.4-1 are included in the request.

Table 6.X.4-1: De-registration request
	Information element
	Status
	Description

	GW service ID
	M
	The Message Gateway service identifier assigned to the Message Gateway.

	MSGin5G service ID
	M
	MSGin5G service identifier assigned to the non-MSGin5G UE.


3. The MSGin5G server process the de-registration request.

4. The MSGin5G server returns the result of the de-registration in De-registration response with the information in table 6.X.4-2.

5. Table 6.X.4-2: De-registration response
	Information element
	Status
	Description

	GW service ID
	M
	The Message Gateway service identifier assigned to the Message Gateway.

	MSGin5G service ID
	M
	MSGin5G service identifier assigned to the non-SGin5G UE.

	Registration result
	M
	Indication if the registration is success or failure


Editor’s Note:
It is FFS if bulk de-registration (i.e. de-register more than one MSGin5G service ID) will be supported.
* * * Next Change * * * *

8.3.4
Message Gateway 

A Message Gateway in MSGin5G application architecture provides functionality to deliver MSGin5G messages to non-MSGin5G UEs. 
A Message Gateway performs the role of interconnecting two different messaging delivery mechanisms and assure the message integrity between different message delivery mechanisms. A message delivery mechanism comprises the specific set of protocols, procedures and rules. 

Functionalities of Message Gateway:

-
Enable s seamless delivery of a MSGin5G message between different message delivery mechanisms with integrity;

-
Communicates with the MSGin5G server using either a MSGin5G client or similar functions to enable sending and receiving MSGin5G messages;

-
Delivers payload of a MSGin5G message to the non-MSGin5G UE using the specific message delivery mechanism available to that non-MSGin5G UE;
-
Performs message sender and receiver addresses conversion according to the two connected message delivery mechanisms and maintain the mapping of the address pair used for a response message delivery;

-
Performs protocols and procedures conversion between the two connected message delivery mechanisms and assure no loss of message payload and essential non message payload information such as a delivery report request; 
-  
Perform UE registration and de-registration with the MSGin5G server on behave of the non-MSGin5G UEs;

· -
Act as a service endpoint to perform message segmentation and reassembly for the non-5GMSGS UEs when needed.

There are two types of Message Gateways used to deliver MSGin5G messages to different UE types; the Legacy 3GPP Message Gateway and the non-3GPP Message Gateway 

NOTE:
Implementation of the Legacy 3GPP Message Gateway and the MSGin5G Server together is deployment option that is out of this specification.
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