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1. Introduction
This contribution considers the New Message Request that is received by the MSGin5G server. In this contribution all solutions in the TR that provide details on a New Message Request are aggregated into a single message request for the inbound message into the MSGin5G server.
Comments from the first 5GMARCH meeting prior to SA6-40e:
@Basu: I did not extract the IEs related to segmentation because this contribtion attempts to study if it is possible to aggregate all IEs to develop a single MSGin5G server inbound message (for easier implementation in stage 2 and stage 3).

@Jerry: I included step 5 so the MSGin5G server can notify the originating entity that message delivery is deferred till the recipient is available and is also used to notify errors. If memory serves me right then you suggested to not have step 5 for an acknowledgement. In  my view it is common practice in a service that needs to be reliable to signal both acks and errors. Hence, why exclude the acks already in the study phase?
2. Reason for Change
This contribution studies the possibility to develop a single message request for inbound messages into the MSGin5G server.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 v1.1.0.
* * * First Change * * * *

Annex B: Aggregated New Message Request
B.1
Description

This contribution considers the New Message Request that is received by the MSGin5G server. In this request all solutions in the TR that provide details on a New Message Request for a particular Key Issue are aggregated into a single message request for the inbound message into the MSGin5G server.
The outbound message from the MSGin5G Server is not considered in the present annex. 

Figure B.1-1 shows the procedure for a UE that initiates a message request.
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Figure B.1-1: New Message Request from UE
Figure B.1-2 shows the same procedure (from step 2 onwards), but for an Application Server that initiates a message request.
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Figure B.1-2: New Message Request from Application Server

Figure B.1-3 shows the procedure (from step 2 onwards) for a Legacy 3GPP Gateway or a non-3GPP Gateway that forwards a new message request to the MSGin5G Server.
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Figure B.1-3: New Message Request forwarding from Gateway
The following procedure applies to the above figures B.1-1, B.1-2 and B.1-3 with the exception that step 1 only applies to figure B.1-1.
1. The Application Client-1 in the UE invokes the MSGin5G Client in the UE to send payload in a new message request to a recipient or to multiple recipients. 

NOTE:
The API is out of scope of the present annex. 

2. The Message Request is sent to the MSGin5G Server and includes the IEs as listed in table B.1-1 in the request.
Table B.1-1: Message Request to MSGin5G Server

	Information element
	Status
	Description

	Originating MSGin5G service ID
	M
	The service identity of the sending MSGin5G Client or the sending Application Server.

	Recipient MSGSin5G service ID
	O
	The service identity of the receiving MSGin5G Client or the receiving Application Server.
This IE is mandatory for a point-to-point messaging, application-to-point messaging, AOMT messaging and MOAT messaging and is not present in other message scenarios.

	Recipient Group ID
	O
	The identifier of the target MSGin5G Group. 

This IE is mandatory for a Group message request and is not present in other message scenarios.

	Recipient Service Area ID
	O
	The identifier of the Service Area where the message needs to be broadcast. 
This IE is mandatory in the Broadcast Message and is not present in other message scenarios.

	Recipient Application ID
	O
	The identity of the receiving Application Client, if applicable.

This IE is required when the MSGin5G Client serves multiple Application Clients.

This content of this IE is transparent to the MSGin5G message delivery service (i.e. MSGin5G Service is unaware of the content).

	Message ID
	M
	Unique identifier of this message

	Security Credentials
	O
	Security information required by the MSGin5G Server.

	Delivery Status
	O
	Indicates if delivery acknowledgement from the recipient is requested

	Payload
	M
	Payload of the message.

This content of this IE is transparent to the MSGin5G message delivery service (i.e. MSGin5G Service is unaware of the content).

	Priority Type
	O
	Application priority level requested for this message. 

	Message is segmented
	O
	Indicates this message is part of a segmented message.

	Total number of message segments
	O
	Indicates the total number of segments for the message.

	Message segment number
	O
	The message segment number for the segmented message


Extended description of Information Elements:
· The Originating MSGin5G service ID IE is required to route the response. Based on the Message ID IE the MSGin5G Client is aware which Application Client initiated the request and where the Delivery Status response (if any) should go; hence there is no need for an Originating Application ID IE.

The recipient is identified through the:

· Recipient MSGin5G service ID IE for a point-to-point message, or the

· Recipient Group ID IE for a group message, or the

· Recipient Service Area ID IE for the broadcast message,

and the Recipient Application ID IE in case the receiving MSGin5G Client serves multiple Application Clients. 

- 
The Message ID IE identifies the request and is also used in responses and status reports.

-
The Security Credentials IE is a placeholder for SA3 security information.

-
The Delivery Status IE is a flag that indicates if the recipient needs to acknowledge reception of the payload.

-
The Payload IE is the application payload which needs to be delivered to the recipient, of which the content is out of scope.

-
The Priority Type IE is used by the MSGin5G Server.

-
The Message is segmented IE; the Total number of message segments IE and the Message segment number IE are used in segmented messages. The maximum segment size is a configured value.

3. Based on registration information (or other information) the MSGin5G Server determines if the recipients are available to receive the message or if the message needs to be stored for deferred delivery.

4. If the message needs to be stored for deferred delivery the MSGin5G Server stores the message request with the relevant delivery information.

5. The MSGin5G Server returns a response to the originating entity and includes the IEs as listed in table B.1-2 in the response.

Table B.1-2: Message Response
	Information element
	Status
	Description

	Originating MSGin5G service ID
	M
	The identity of the MSGin5G Client or the identity of the Application Server that initiated the Message Request.

	Message ID
	M
	Identifier contained in the Message Request

	Delivery Status
	O
	Indicates if delivery is a failure, or if the message is stored for deferred delivery.

	Failure Code
	O
	The code for failure reason

	Message segment number
	O
	Indicates the missing message segment.


Extended description of Information Elements:
-
The Originating MSGin5G service ID IE is copied from the Message Request as received in step 2.

-
The Message ID IE is copied from the Message Request as received in step 2.

· The Delivery Status IE is included in the response for the last message segment and indicates if delivery by the MSGin5G Server to recipient(s) is 

· 
· Failed, or

· If delivery is deferred for at least one recipient, the number of recipients for which delivery is deferred.

· The Failure Code IE identifies the type of the error.

· The Message segment number IE identifies the message segment for which delivery to the MSGin5G Server failed.

6. If the Delivery Status IE was present in the Message Request in step 2, the recipient(s) will send the delivery status to the message originator. This step is out of scope of the present procedure but is shown to distinguish between the Delivery Status IE is the Message Request in step 2 and the Delivery Status IE in the Message Response.
B.2
Evaluation
The Aggregated New Message Request allows a single request to be used for all inbound messages into the MSGin5G Server. Depending on the sending entity (only) relevant Information Elements are populated.

This Aggregated New Message Request does not include aggregation of messages with small data payload that are sent in a single message. For such aggregation Solution #17 is required. The Aggregated New Message Request can be used for the individual messages since all IEs in table 6.17.2.1-2 for the individual message data are included in the Aggregated New Message Request.
* * * End of Changes * * * *
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