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1. Introduction
The contribution introduces the AF traffic influence handling at the ECS to enable efficient EES traffic routing.
2. Reason for Change
As discussed in the previous meeting, the EAS user traffic should be influenced as soon as possible (after the target EAS is determined as agreed in S6-201697). 
However, the initial EES traffic to the EES may be still routed via the remote PSA. So in order to optimize the initial EES traffic, the ECS can also impact the EES traffic routing as early as possible. 
Also, the ECS is aware of EDN connection information where the user may be interested to access, and even the specific application identified by the EAS ID which the user is interested in via the AC profile in the service provisioning request. So it is also possible that the ECS to influenct the EAS traffic as early as possible.

So, during the procedure of Service Provisioning (clause 8.3) and Application Context Relocation (clause 8.8), the (target) Edge Enabler Server determination may be performed by the Edge Configuration Server. After (target) Edge Enabler Server selection, the Edge Configuration Server may apply AF influence traffic procedure (specified in 3GPP TS 23.502, clause 4.3.6.3) with the potential locations of applications of the DNAI(s) of the Edge Enabler Servers, which is considered to be the earliest time to send notification with information related to the EDN location to the core network during the procedures mentioned above.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 23.558 v1.1.0.
* * * First Change * * * *

8.3.2.3
Request-response model

Figure 8.3.2.3-1 illustrates service provisioning procedure based on request/response model.

Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or has discovered the address (e.g. URI) of the Edge Configuration Server. 

2.
The Edge Enabler Client has been authorized to communicate with the Edge Configuration Server. 

3.
The UE Identifier is either preconfigured or resulted from a successful authorization.

Editor's Note:
Whether the UE's subscription data may contain the endpoint information of ECS is FFS and requires SA2 and SA3 coordination.

Editor's Note:
The authorization procedure required to enable communication with the Edge Configuration Server is FFS.
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Figure 8.3.2.3-1: Service provisioning – Request/Response

1.
The Edge Enabler Client sends a service provisioning request to the Edge Configuration Server. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and Application Client profile(s) information.

2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. The Edge Configuration Server determines the Edge Enabler Servers which match the Application Client profile(s) (if provided in step 1). The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, topological service area information (for LADN), Edge Enabler Server endpoints.

Editor's Note: Whether the ECS also needs to perform the authorization check on the UE's privileges which may depend on the authentication/authorization framework is FFS.

If the Edge Enabler Server to serve the Edge Enabler Client is selected by the Edge Configuration Server, the Edge Configuration Server may apply AF traffic influence with the potential locations of applications of the DNAI(s) of the Edge Enabler Servers, as described in 3GPP TS 23.501, clause 5.6.7.1. The Edge Configuration Server provides the EDN connection information, EES ID, or EAS ID, the DNAI(s) from the EES profile of the determined EES in the AF request to influence SMF routeing decisions for traffic of PDU Session.
3.
The Edge Configuration Server responds to the Edge Enabler Client's request with a service provisioning response which includes a list of Edge Data Network configuration information, e.g. identification of the Edge Data Network, topological service area information (for LADN), and the required information (e.g. URI, IP address) for establishing a connection to the Edge Enabler Server.
* * * Next Change * * * *

8.3.2.4.3
Notify

Figure 8.3.2.4.3-1 illustrates the service provisioning notification procedure between the Edge Enabler Client and the Edge Configuration Server.

Pre-conditions:

1.
The Edge Enabler Client has subscribed with the Edge Configuration Server for the provisioning information as specified in clause 8.3.2.4.2.
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Figure 8.3.2.4.3-1: Service provisioning notification

1.
An event occurs at the Edge Configuration Server that satisfies trigger conditions for updating service provisioning of a subscribed Edge Enabler Client. If UE's location information is not available, the ECS may obtain the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.9.2. The Edge Configuration Server determines the Edge Enabler Servers based on UE's location information, which match the Application Client profile(s) (if provided in step 1). The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, Topological service area information (for LADN), Edge Enabler Server endpoints.

If the Edge Enabler Server to serve the Edge Enabler Client is selected by the Edge Configuration Server, the Edge Configuration Server may apply AF traffic influence with the potential locations of applications of the DNAI(s) of the Edge Enabler Servers, as described in 3GPP TS 23.501, clause 5.6.7.1. The Edge Configuration Server provides the EDN connection information, EES ID, or EAS ID, the DNAI(s) from the EES profile of the determined EES in the AF request to influence SMF routeing decisions for traffic of PDU Session.
2.
The Edge Configuration Server sends a provisioning notification to the Edge Enabler Client with the list of EDN configuration information determined in step 1. 

* * * Next Change * * * *

8.8.3.3
Retrieve Target Edge Enabler Server procedure

Figure 8.8.3.3-1 illustrates the procedure for the source Edge Enabler Server to retrieve the target Edge Enabler Server information from the Edge Configuration Server.

Pre-condition:

1.
The source Edge Enabler Server has been pre-configured with the address of the Edge Configuration Server; and

2.
The Application Client at the UE already has on-going application traffic with the source Edge Application Server.
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Figure 8.8.3.3-1: Retrieve target Edge Enabler Server procedure

1.
The source Edge Enabler Server sends the Retrieve Edge Enabler Server request (UE location information or UE identity, EAS ID of the source Edge Application Server, target DNAI) to the Edge Configuration Server in order to identify the target Edge Enabler Server which has an Edge Application Server available to serve the given Application Client in the UE.

2.
If the request contains the UE identity (e.g. GPSI) but the UE location is not known to the Edge Configuration Server, then the Edge Configuration Server interacts with 3GPP core network to retrieve the UE location. The Edge Configuration Server determines target Edge Enabler Server(s) as per the parameters (e.g. EAS ID, target DNAI) in the request and the UE location information.
If the Edge Enabler Server to serve the Edge Enabler Client is selected by the Edge Configuration Server, the Edge Configuration Server may apply AF traffic influence with the potential locations of applications of the DNAI(s) of the Edge Enabler Servers, as described in 3GPP TS 23.501, clause 5.6.7.1. The Edge Configuration Server provides the EDN connection information, EES ID, or EAS ID, the DNAI(s) from the EES profile of the target EES in the AF request to influence SMF routeing decisions for traffic of PDU Session.
3.
The Edge Configuration Server sends the Retrieve Edge Enabler Server response (EAS ID of the source Edge Application Server, list of target Edge Enabler Server(s) information) to the source Edge Enabler Server. The list of target Edge Enabler Server(s) information includes the endpoint for each of the target Edge Enabler Server(s), e.g. IP address determined in step 2.
* * * End of Change * * * *
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