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1. Introduction

This contribution closes the following ENs related to target EES and target EAS selection:

Editor’s Note:
How the target Edge Application Server is selected from the list of Edge Application Servers received in step 4 is for further study.

2. Reason for Change

For source EAS decided and source EES executed ACR, the source EES selects the target EES and EAS. To select the target EAS, currently, the source EES either uses the KPIs provided by the EEC for discovery of the source EAS during EAS discovery procedure or can use the EAS profile of the source EAS.

In typical distributed deployments with the EDNs also deployed in limited resource environments to achieve minimum latency, e.g. EDNs deployed along with base stations, the potential target EASs that are available may not have same resources available as was requested during EAS discovery or as described in the source EAS profile. Target selection fails in such scenarios due to lack of enough information at the EES to make an informed decision.

However, if the EES knows that the AC can adapt its edge requirements for a less efficient EAS and it knows the minimum KPIs AC can settle for during ACR, this fail can be avoided. There are multiple ways to resolve this, like confirming with the EEC in realtime if a potential target EAS is acceptable or not, or provide a list of potential target EAS to the EEC to select one or trigger EEC to perform service provisioning and EAS discovery on its own and provide an appropriate target for ACR.

An approach that avoids the real time interaction with the EEC during ACR is for the EEC to provide enough information to the EES in advance to make an informed choice.

This contribution proposes to classify the current set of KPIs in the EAS discovery request as 'Expected KPIs' and add 'minimum required KPIs' in the AC profile. The 'minimum required KPIs' denote the least performing EAS which AC can settle for to maintain its connectivity with the edge.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.1.0.

* * * First Change * * * *

8.2.2
Application Client Profile

An Application Client Profile includes information about Application Client used to determine services and service characteristics required.
Table 8.2.2-1: Application Client Profile

	Information element
	Status
	Description

	Application Client ID
	M
	Identity of the Application Client.

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X). This is an implementation specific value.

	Preferred ECSP list
	O
	When used in a service provisioning request, this IE indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 

	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Expected Application Client Geographical Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the Application Client's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	Service Continuity Support
	O
	Indicates if service continuity support is required or not for the application.

	List of EASs
	O
	List of EAS that serve the Application Client along with the service KPIs required by the Application Client

	> EAS ID
	M
	Identifier of the EAS

	> Expected Service KPIs
	O
	KPIs expected in order for Application Clients to receive currently required services from the EAS, as described in Table 8.2.3-1

	> Minimum required Service KPIs
	O
	Minimum KPIs required in order for Application Clients to receive meaningful services from the EAS, as described in Table 8.2.3-1


8.2.3
Application Client Service KPIs

Application Client Service KPIs provide information about service characteristics required by the Application Clients.
Table 8.2.3-1: Application Client Service KPI

	Information element
	Status
	Description

	Connection bandwidth
	O
	The required connection bandwidth in Kbit/s for the application.

	Request rate
	O
	The request rate to be generated by the Application Client. 

	Response time
	O
	Response time (NOTE) required for the server servicing the requests.

	Availability
	O
	Percentage of time the server is required to be available for the Application Client's use.

	Compute
	O
	The compute resources required by the Application Client.

	Graphical Compute
	O
	The graphical compute resources required by the Application Client.

	Memory
	O
	The memory resources required by the Application Client.

	Storage
	O
	The storage resources required by the Application Client.

	Application Client type-specific information
	O
	Information specific to each Application Client type e.g. video, VR, etc.

	NOTE:
The response time includes the round-trip time of the request and response packet, the processing time at the server and the time required by the server to consume 3GPP Core Network capabilities, if any.


* * * Next Change * * * *

8.8.3.2
Discover target Edge Application Server

Figure 8.8.3.2-1 illustrates the interactions between the source Edge Application Server and the source Edge Enabler Server and optionally between the source Edge Enabler Server and the Edge Configuration Server and between the source Edge Enabler Server and target Edge Enabler Server for fetching target Edge Application Server information. This procedure may be utilized by a source Edge Application Server which undertakes the transfer of application context information to a target Edge Application Server directly.

Editor's Note:
How Edge Enabler Server is selected from the list of Edge Enabler servers and whether the EEC needs to be notified when this selection happens is for further study.

Pre-conditions:

1.
Information related to the Edge Enabler Server is available with the source Edge Application Server.
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Figure 8.8.3.2-1: Discover target Edge Application Server

1.
The Edge Application Server invokes the Edge Application Server Discovery request on the source Edge Enabler Server. The Edge Application Server discovery request includes the requestor identifier [EAS ID] along with the security credentials and includes EAS discovery filter matching its Edge application Server profile. If target DNAI is available at the source Edge Application Server via UP path management event notification, the source Edge Application Server provides the source Edge Enabler Server with the target DNAI.

NOTE:
The trigger condition to invoke the Discover target Edge Application Server API is up to application service logic, which is out of scope of this specification.

2.
Upon receiving the request, the source Edge Enabler Server checks if the requesting Edge Application Server is authorized to perform the discovery operation. If it is authorized, the source Edge Enabler Server checks if there exists a target Edge Application Server information (registered or cached) that can satisfy the requesting Edge Application Server information and additional query filters. If the source Edge Enable Server has the target Edge Application Server(s), the flow continues with step 5, else the source Edge Enabler Server retrieves the target Edge Enabler Server address from the Edge Configuration Server as specified in clause 8.8.3.3.

3.
The source Edge Enabler Server invokes the Edge Application Server Discovery request on the target Edge Enabler Server. The source Edge Enabler Server discovery request includes the requestor identifier [EES ID] along with the security credentials and includes EAS discovery filter obtained in step 1.

4.
The target Edge Enabler Server discovers the target Edge Application Server(s) and responds with the discovered target Edge Application Server information to the source Edge Enabler Server. The source Edge Enabler Server may cache the target Edge Application Server information. The source Edge Enabler Server uses the Expected service KPIs and the Minimum required service KPIs received from the Edge Enabler Client during the EAS discovery to select the available target EAS(s).

5.
The source Edge Enabler Server responds to the Edge Application Server with the target Edge Application Server Information.
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