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1. Introduction
TS 23.558 uses ‘Service Area’ as a topological value in some places and as a geographical value in others.

Some examples:

Table 8.2.2-1 specifies Application Client Service Area as a geographical value.

Table 8.2.4-1 and 8.5.3.1-2 specifies EAS Service Area as a geographical value.

Table 8.3.3.2-1 and 8.3.3.5-1 specifies EDN Service Area as a topological value.

Subclause 8.9.2 discusses UE location information without indicating whether it is a topological or geographical value. It references various TSs which use ‘service area’, one of them is TS 23.501 which uses ‘Service Area’ as a topological value: The definition of ‘UPF Service Area’ which relates to TAs or the definition of ‘Management of Service Area Restriction’ which also relates to ‘Service area’ using TAs. 

This duality is used in the definition of UE location (subclause 7.3.2), 

The purpose of this contributionis to separate geographical location from topological location and specify different IEs for each such as: a ‘Geographical Service Area’ IE and a ‘Topological Service Area’ IE. They have different meanings and are used for different purposes.

Topological Service area:

· Is a list of Cell IDs or TAs. It is used by the EEL for figuring the cell from which A UE is connected and to supply EECs with appropriate addresses of EESs for EAS discovery.

· Is not exposed to the EASs in most cases, since the MNO will probably not want to reveal sensitive deployment information to applications.

· Is not related to information provided by a GPS device 

· Some claim that the MNOs will not reveal such information to ECSPs, but it is difficult to vision ECSs and EESs belonging to ECSPs working without this information

· It is recommend to have the ‘Topological Service Area’ in interactions such as: EEC-ECS for Service provisioning, EEC-EES for EAS discovery and for the UE to figure out if it needs to perform Service Provisioning/EAS Discovery after moving between cells

Geographical Service Area:

· A physical location or area described using geographic coordinates; for example, a polygon formed by multiple points expressed as geographic coordinates. It is used by applications for providing location-based services such as: providing service to an AC of a UE in a specified mall or a sports arena

· Is known to the ECSP and configured to EASs when they are deployed.

· Suitable ACs in the specified area are granted service. The location of such ACs is determined for example by the UE‘s GPS. 

· It may be provided in interactions such as: EAS-EES to provision it to EECs and ACs, EES-EEC, EEC-AC and AC-EAS (but this is out of scope).

· An AC/EEC may use this information to discover the most appropriate service EAS in addition to the Topological Service Area

· It is not used for provisioning EESs to EECs
2. Reason for Change
Specifying  a Topological Service Area IE and a Geographical Service Area IE, enables to support better location-based decisions and provides clarity as to what value is used in each case. In some cases, both values can be used for different purposes.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.
* * * First Change * * * *

7.3.3
Service areas

7.3.3.1
General

ECSPs and ASPs may allow access to Edge Computing service from specific areas i.e. allowing only the UEs within that area to access functional entities resident in the Edge Data Network. This area is called service area. 
Some functional elements make decisions based on the topological location of the UE, (e.g. the cell it is connected to) while others make decisions based on the UE’s geographical location (e.g. its geographical coordinates).  

Functional elements that are aware of both topological and geographical information can translate one value to the other.

* * * 2nd Change * * * *

7.3.3.2
Topological Service Area

A Topological Service Area is defined in relationship with a UE’s point of connection to the network, such as: a collection of Cell IDs, Tracking Area Identities or the PLMN ID. Any UE that is attached to the Core Network from a cell whose ID is in this list, can be served by the functional entity in the Edge Data Network that is configured to serve that Topological Service Area.
NOTE:
Topological Service Area information is not applicable for untrusted functional elements (EESs and/or EASs)
Editor's Note:
Whether or not the Topological Service Area may also be a list of DNAIs and whether or not this affects the EAS Profile (which already has an EAS DNAI IE) if FFS
* * * 3rd Change * * * *

7.3.3.3
Geographical Service Area

A Geographical Service Area is an area that is specified by geographical units such as: Geographical coordinates, an area that is defined as a circle whose centre is denoted by geographical coordinates, an area that is defined by a polygon whose corners are denoted by geographical coordinates. A Geographical Service Area can also be expressed in other ways such as: a well-known buildings, parks, arenas, civic addresses or ZIP code etc..
Applications can be configured to serve UEs that are in a specified geographical area and deny service from UEs that are not located in that area.

 NOTE:
Whether and how geographical information is used by applications to provide or deny service is out of scope.
* * * 4th Change * * * *

7.3.3.4
Edge Data Network service area

ECSPs can use LADNs, as described in Annex A.2.3 of this document, to deploy EDNs with access restricted from specific areas. When an EDN is deployed using LADN, the EDN service area is same as the LADN service area and rules specified for LADN apply to the UE, as specified in 3GPP TS 23.501 [2]. The ‘service area’ in this context is a Topological Service Area.
Editor's Note:
For deployments using local DNs other than LADNs, the EDN service area is for further study.

* * * 5th Change * * * *

7.3.3.5
Edge Application Server service area

An EAS may have both, Geographical Service Area and Topological Service Area.

For some applications, ASPs may use EAS geographical service area to define an area where Edge Application Server's service is available. 

The Topological Service Area of an Edge Application Server is limited by the Topological Service Area of the EDN it resides in. I.e. the EAS Topological Service Area is either same as the EDN service area or a subarea of the EDN service area it resides in.

* * * 6th Change * * * *

8.2.2
Application Client Profile

An Application Client Profile includes information about Application Client used to determine services and service characteristics required.
Table 8.2.2-1: Application Client Profile

	Information element
	Status
	Description

	Application Client ID
	M
	Identity of the Application Client.

	List of EAS IDs
	O


	List of EAS IDs that serve the Application Client

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X). This is an implementation specific value.

	Preferred ECSP list
	O
	When used in a service provisioning request, this IE indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 


	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Expected Application Client Geographical Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the Application Client's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	Application Client Service KPIs
	O
	KPIs required for Application Clients to receive services from the EAS, as described in Table 8.2.3-1

	Service Continuity Support
	O
	Indicates if service continuity support is required or not for the application.


Editor's Note:
Whether the 'Application Client Service KPIs' are applicable per EAS ID is FFS.

* * * 7th Change * * * *

8.2.4
Edge Application Server Profile

Table 8.2.4-1: Edge Application Server Profile

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to Application Clients so that application clients can establish contact with the EAS.

	Application Client ID(s)
	O
	Identifies the Application Client(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the EAS Provider 

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The topological service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE may also indicate whether the EAS supports Application Context Transfer.

	EAS DNAI
	O
	DNAI associated to the EAS. This IE may be used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 


Editor's Note: Detailed relation with EAS DNAI and DNAIs associated with EES or EDN is FFS.

* * * 8th Change * * * *

8.2.6
Edge Enabler Server Profile

The Edge Enabler Server profile includes information about the EES and the services it provides.

Table 8.2.6-1: Edge Enabler Server Profile

	Information element
	Status
	Description

	EES ID 
	M
	The identifier of the EES

	EES Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	Edge Application Server IDs
	M
	List of Edge Application Server IDs registered with the EES.

	EES Provider Identifier
	O
	The identifier of the EES Provider (such as ECSP)

	EES Topological Service Area
	O
	The list of Cell IDs (or TAIs) serviced by this EES. EECs of UEs that are connected to the Core Network from a cell that is not in this list shall not be served by this EES. 

	EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in subclause 7.3.3.3)



* * * 9th Change * * * *

8.3.2.3
Request-response model
Figure 8.3.2.3-1 illustrates service provisioning procedure based on request/response model.

Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or has discovered the address (e.g. URI) of the Edge Configuration Server. 

2.
The Edge Enabler Client has been authorized to communicate with the Edge Configuration Server. 

3.
The UE Identifier is either preconfigured or resulted from a successful authorization.

Editor's Note:
Whether the UE's subscription data may contain the endpoint information of ECS is FFS and requires SA2 and SA3 coordination.

Editor's Note:
The authorization procedure required to enable communication with the Edge Configuration Server is FFS.
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Figure 8.3.2.3-1: Service provisioning – Request/Response

1.
The Edge Enabler Client sends a service provisioning request to the Edge Configuration Server. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and Application Client profile(s) information.

2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. The Edge Configuration Server determines the Edge Enabler Servers which match the Application Client profile(s) (if provided in step 1). The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, topological service area information (for LADN), Edge Enabler Server endpoints.

Editor's Note: Whether the ECS also needs to perform the authorization check on the UE's privileges which may depend on the authentication/authorization framework is FFS.

3.
The Edge Configuration Server responds to the Edge Enabler Client's request with a service provisioning response which includes a list of Edge Data Network configuration information, e.g. identification of the Edge Data Network, topological service area information (for LADN), and the required information (e.g. URI, IP address) for establishing a connection to the Edge Enabler Server.

If the Edge Data Network configuration information includes an LADN DNN as an identifier for the Edge Data Network, the Edge Enabler Client considers the LADN as the Edge Data Network. Therefore, the service area of Edge Data Network is the LADN Service Area which can be discovered using the UE Registration Procedure. The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the Edge Enabler Client may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.

* * * 10th Change * * * *

8.3.2.4.3
Notify

Figure 8.3.2.4.3-1 illustrates the service provisioning notification procedure between the Edge Enabler Client and the Edge Configuration Server.

Pre-conditions:

1.
The Edge Enabler Client has subscribed with the Edge Configuration Server for the provisioning information as specified in clause 8.3.2.4.2.
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Figure 8.3.2.4.3-1: Service provisioning notification

1.
An event occurs at the Edge Configuration Server that satisfies trigger conditions for updating service provisioning of a subscribed Edge Enabler Client. If UE's location information is not available, the ECS may obtain the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.9.2. The Edge Configuration Server determines the Edge Enabler Servers based on UE's location information, which match the Application Client profile(s) (if provided in step 1). The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, Topological service area information (for LADN), Edge Enabler Server endpoints.

2.
The Edge Configuration Server sends a provisioning notification to the Edge Enabler Client with the list of EDN configuration information determined in step 1. 

If the EDN configuration information in the service provisioning notification includes an LADN DNN as an identifier for the EDN, the Edge Enabler Client considers the LADN as the Edge Data Network. Therefore, the service area of Edge Data Network is the LADN Service Area, which can be discovered using the UE Registration Procedure. 

* * * 11th Change * * * *

8.3.3.2
Service provisioning response

Table 8.3.3.2-1 describes the information elements for service provisioning response from the Edge Configuration Server to the Edge Enabler Client.
Table 8.3.3.2.-1: Service provisioning response

	Information element
	Status
	Description

	List of EDN configuration information
	M 
	List of Edge Data Networks.

	> EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the Edge Data Network.

	>> DNN/APN
	M
	Data Network Name/Access Point Name

	>> S-NSSAI
	O
	Network Slice information

	>> EDN Topological Service Area (NOTE 2)
	O 
	A list of Cell IDs or List of TAIs.The EDN serves UEs that are connected to the Core Network from one of these cells.

	>List of Edge Enabler Servers
	M
	List of Edge Enabler Servers of the Edge Data Network.

	>> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	>> ECSP info
	O
	Information for Edge Computing Service Provider 

	> Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE1:
If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations.
NOTE 2:
The EDN Topological service area IE is included only if the EDN is a LADN.


* * * 12th Change * * * *

8.3.3.5
Service provisioning notification

Table 8.3.3.5-1 describes the information elements for service provisioning notification from the Edge Configuration Server to the Edge Enabler Client.
Table 8.3.3.5.-1: Service provisioning notification

	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the ECS for the request

	List of EDN configuration information
	M 
	List of Edge Data Networks.

	> EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the Edge Data Network.

	>> DNN/APN
	M
	Data Network Name/Access Point Name

	>> S-NSSAI
	O
	Network Slice information

	>> EDN Topological Service Area (NOTE 2)
	O 
	A list of Cell list or List of TAIs. The EDN serves UEs that are connected to the Core Network from one of these cells.

	>List of Edge Enabler Servers
	M
	List of Edge Enabler Servers of the Edge Data Network.

	>> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	>> ECSP info
	O
	Information for Edge Computing Service Provider 

	NOTE 1:
If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:
The EDN Topological service area IE is included only if the EDN is a LADN.


* * * 12.5th Change * * * *

8.5.2
Procedure

Pre-conditions:

1.
The Edge Enabler Client has received information (e.g. URI, IP address) related to the Edge Enabler Server.
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Figure 8.5.2-1: Edge Application Server Discovery procedure

1.
The Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The Edge Application Server discovery request includes the requestor identifier [EEC ID] along with the security credentials and may include EAS discovery filters to retrieve information about particular Edge Application Server(s) or a category of Edge Application Servers, e.g. gaming applications. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e. to all the Edge Application Servers. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.3. If the discovery request contained EAS discovery filters, then the Edge Enabler Server uses the EAS discovery filters to select the Edge Application Server information that match the EAS discovery filters. If the UE is located outside the Geographical or Topological Service Area of an Edge Application Server, then the Edge Enabler Server shall not include this Edge Application Server discovery respose.
3.
The Edge Enabler Server sends an Edge Application Server discovery response to the Edge Enabler Client, which includes information about the discovered Edge Application Servers. For discovered Edge Application Servers, this includes endpoint information. Depending on the EAS discovery filters received in the Edge Application Server discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, Application Client locations(s) that the Edge Application Servers can support, KPIs, etc. 

Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the endpoint information for routing of the outgoing application data traffic to Edge Application Server(s), as needed, and may provide necessary notifications to the Application Client(s). The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the Edge Enabler Client may cache the Edge Application Server information only for the duration specified by the Lifetime IE.

NOTE:
Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the Edge Enabler Server for changes of Edge Application Server information due to EAS status change) or the cached Edge Application Server Profile can be invalidated due to new Edge Application Server information discovery (e.g. due to UE mobility).

* * * 13th Change * * * *

8.5.3.1
Edge Application Server discovery request

Table 8.5.3.1-1 describes information elements for the Edge Application Server Discovery Request from the Edge Enabler Client to the Edge Enabler Server. Table 8.5.3.1-2 provides further detail about the Query Filter information element.

Table 8.5.3.1-1: Edge Application Server discovery request

	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EEC ID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required Edge Application Servers, as detailed in Table 8.5.3.1-2. 


Table 8.5.3.1-2: EAS discovery filters

	Information element
	Status
	Description

	List of Application Client characteristics (NOTE 1)
	O
	Describes the Application Clients for which a matching Edge Application Server is needed.

	> Application Client profile (NOTE 2)
	M
	Application Client profile containing parameters used to determine matching EAS. Application Client profiles are further described in Table 8.2.2-1.

	List of Edge Application Server characteristics (NOTE 1, NOTE 3)
	O
	Describes the characteristic of required Edge Application servers.

	> EAS ID
	O
	Identifier of the required EAS.

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS Geographical Service Area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> EAS Topological Service Area 
	O
	Topological area (e.g. cell ID, TAI) for which the EAS service should be available 

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> EAS status
	O
	Required status of the EAS (e.g. enabled, disabled, etc.) 

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	NOTE 1:
Only one of the information elements shall be present.

NOTE 2:
"Preferred ECSP list" IE shall not be present.

NOTE 3:
The "List of Edge Application Server characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.


* * * 14th Change * * * *

8.6.4.2.3
Notify

Figure 8.6.4.2.3-1 illustrates the Application Client information notification procedure between the Edge Enabler Server and the Edge Application Server.

Pre-conditions:

1.
The Edge Application Server subscribed for Application Client information at the Edge Enabler Server.
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Figure 8.6.4.2.3-1: Application Client information notification

1. The Edge Enabler Server is triggered for Application Client information updates, e.g. it receives an Edge Enabler Client registration request, it determines if it matches the filter provided by the Edge Application Server, e.g. if the Application Client Geographical Service Area is included in the Edge Application Server provided Geographical Service Area. 

2. The Edge Enabler Server sends an Application Client information notification to the Edge Application Server.

* * * 15th Change * * * *

8.6.4.3.1
Application Client information subscription request

Table 8.6.4.3.1-1 describes the information flow for an Application Client information subscription request from the Edge Application Server to the Edge Enabler Server.
Table 8.6.4.3.1-1: Application Client information subscription request

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	Subscription type


	M


	Choice of "One time", "Event based", "Unsubscribe", determining the type of processing requested

	Filter
	O
	List of characteristics for discovery purposes, as detailed in Table 8.6.4.3.1-2. 

	Event conditions
	O
	Parameters indicating event conditions e.g. number of notifications instances, subscription timeout, etc.


Table 8.6.4.3.1-2: Filter

	Information element
	Status
	Description

	Application Client Type
	O
	Category or type of Application Client (e.g. V2X) to be matched

	ECSP IDs
	O
	Identifiers for the ECSP associated with the EEC.

	Operation Schedule
	O
	EAS operation schedule (e.g. time windows) to be matched

	Geographical Service Area
	O
	EAS service area for identifying UEs with matching expected geographical location(s) (e.g. route).

	Topological Service Area
	O
	EAS service area for identifying UEs with matching expected topological location(s)

	EAS Service KPIs
	O
	EAS KPIs (Table 8.2.5-1) for identifying the EEC and Application Clients to be matched, 

	Application Client Profile Parameter Ranges
	O
	Parameter ranges to be matched to Profiles of Application Clients for which the request applies. 

	AC ID(s)
	O
	List of identities of Application Client(s) to be matched

	UE ID(s)
	O
	List of UE identifiers to be matched

	UE location(s)
	O
	List of locations (e.g. routes) of the UE(s) for which the request applies

	EAS Identifier indicator
	O
	Indicates that matching applies only to information from EEC registrations where the discovered EAS includes the requesting EAS.


* * * 16th Change * * * *

8.8.2.2
Initiation by Edge Enabler Client using regular EAS Discovery

This procedure handles Application Context Relocation as a result of the UE moving to a new location which is outside the service area of the serving EAS. It further relies on the EEC being triggered as a result of the UE's movement.

This procedure is based on Service Provisioning (as specified in clause 8.3) and EAS Discovery (as specified in clause 8.5) procedures to discover the target EESs and EASs that shall serve the ACs as a result of the UE's new location, and that shall receive the Application Context from the serving EASs.

The procedure in the following clause describes the relocation of a single application context to a new EAS. It should be repeated for each active AC in the UE

This procedure relies on an interface between the EEC and ACs over EDGE-5, which is out of the scope of this specification.

Pre-conditions:

1.
The Application Client in the UE already has a connection to a corresponding source Edge Application Server;

2.
The preconditions listed in clause 8.3.2.3 with regards to the Edge Enabler Client are fulfilled; and

3.
The Edge Enabler Client is triggered when it obtains the UE's new location, or is triggered by another entity such as an ECS notification.

NOTE 1:
This procedure is applicable only for Edge-aware ACs and EASs.
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Figure 8.8.2.2-1: Application Context Relocation initiated by the EEC and ACs
1.
The EEC is triggered as a result of a UE mobility event, and provided with the UE's new location

NOTE 2:
If the EEC is triggered by an external entity such as by a notification from the ECS, a list of new EESs ( to be used as target EESs) is provided by that notification and step 2 below is skipped.

Editor's Note:
Whether and how the EEC knows the UE has moved out of the EDN service area is FFS

2.
The EEC performs Service Provisioning (as specified in clause 8.3) for all active applications. Since the location of the UE has changed, this procedure results in a list of T-EESs that are relevant to the supplied applications and the new location of the UE.

NOTE 3:
If the change in UE's location does not trigger a need to change the serving EAS, the subsequent steps will not take place. The EEC remains connected to the serving EESs and the ACs remain connected to their corresponding serving EASs.

3.
Using the provisioned target EESs, the EEC performs EAS discovery (as specified in clause 8.5) for the desired target EASs by querying the target EESs that were established in step 2 (or provided in the notification from the ECS – if it was the trigger)

Editor's Note:
Whether an additional IE is required to classify EAS Discovery for ACR is FFS

4.
The AC is triggered by the EEC to start Application Context Transfer. The AC decides to initiate the transfer of application context from the source EAS to the target EAS. There may be different ways of transferring context and they are all outside the scope of this specification. After the application context relocation is completed, the AC remains connected to the target EAS and disconnects from the source EAS; the EEC is informed of the completion.

NOTE 4:
Whether and how the AC initiates the application context transfer is out of scope of the present document

5.
All required entities perform clean-up

Editor's note:
Evaluate the need of an appropriate step for supporting EEC context transfer from S-EES(s) to T-EES(s)
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