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1. Overall Description:

SA6 thanks SA2 on the reply LS, and as requested, would like to provide further clarification on UE IP address to GPSI translation use cases.
In EDGEAPP architecture, multiple APIs exposed by the Edge Enabler Server (EES) to the Edge Application Server (EAS) require the EAS to identify the UE which is the subject of the API request e.g. UE location API (clause 8.6.2 of TS 23.558). 
In some use cases, it may be reasonable to expect that the Application Client within the UE can provide the GPSI (e.g. MSISDN) to the EAS as part of the application layer protocol, however, typically this is not the case (i.e. the Application Client is not aware of its GPSI, neither MSISDN nor External Identifier). Yet in some other use cases, the user due to privacy concerns may not be comfortable to share his/her MSISDN with certain applications. This means, there are many scenarios where the application is unaware of the UE identity and yet to serve the user/UE, the application server (i.e. EAS) would need to query for certain information about the UE (e.g. location) or manipulate UE’s quality of service through interaction with the EES/NEF. Additionally, the Application Client within the UE may not be a trustworthy source for the GPSI, thus a network provided GPSI is preferred. 
Under such circumstances, the EAS that is not aware of the GPSI can only provide UE's IP address (over the API) as the identifier of the UE. 
Using the EAS provided UE's IP address to identify the UE at the Edge Enabler Server can result in issues that are explained on slide #5, and using EAS provided IP address for CN capability exposure APIs can result in issues that are explained on slide #6 of the attached presentation. 

Due to lack of reliable identification of the UE and the issues with using EAS provided IP address for CN capability exposure APIs, a better mechanism is desired.
Therefore, SA6 requests SA2 and SA3 for a reliable and secure core network capability which enables exposure of the GPSI (i.e. External ID) to the AF (i.e. EES or EAS). 
2. Actions:

To SA2 and SA3 group.

ACTION: 
SA6 would like SA2 and SA3 to kindly consider the requirement to translate the UE's IP address to its GPSI in release-17.
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