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1. Introduction
This contribution addresses Key issue #3 - Clock synchronization.
SA2 FS_IIOT study in 3GPP TR 23.700-20 contains a KI#3 on exposure of TSC services, including KI#3B for exposure of Time Synchronization capabilities. It is expected that the solution worked out in that study will provide a generic mechanism for exposure whereby AF may:

· learn of 5GS capabilities to support time synchronization,
· request time synchronization with specified requirements, and 
· supply information that can be used to optimize and configure time synchronization procedure for connected devices. 
SA2 FS_IIOT solutions are expected to enable an AF to request activation/deactivation/modification of the Time Synchronization service in 5GS.
The proposed solution for Time Synchronization is the FF application enabler exposes the 5GS synchronization capabilities provided by the NEF using the SEAL Network Resource Management service to activate/deactivate/modify 5GS synchronization service. The Seal Network Resource Management is enhanced with Time Synchronization Service to Activate/Deactivate/Modify Time Synchronization Service to one or a group of FF Application Client(s) at UEs or located at DN. The SEAL Network Resource Management can use the PCF services via NEF (N33) to provide the Time Synchronization service.
SA2 FS_IIOT study in TR 23.700-20 contains a KI#3 on exposure of TSC services, including exposure of time synchronization capabilities. It is expected that the solution worked out in that study will provide a generic mechanism for exposure of time synchronization via NEF. That solution should therefore be used as base for the solution in this study.

2. Reason for Change
This contribution proposes a solution for KI#3 - Clock synchronization.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.8.0.
* * * First Change * * * *

5.3
Key issue 3 - Clock synchronization

In 3GPP TS 22.104 [3], it is required that 5G system shall support a mechanism to process and transmit related protocols and support to synchronize a UE's time clock to a global clock or a working clock. Furthermore, 5G system shall support clock synchronisation defined by IEEE 802.1AS across 5G-based Ethernet links with PDU-session type Ethernet or other Ethernet transports such as wired and optical (Ethernet Passive Optical Network). So far, several options were proposed in 5G system for clock synchronization.
Clock synchronization is needed e.g. for Time Sensitive Communication services in TSN and non-TSN scenarios. Exposure of 5GS time synchronization capabilities, e.g. 5GS support for time synchronization, time synchronization methods and other parameters, can be learned and used by FF UEs and applications.
Open issue:

a. Further study is required to determine whether and how to manage and utilize 5G clock synchronization mechanism according to subclause 5.6.1 and 6.2 of 3GPP TS 22.104 [3].
b. Investigate whether and how SEAL should support exposure of clock synchronization capabilities.
* * * Next Change * * * *

7.1
Solution #1: FF application layer functional model 

7.1.1
Solution description

7.1.1.1
General

This solution provides the architecture and functional model required for addressing the application layer support aspects.

7.1.1.2
FF application layer functional model

Figure 7.1.1.2-1 illustrates the FF application layer functional model.
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Figure 7.1.1.2-1: FF application layer functional model

The FF application layer functional entities for the FF UE and the FF application server are grouped into the FF application specific layer and the FF Application Enabler (FAE) layer. The FAE layer offers the FAE capabilities to the FF application specific layer. The FF application specific layer consists of the FF application specific functionalities.

The FF application server (AS) consists of the FAE server and the FF application specific server(s). The FAE server provides the FF application layer support functions to the FF application specific server(s) via FAE-S reference point.

The FF UE consists of the FAE client and the FF application specific client(s). The FAE client provides the FF application layer support functions to the FF application specific client(s) via FAE-C reference point.

NOTE 1:
The definition of FAE-C reference point is out of scope of the present document.

In the FAE layer, the FAE client communicates with the FAE server over FAE-1 reference point. In the FF application specific layer, the FF application specific client(s) communicates with FF application specific server(s) over FFA-1 reference point.

NOTE 2:
The definition of FFA-1 reference point is out of scope of the present document.

The FAE server interacts with another FAE server over FAE-E reference point.

The FAE server interacts with the 3GPP network system (5GS) over N5/ N33 reference points which defined in 3GPP TS 23.501 [7].

The following SEAL services for FF applications are supported:

-
Location management as specified in 3GPP TS 23.434 [8];

-
Group management as specified in 3GPP TS 23.434 [8];

-
Configuration management as specified in 3GPP TS 23.434 [8];

-
Identity management as specified in 3GPP TS 23.434 [8];

-
Key management as specified in 3GPP TS 23.434 [8]; and

-
Network resource management as specified in 3GPP TS 23.434 [8].

SEAL can further be enhanced to use a new QoS monitoring capability in order to provide network resource monitoring functionality either as an enhancement of the Network Resource Management service or as a new Network Resource Monitoring service via N33. SEAL-S reference point will thus support QoS monitoring for URLLC services, e.g. TSC services.

SEAL Network Resource Management can further be enhanced to provide Time Synchronization Management capabilities in its service via N33. SEAL-S reference point will thus support Time Synchronization Management for URLLC services supported by 5GS, e.g. for TSC services.
The FAE client interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The FAE server interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service.

NOTE 3:
The SEAL-C, SEAL-S, SEAL-UU reference points for each SEAL service is specified in 3GPP TS 23.434 [8].

* * * Next Change * * * *

7.X Solution X: Time Synchronization Management
7.X.1
Time Synchronization support

SA2 FS_IIOT study in 3GPP TR 23.700-20 [13] contains solutions addressing the exposure of Time Synchronization capabilities by NEF. Exposed Time Synchronization capabilities include:

· Support for Time Synchronization.

· Supported time synchronization methods.

· Supported (g)PTP versions.

· Minimum Time Synchronization accuracy supported.

· Minimum gPTP or PTP message generation supported.

· Maximum number of clients that can be supported at the minimum gPTP or PTP message rate.

3GPP TR 23.700-20 [13] has introduced procedures to expose 5G time synchronization information to aid the AF/FAE server to use Time Synchronization in 5GS. Based on this and in order to support time synchronization to FF specific applications, it is proposed that the SEAL Network Resource Management (NRM) server exposes the Time synchronization capabilities obtained from NEF via N33 to Application Specific Servers that need to use the Time Synchronization Service.
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Figure 7.X.1-1: Procedure to request time synchronization capabilities
1. The FF application specific server sends a Time Synchronization capability request to the FAE server in order to learn about the supported time synchronization capabilities.
2. The FAE server forwards the request to the SEAL NRM server.

3. The SEAL NRM server authorizes the request and interacts with the 5GS/NEF server to retrieve the time synchronization capability information. The SEAL NRM server may cache this information to satisfy future requests.
4. The SEAL NRM server sends a response to the FAE server with the information about the supported time synchronization capabilities if step 3 was successful. Otherwise it sends a failure response.
5. The FAE server forwards the response to the FF application specific server.
7.X.2 
Time Synchronization activation/deactivation/modification
3GPP TR 23.700-20 [13] has also introduced solutions addressing Time Synchronization services. These services can be used by an AF to request time synchronization with specified requirements, and supply information that can be used to optimize and configure time synchronization procedures for connected devices. These solutions include procedures for an AF to request Time Synchronization in 5GS for a UE or a group of UEs, such as time synchronization method, (g)PTP versions, Timing Domain, grandmaster priorities, required synchronization accuracy.

Assuming that the information about supported time synchronization capabilities has been provided to the FF application specific server, as described in clause 7.x.1, it is proposed that the SEAL NRM server is further enhanced to offer Time Synchronization activation/deactivation/modification services to the FF Application Enabler (FAE) Server using 5GS services via NEF. For that, SEAL NRM server sends a Time Sync Service Request to the NEF indicating the target UE(s) and the clock domain to activate/deactivate/modify UE’s time synchronization service. 
Editor’s note:
How time synchronization could be supported in the FAE layer when not supported by 5GS is FFS.
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Figure 7.X.2-1: Procedure to activate/deactivate/modify time synchronization
1. The FF application specific server sends a Time Synchronization activation/deactivation/modification request to the FAE server with a list of VAL UEs and/or a VAL group ID that are the target of the request and the clock domain when applicable.
2. The FAE server forwards the request to the SEAL NRM server.

3. The SEAL NRM server authorizes the request and interacts with the 5GS/NEF server to activate/deactivate/modify the time synchronization service for the target UEs.
4. The SEAL NRM server sends a response to the FAE server with the result of step 3. If step 3 was successful the SEAL NRM server sends a success response, otherwise it sends a failure response.

5. The FAE server forwards the response to the FF application specific server.
7.X.3
Solution evaluation

This solution depends on SA2 addressing requirements regarding the exposure of time synchronization via NEF. 3GPP TR 23.700-20 [13] has already started to address solutions to provide generic mechanisms for exposure of time synchronization services via NEF. The specification of such mechanisms, therefore, will be required to be used as the baseline when the solution described in this clause is addressed during the normative work.
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