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1. Introduction
This contribution provides a proposal for clarification about Network Capability Exposure.
2. Reason for Change
There exists an EN in clause 8.7.3 as follows:

Editor's note: Whether and how Edge Enabler Server can re-expose 3GPP network capabilities to Edge Application Server without CAPIF is FFS.

In TS 23.558, the following methods for network capability exposure to EAS are captured:
a. Direct network capability exposure as specified in clause 8.7.2

·  EAS directly interacts with 3GPP CN as trusted AF

b. Network capability exposure via EES based on CAPIF as specified in clause 8.7.3

· EES acts as API exposing function and interacts with 3GPP CN on southbound side exposes network capabilities to the EAS.

c. Network capability exposure by EES as specified in clause 8.6

· Currently only UE location API and User plane path management events are re-exposed with minor enhancements to the EAS by the EES.

To avoid duplication of SA2 network capability exposure procedures, it proposed to clarify the role of EES in the re-exposure of network capability in clause 8.6 and clause 8.7.3. Further the role EES plays for re-exposure is clarified in clause 6.3.2.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.3.0.
* * * First Change * * * *

6.3.2
Edge Enabler Server
Edge Enabler Server (EES) provides supporting functions needed for Edge Application Servers and Edge Enabler Client.

Functionalities of Edge Enabler Server are:

a)
provisioning of configuration information to Edge Enabler Client, enabling exchange of application data traffic with the Edge Application Server;

b)
supporting the functionalities of API invoker and API exposing function as specified in 3GPP TS 23.222 [6];
c)
interacting with 3GPP Core Network for accessing the capabilities of network functions either directly (e.g. via PCF) or indirectly (e.g. via SCEF/NEF/SCEF+NEF); and
d)
support the functionalities of application context transfer.
e)
supports external exposure of 3GPP network capabilities to the Edge Application Server(s) over EDGE-3.
* * * Next Change * * * *

8.6
EES capability exposure to EAS 

8.6.1
General

This clause describes service capability APIs exposed by the Edge Enabler Server to the Edge Application Server(s). The service capability APIs exposed include EES capabilities and exposed 3GPP Core Network capabilities. The 3GPP Core Network capabilities may be exposed from EES to the Edge Application Server(s). 
The 3GPP Core Network capabilities APIs which are enhanced for exposure are also specified in this clause.
* * * Next Change * * * *

8.7.3
Network capability exposure via Edge Enabler Server

The Edge Enabler Server may re-expose the network capabilities of the 3GPP core network to the Edge Application Server(s) as per the CAPIF architecture specified in 3GPP TS 23.222 [6].

Depending on the deployment models (centralized or distributed) employed, 

-
the Edge Enabler Server assumes the role of the API exposing function (may also acts as the API topology hiding entry) as described in 3GPP TS 23.222 [6]; and

-
the Edge Application Server assumes the role of an API invoker.

If CAPIF is supported, the Edge Application Server interacts with the CAPIF core function and the Edge Enabler Server. The Edge Enabler Server may further interact with 3GPP northbound service API provider (e.g. SCEF/NEF/SCEF+NEF) or directly with 3GPP core network entities (e.g. PCF) to satisfy the service API invocation requests from the Edge Application Servers.
The Edge Enabler Server may expose the network capabilities of the 3GPP Core Networks to the Edge Application Server(s) by supporting the functionalities of 3GPP northbound service API provider (e.g. SCEF, NEF, SCEF+NEF).

