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1. Introduction
This contribution introduces a subscription notification mechanism based on solution #7 of the TR 23.758

2. Reason for Change
Information including availability of Edge Application Servers can change dynamically due to multiple reasons, such as change in edge deployments, change in ASP requirements etc. Such changes should be notified to the EEC to fine-tune the services accordingly. 

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.2.0
* * * First Change * * * *

8.x
EAS information subscription

8.x.1
General

The information available at EES related to EAS(s) can dynamically change due to multiple factors. The EEC can subscribe to the EES to receive updated information related to the EAS as and when it changes. These subscriptions are very specific to an EAS and can include multiple EASs available through the EES
. 

8.x.2
Procedure

8.x.2.1
Subscription

Figure 8.x.2.1-1 illustrates the interactions between the EEC and the EES for EAS information subscription. 

Pre-conditions:

1.
Information related to the EES is available with the EEC
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Figure 8.x.2.1-1: EAS information subscription

1.
To subscribe for updated EAS information, the EEC sends an EAS information subscription request to the EES. The request may include a list of dynamic information EEC is interested in, a filter criteria to indicate the span of information EEC is interested in, such as information related to a specific EAS or multiple EASs. The EEC may also include trigger conditions for the notifications.

2.
The EES determines the UE identifier and 
checks the authorization of the EEC to subscribe to the requested EAS information.

3.
If authorized, the EES creates the subscription corresponding to the specific EAS(s) information as per step 1 and the UE information (UE identifier and EEC identifier), 
and sends the EAS information subscription response to the EEC.
Editor's Note: Procedures for EEC initiated subscription update, EEC initiated subscription cancel and EES initiated subscription termination are for further study.
8.x.2.2
Notification

Figure 8.x.2.2-1 illustrates the interactions between the EES and the EEC for EAS information notification. 

Pre-conditions:

1.
The EEC has subscribed for EAS information; 
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Figure 8.x.2.2-1: EAS information notification

1.
When the trigger conditions to notify the EAS information changes are satisfied, according to information in subscription available at EES, the notification information is generated for the subscribed EEC.
2.
EES sends the notification to the EEC containing the updated EAS information.

3.
Upon receiving the notification described in Step 1, the EEC processes the notification
 (e.g. further notifies related Application Clients)
. 

NOTE:
The EEC may further notify the Application Client(s) on the UE about the changes in the EAS(s) information. Upon receiving the notification from the EEC, the Application Client(s) may adjust its behaviour (e.g. changes the QoS requirements).

8.x.3
Information flows

8.x.3.1
EAS information subscription request

Table 8.x.3.1-1 describes the information elements for an EAS information subscription request from the EEC to the EES. 

Table 8.x.3.1-1: EAS information subscription request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the Edge Enabler Client.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	UE identifier
	O
	Identifier of the UE (e.g. GPSI or ID token)

	
	
	


	Event filters
	M
	Event filters for the subscription

	> List of dynamic information (NOTE)
	O
	List of dynamic information of an EAS requested by an EEC, as detailed in 8.x.3.1-2.

	> List of subscription filters (NOTE)
	O
	List of subscription filters as requested by an EEC, as detailed in Table 8.x.3.1-3. 

	> List of notification triggers
	M
	List of notification triggers requested by an EEC, as detailed in Table 8.x.3.1-4.

	NOTE:
Atleast one of the IEs is present.



Table 8.x.3.1-2: Dynamic information

	Information element
	Status
	Description

	EAS IDs
	M
	EAS IDs whose dynamic information is required


	AC IDs
	O
	Flag to notify change in list of AC IDs served by the EAS

	EAS Description
	O
	Flag to notify change in description of the EAS.

	EAS Endpoint
	O
	Flag to notify change in EAS endpoint

	EAS Features
	O
	Flag to notify any change in features provided by the EAS

	EAS Schedule
	O
	Flag to notify change in availability schedule of the EAS (e.g. time windows)

	EAS Service Area
	O
	Flag to notify change in change in geographical service area that the EAS serves

	EAS Service KPIs
	O
	Flag to notify change in characteristics of the EAS.

	EAS Status
	O
	Flag to notify change in the status of the EAS (e.g. enabled, disabled, etc.) 

	Service continuity support
	O
	Flag to notify change in EAS support for service continuity.

	NOTE:
Atleast one of the optional IEs is included.



Table 8.x.3.1-3: Subscription Filters

	Information element
	Status
	Description

	EAS IDs
	M
	EAS IDs EEC is interested in.

	EAS type
	O
	The category or type of EAS (e.g. V2X)

	EAS Provider Identifier
	O
	Provider of the EAS

	NOTE:
Atleast one of the optional IEs is included.


Table 8.x.3.1-4: Notification triggers
	Information element
	Status
	Description

	EAS information update
	O
	EAS information is updated at the EES.

	EAS availability change
	O
	Change in availability of an EAS for e.g. registration of a new EAS, de-registration of an existing EAS

	

	
	


8.x.3.2
EAS information subscription response

Table 8.x.3.2-1 describes the information elements for an EAS information subscription response from the EES to the EEC. 

Table 8.x.3.1-2: EAS information subscription response

	Information element
	Status
	Description

	Result
	M
	Success or failure to create the subscription

	Cause (see NOTE 1)
	O
	Indicates the cause for subscription failure

	Subscription ID (see NOTE 2)
	O
	Subscription identifier corresponding to the subscription stored in the EES

	Expiry time (see NOTE 2)
	O
	The expiry time of the subscription

	NOTE 1:
The Cause IE is included when the Result indicates failure.

NOTE 2:
The Subscription ID IE and Expiry time IE are included when the Result indicates success.


8.x.3.3
EAS information notification

Table 8.x.3.3-1 describes the information elements for an EAS information notification from the EES to the EEC. 

Table 8.x.3.3-1: EAS information notification

	Information element
	Status
	Description

	Notification trigger details
	M
	Details of the event that triggered the notification

	Notification details
	M
	Details of the notification

	> EAS Profile
	M
	Edge Application Server profile as described in clause 8.2.4.

	> Validity
	O
	Temporal validity of the dynamic information in the notification.

	Notification description
	O
	Human readable description of the notification


* * * Next Change * * * *

8.2.4
Edge Application Server Profile

Table 8.2.4-1: Edge Application Server Profile

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to Application Clients so that application clients can establish contact with the EAS.

	Application Client ID(s)
	O
	Identifies the Application Client(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the EAS Provider 

	

	
	

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the EAS serves

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	Service continuity support
	O
	Indicates if the EAS supports service continuity or not.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heart beat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 


Editor's Note: The inclusion of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.

Editor's Note: It is FFS whether the Application Client ID(s) should be included and how Application Client ID can be mapped with EAS(s) at an EES.

Editor's Note: The current text in the TS has the definition of a 'service area' IE associated with certain entities (such as the EAS Service Area in the table above). The following are FFS: (1) Which entities should have a 'service area' and (2) What is the relationship between the service areas of the different entities if any.

�Suggest to split the procedure to 2 procedures - dynamic information and availability information. The conditions for both the procedures are different.


�Cannot be generic. Application requirements may change in the UE and are not always constant. Subscription has to be controlled according to exact requirements. Else EES will keep flooding information to EEC which is not required.


�Removed not necessary.


�Added this aspect as discussed.


�What subscription information is created is to be clear.


�Moved to step 1


�Figure is modified


�Is there any UE behaviour adjustment which is performed by EEC.


�It is not clear how EEC can re-route the application traffic. This is an open question we are still discussing.


�The application client specific details are not necessary to show in the example.


�Notification target address is not requied when the requester is UE. It is only applicable when requestor is a server.


�Atleast one information should be there. Don’t understand the behaviour when nothing is provided.


�This is important. 


�Atleast one should be asked. If nothing is asked should be equivalent to everything is asked.


�This is to be discussed as part of the service continuity procedure and there will be explicit design for these notifications.


�This is part of the EAS description. Don’t see a reason why this should be separated from it.
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