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1. Introduction
MNO can provide edge computing service with multiple partner (i.e. ECSP) and each ECSP may or may not deploy its own ECS.

2. Reason for Change
There is no mechanism that the MNO configure multiple ECSP ECS.
3. Conclusions
It is proposed to add the provisioning by MNO ECS.

4. Proposal

Provide ECS redirection mechanism for MNO ECS to provide ECSP ECS configuration info.

* * * First Change * * * *

8.3
Service provisioning

8.3.1
General

Service Provisioning allows the Edge Enabler Clients to be configured with information about available edge computing services, based on the hosting UEs location, service requirements, service preferences and connectivity. This procedure provides Edge Enabler Clients with the necessary address information for establishing connections to Edge Enabler Servers. 
For the deployment that MNO ECS contracted with one or more ECSP(s) that deploy(s) its(their) own ECS(es), the MNO ECS provides one or more ECSP EES configuration information via MNO ECS as describes in clause 8.3.3.2.

When the EEC requests the initial provisioning from the MNO ECS, the MNO ECS may provide the EEC with its partner ECSP’s EES configuration information. Each ECSP EES configuration information includes an EES address, ECSP provider identifier. If the MNO provides ECSP’s edge computing service via MNO’s network infrastructure, the MNO ECS includes the EDN connection information in ECSP ECS configuration information. 

For the deployment that multiple ECSes which belong to multiple ECSPs, each ECS endpoint address is pre-configured with the EEC. The EEC may perform the service provisioning procedure per the ECS of each ECSP multiple times.
Figure 8.3.1-1 illustrates an overview of service provisioning.
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Figure 8.3.1-1: Overview of Service provisioning

The UE is initially provisioned with the configurations required to connect to the Edge Data Network. Upon initial provisioning, the Edge Enabler Client of the UE registers with the selected Edge Enabler Server(s) from the list of provisioned Edge Enabler Server(s). UE further consumes the edge computing services and performs various operations like Edge Application Server discovery, Edge application communications, Application context relocation, etc. While UE is consuming edge computing services, there may be several triggers which may cause service provisioning to be initiated by the UE or by the Edge Configuration Server. 

The triggers for service provisioning are classified as:

a.
Triggers at UE - Some examples are:

-
Application Client related updates available at the Edge Enabler Client due to AC installation/re-installation, Application Client requesting application server access (e.g. via internet browser)

-
Edge Enabler Client supporting one or more Application Clients may be updated due to Edge Enabler Client re-installation.

b.
Triggers at Edge Configuration Server – An example is:

-
Edge Enabler Server updates due to Edge Application Server installation/re-installation/re-location, EDN/DNAI changes of the UE.

NOTE:
The DNAI changes can only be detected at the Edge Configuration Server if the Core Network type is 5GC.

8.3.2
Procedure

Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or discovered the address (e.g. URI) of the Edge Configuration Server. 

2.
The Edge Enabler Client has been authorized to enable the communication with the Edge Configuration Server. The UE Identifier is either preconfigured or resulted from a successful authorization.

Editor's Note:
The authorization procedure required to enable communication with the Edge Configuration Server is FFS.
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Figure 8.3.2-1: Service provisioning 

1.
The Edge Enabler Client sends a provisioning request to the Edge Configuration Server. The request message may include the UE identifier such as GPSI and credentials received during EEC authorization procedure and Application Client Profile information.

2.
Upon receiving the request from the Edge Enabler Client, the Edge Data Network Configuration Server performs an authorization check to verify whether the Edge Enabler Client has privileges to perform the operation. The Edge Configuration Server determines the Edge Enabler Servers matching Application Client Profiles (or Application Client Profile IDs) if provided in step 1. The Edge Enabler Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, service area information, Edge Enabler Server endpoints.

3.
The Edge Configuration Server responds to the Edge Enabler Client by sending Edge services configuration information, e.g. identification of the Edge Data Network, service area information (for LADN), and the information for establishing a connection to the Edge Enabler Server (e.g. URI, IP address).

If the Edge Data Network configuration information includes an LADN DNN as an identifier for the Edge Data Network, the Edge Enabler Client considers the LADN as the Edge Data Network. Therefore, the service area of Edge Data Network is the LADN Service Area which can be discovered using the UE Registration Procedure. 

8.3.3
Information flows

8.3.3.1
Provisioning request

Table 8.3.3.1-1 describes the information elements for a Provisioning Request from the Edge Enabler Client to the provisioning server (i.e. Edge Configuration Server). 

Table 8.3.3.1-1: Provisioning request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	M
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity Filter
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.


Editor's Note: It is FFS whether the EEC ID is mandatory or whether the UE ID should be included.

8.3.3.2
Provisioning response

Table 8.3.3.2-1 describes the information elements for a Provisioning Response from the Edge Configuration Server to the Edge Enabler Client.
Table 8.3.3.2.-1: Provisioning response

	Information element
	Status
	Description

	EES configuration info
	M 
	

	>EDN connection info
	M 
	

	>> DNN/APN
	M
	Data Network Name/Acess Point Name

	>EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	>EDN Service Area (NOTE)
	O 
	Cell list, List of TA, PLMN IDs

	>ECSP info
	O
	Information for Edge Computing Service Provider 

	NOTE:
The EDN service area IE is included only if the EDN is a LADN.


* * * End of Change * * * *
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