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1. Overall Description:

In SA6 architecture for enabling Edge Applications, the Edge Enabler Server (EES) facilitates the use of 3GPP core network capability exposure by the Edge Application Servers (EAS). In other words, the EES sits in between the EAS and the NEF/SCEF.  In oder to protect the privacy of the end-user, it is required to enable the EAS to receive the externally format GPSI associated with the UE as opposed to MSISDN which is considered personally identifiable information (PII). The EAS would need to use the GPSI (i.e. external Id) over APIs with EES. However the use of GPSI as is would pose another privacy-related issue and that is if the same GPSI is used by multiple Edge application then the end-user's activities across Edge Application (or websites) can be tracked.
Therefore, to prevent end-user's activity across Edge applications, there is a need to exchange the GPSI received by the EAS with an application-specific GPSI.

For this purpose, the EES requires to exchange the GPSI received by the EAS from the core network with a GPSI which is application-specific
.

Question to SA2:

Does the core network provide a method through which when the user's traffic reaches the EAS, the GPSI (external Id) is included in the HTTP header? For instance, can the core network provide the GPSI to the EAS in an HTTP header-enrichment fashion? What are the methods by which the core network can provide the GPSI  to the EAS in Rel-17? 
Does the core network in Rel-17 provide the capability (i.e. API) for the EES to use in order to exchange the GPSI it received (over its northbound API) from the EAS with an application-specific GPSI.

Does the core network in Rel-17provide the capability to assign temporary GPSIs (i.e. after a pre-configured time the GPSI expires)?
Note to SA3:

Since the GPSI may be used by an EAS to obtain sensitive information about a UE, such as UE's location, SA6 kindly asks SA3 to consider the role of the user and user's consent in providing the GPSI or any sensitive information about the UE to an EAS.
2. Actions:

To SA WG2 group.

ACTION: 
SA6 requests SA2 to kindly consider the above request and provide feedback accordingly.
3. Date of Next SA6 Meetings:

SA6#38 20th – 30th July 2020
e-meeting
