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1. Introduction
This contribution proposes that ECS should have access to 3GPP Core Network functions and APIs over EDGE-8 reference point.
2. Reason for Change
Edge Configuration Server needs to be aware of UE's location in order to provide appropriate configurations. Location information in the provisioning request by the UE may not be feasible for reasons such as:
- For certain sensitive applications, for e.g. banking related applications, the ECS cannot simply trust the information provided by the UE.

- Certain constrained UEs such as some purpose-specific IoT sensors may not have the capability to determine their own location.

Therefore, it is necessary for an ECS to be able to determine UE's location with the help of 3GPP Core Network.

Revision 1:

- merges S6-200515

- Huawei and DT added on cover page as source
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.1.2.
* * * First Change * * * *

6.4.9
EDGE-8
EDGE-8 reference point enables interactions between the Edge Configuration Server and the 3GPP Core Network. It supports:

a)
access to 3GPP Core Network functions and APIs for retrieval of network capability information, e.g. via SCEF and NEF APIs as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3], 3GPP TS 29.522 [4], 3GPP TS 29.122 [5], and with the ECS acting as a trusted AF in 5GC (see 3GPP TS 23.501 [2] clause 5.13).
NOTE:
EDGE-8 reference point reuses 3GPP reference points or interfaces of EPS or 5GS considering different deployment models.


