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1. Introduction
ASTM F38 has published the specfication for Remote ID and tracking [1], one of the killer feature is the USS interoperability. It assumes that UTM services in a given location are provided by a set of one or more UAS Service Suppliers (USSs). USSs must be interoperable in this environment, sharing data as necessary to accomplish the objective of a particular service such as Network Remote ID or flight plan exchange for strategic deconfliction.  
2. Reason for Change
There are situations USS data will be shared or replied between UAS using 3GPP network. The current remote ID design data structure has 25 bytes space. Some of which can be used for such purpose. 

While SA2 is designing the usage of Remote ID for the purpose of tracking, authentication in a 3GPP network, the discovery and synchronization between USS/UTM through UASs using 3GPP needs to studied.  

3. Conclusions.
First of all, adding such feature is well suited for SA6 UAS study scope and secondly, UAS swarm communications have benn deployed in practice. 
It might be idea to split key issue 1 to various specific issue, take this pCR for example. 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755. V0.6.0
* * * First Change * * * *

Adding the following key issue for further study.
Key Issue #?: USS Discovery and Synchronization service 

ASTM F38 has published the specfication for Remote ID and tracking [1], one of the killer feature is the USS interoperability. It assumes that UTM services in a given location are provided by a set of one or more UAS Service Suppliers (USSs). USSs must be interoperable in this environment, sharing data as necessary to accomplish the objective of a particular service such as Network Remote ID or flight plan exchange for strategic deconfliction.  There are situations USS data will be shared or replied between UAS using 3GPP network. The current remote ID design data structure has 25 bytes space. Some of which can be used for such purpose.  

Hence, it is required to study the following: 

· How to use Remote ID meesage space for USS relay. 
· How to verify Remote ID amond USS applicaitnos under 3GPP network  

· Hwo to do data encryption among USS applications under 3GPP network  
· Hwo to do data authentication among USS applicaitons under 3GPP network 

Referece: 

[1]: https://www.astm.org/Standards/F3411.htm
