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Abstract: Key issue for bearer control for interconnect calls

Introduction

Each MC server, or specifically the participating function of each MC server, is responsible for setup and maintenance of bearers for its served MC users, including the decision when to allocate multicast bearers to serve MC users within a particular area.  If there is an overlap condition, where two MC servers provide service to users over the same area, and some of the same sets of cells, it is possible that both servers independently allocate a multicast bearer within an area, duplicating the usage of resources.  

It may be possible for the servers to collaborate and only allocate a single bearer; but to do so they may need to share sensitive information concerning the location of served users and this may be unacceptable on security grounds.  They could collaborate and inform each other where a multicast bearer is in use, but this also may be unaccepable on security grounds as it reveals some information about the served area of the MC system.

This pCR introduces key issues and architectural requirements to capture this situation.
***************************************** Change 1 **************************************************
5
Key Issues

5.x
Key Issues for interconnect

5.x.x
Bearer control for interconnect calls

5.x.x.1
Description

Each MC server may obtain and maintain location information relating to its served users. This allows the server to make decisions whether to set up group calls over unicast or multicast bearers. The location information is not shared with other MC servers. Therefore each server controls the bearers relating to its own served MC users only.
If two MC servers provide service using the same PLMN, there is a possibility that group members served by both MC servers are present on the same cell. Neither MC server holds the location information for the full set of users. 
There may be security concerns in allowing MC servers to share the location of their served users.
There may be security concerns in allowing MC servers to share information about served areas.
5.x.x.2
Architectural Requirements

If permitted by security policy, two MC servers providing service within the same group call could share multicast channel and cell information to allow each MC server to allocate group members to a channel managed by the other MC server. 
Editor's note:
Security concerns may need input from SA3.
***************************************** End change 1 ************************************************
