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<<< FIRST SET OF CHANGES >>>
5.2.11
MCPTT user profile requirements

The MCPTT user profile shall:

-
be provisioned subject to the MCPTT user authentication by the identity management server;

-
be available at configuration management server and MCPTT server; 

-
be associated with an MCPTT user; and

-
contain an index to uniquely distinguish the MCPTT user profile from other MCPTT user profiles associated to the same MCPTT user.
The MCPTT user profile may be modified at the configuration management server.

A default MCPTT user profile shall be provisioned in the MCPTT UE for use by the MCPTT UE and the MCPTT system until an MCPTT user successfully authenticates on the MCPTT UE and an active MCPTT user profile is selected.
<<< NEXT SET OF CHANGES >>>
10
Procedures and information flows

10.1
MCPTT configuration

10.1.1
General
Depicted in figure 10.1.1-1 is a MCPTT configuration time sequence of the data in Annex B, representing the general lifecycle of MCPTT UE using MCPTT service.
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Figure 10.1.1-1 MCPTT UE configuration time sequence and associated configuration data 
The MCPTT UE is provided with initial UE configuration via a bootstrap procedure that provides the MCPTT UE's clients (e.g. MCPTT client, group management client, configuration management client, identity management client, key management client) with critical information needed to connect to the MCPTT system. This includes PDN connection information (see subclause 5.2.9.1) and on-network server identity information for all application plane servers with which the MCPTT UE needs to interact. See annex B.6 for more information.

The MCPTT UE is provided with UE configuration, MCPTT user profile configuration and group configuration via online configuration. If the MCPTT user profile configuration contains multiple MCPTT user profiles for an authenticated MCPTT user, then the MCPTT UE shall indicate to the MCPTT server which MCPTT user profile shall be the active MCPTT user profile for the authenticated MCPTT user. While the MCPTT UE is using the MCPTT service, the MCPTT UE may receive online configuration updates.
The MCPTT service is configured with the service configuration (not shown in the figure 10.1.1-1) which the MCPTT service enforces during the entire phase of MCPTT UE using the MCPTT service.
<<< NEXT SET OF CHANGES >>>
10.1.4.1a
Information flows for MCPTT user profile
..
10.1.4.1a.8
Inform active MCPTT user profile request
Table 10.1.4.1a.8-1 describes the information flow inform active MCPTT user profile request from the MCPTT client 1 to the MCPTT server.

Table 10.1.4.1a.8-1: Inform active MCPTT user data request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator.

	Active MCPTT user profile index
	M
	The MCPTT user profile index of the MCPTT user profile that is to be made active.


10.1.4.1a.9
Inform active MCPTT user profile response
Table 10.1.4.1a.9-1 describes the information flow inform active MCPTT user data response from the MCPTT server to the MCPTT client 1.

Table 10.1.4.1a.9-1: Inform active MCPTT user profile response

	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure.


10.1.4.1a.10
Notify active MCPTT user profile
Table 10.1.4.1a.10-1 describes the information flow notify active MCPTT user profile from the MCPTT server to all other currently registered MCPTT clients for the MCPTT user of MCPTT client 1.

Table 10.1.4.1a.10-1: Notify active MCPTT user profile
	Information element
	Status
	Description

	MCPTT ID
	M
	MCPTT ID of the MCPTT user whose active MCPTT user profile ID has been set.

	Active MCPTT user profile index
	M
	The MCPTT user profile index of the MCPTT user profile that is to be made active.


<<< NEXT SET OF CHANGES >>>
10.1.4.2
MCPTT user obtains the MCPTT user profile(s) from the network

The procedure for the MCPTT user obtaining the MCPTT user profiles is illustrated in figure 10.1.4.2-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in the identity management server.
-
The MCPTT UE has secure access to the configuration management server.
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Figure 10.1.4.2-1: MCPTT user obtains the MCPTT user profile(s) from the network
1.
The configuration management client sends a get MCPTT user profile request message to the configuration management server, which includes the MCPTT ID.

2.
The configuration management server obtains the MCPTT user profile information.

3.
The configuration management server sends get MCPTT user profile response message to the configuration management client. When a download is necessary, this message includes the all MCPTT user profiles that are associated with the MCPTT ID. If more than one MCPTT user profile was received, then the MCPTT UE immediately performs the procedure in 10.1.4.3 to inform the MCPTT server of which MCPTT user profile is to be active. If only one MCPTT user profile was received, then the MCPTT UE and the MCPTT server select that MCPTT user profile to be the active MCPTT user profile.
NOTE:
If an MCPTT user has multiple MCPTT user profiles, then until the MCPTT server is made aware of which MCPTT user profile is chosen by the MCPTT user (manual or its delegate (automatic)) as active, the MCPTT server assumes that only the default MCPTT user profile as the active MCPTT user profile. This means that the authenticated MCPTT user will be unable to execute critical MCPTT operations (e.g. routing of private calls, checks on group membership when the MCPTT UE tries to affiliate to a group, implicit group affiliations, etc.) using their own MCPTT ID until such a selection is performed.
<<< NEXT SET OF CHANGES >>>
10.1.4.3
Active MCPTT user profile selection by the MCPTT user
The procedure for selection of an active MCPTT user profile for an MCPTT UE by the MCPTT user is illustrated in figure 10.1.4.3-1.

Pre-conditions:

-
The MCPTT user on all MCPTT clients has performed user authentication in identity management server.

-
The MCPTT UE(s) of all MCPTT clients has secure access to the MCPTT server.

-
The MCPTT UE(s) of all MCPTT clients has already obtained one or more MCPTT user profiles.
-
The MCPTT Client 1 is triggered (e.g. by user interaction, by some automated means) to select a particular MCPTT user profile as active.
-
The MCPTT client 1 has already received a notification regarding which MCPTT user profile(s) are active on other MCPTT UE(s) where the same MCPTT user is authenticated on.

[image: image4.emf]1. Inform active MCPTT user profile request

6. Inform active MCPTT user profile response

MCPTT client 1 MCPTT server

2. Store active 

MCPTT user 

profile index

MCPTT client n

5. Notify active MCPTT user profile

3. Obtain MCPTT 

user profile data

4. Obtain group 

configuration data

7. Obtain group 

configuration data


Figure 10.1.4.3-1: MCPTT user informs the network of the active MCPTT user profile

1.
MCPTT client 1 sends inform active MCPTT user profile request to the MCPTT server, which includes the MCPTT user's MCPTT ID and an MCPTT user profile index that indicates of which MCPTT user profile is selected to be active for MCPTT client 1.

2.
The MCPTT server stores the indicated active MCPTT user profile index for the MCPTT client 1.
NOTE 1:
Different MCPTT user profiles can be active for different MCPTT clients of the same MCPTT user.
3.
If the MPCTT server does not have stored the MCPTT user profile data for the MCPTT user, then the MCPTT server obtains the MCPTT user profile data.
4.
The MCPTT server obtains any required group configuration data according to the selected active MCPTT user profile (see subclause 10.4).
5.
If the MCPTT user is registered on other UEs, then the MCPTT clients of the other UEs are informed of the active MCPTT user profile for MCPTT client 1.

6.
The MCPTT server sends inform active MCPTT user profile response to the MCPTT client to confirm the active MCPTT user profile has been set.
NOTE 2:
Steps 4 to 6 can occur in any order or in parallel.
7.
The MCPTT UE obtains any required group configuration data according to the successfully selected active MCPTT user profile.
After each of the MCPTT server and MCPTT UE have successfully negotiated the active MCPTT user profile, then both the MCPTT server and the MCPTT UE based upon the active MCPTT user profile clear any current active service state from previously active MCPTT user profile data (including deaffiliating from relevant groups, disconnecting any MCPTT calls) and process the successfully negotiated active MCPTT user profile data e.g. performs any needed affiliations (see subclause 10.3).
<<< NEXT SET OF CHANGES >>>
B.6
Initial UE configuration data

The initial UE configuration data is essential to the MCPTT UE to successfully connect to the MCPTT system. Data in table B.6-1 is provided to the MCPTT UE's clients (e.g. MCPTT client, group management client, configuration management client, identity management client, key management client) during the bootstrap process (see subclause 10.1.1) and can be configured on the MCPTT UE offline using the CSC-11 reference point or via other means e.g. as part of the MCPTT client's provisioning on the UE, using a device management procedure. 

Table B.6-1: Initial configuration data (on-network)

	Reference
	Parameter description

	Subclause 5.2.9.1, subclause 10.1.1
	PDN connectivity information:

-
HPLMN ID and optionally VPLMN ID

-
MCPTT service APN and PDN access credentials

-
MC common core services APN and PDN access credentials

-
MC identity management service APN and PDN access credentials

	Subclause 10.1.1
	Application plane server identity information (e.g. FQDNs or IP addresses, port numbers) for:

-
Identity management server

-
Group management server

-
Configuration management server

-
Key management server

	Subclause 5.2.11
	Default user profile information, consisting of:
-
Default MCPTT ID

-
Default MCPTT user profile data (as per Annex B.3)
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