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11.2.1 Functional model

For the application-level signalling necessary for the association between the MC client on the non-3GPP device and the MC gateway UE reference point Gateway-local (GW-local) is used. The MC gateway UE uses the Gateway-Core (GW-Core) reference point towards the MC service server to announce the association between MC gateway client and MC gateway UE server. Once the user of the MC gateway UE has been authenticated and authorized by the corresponding MC service server, the MC service user is authorized MC gateway user.

The MC gateway UE server enables the following functions:

- Authentication of the MC gateway clients including the MC gateway UE function of the corresponding MC service server

- The following functions are available when the connection authorization of the MC gateway client is successful:

- Relay of signalling between MC client and MC service server/CSC server

- Relay of signaling between the signaling user agent residing on the non-3GPP device and the SIP core

- Relay of signaling between the HTTP client residing on the non-3GPP device and the HTTP proxy

- Media plane forwarding between the MC service server and the MC clients

****

**Figure 11.2.1-1: Functional model of MC gateway UE signalling plane**

\* \* \* \* Next change \* \* \* \*

11.2.2 Reference points

11.2.2.1 General

The reference points for the use of the MC gateway UE are described in the following subclauses.

11.2.2.2 Reference point GW-local (between the MC gateway client and the MC gateway UE server)

The GW-local reference point between the MC gateway client and the MC gateway UE server in the MC gateway UE is used:

- To authorize the use of the MC gateway UE,

- To manage (request/release) forwarding of the signalling, media from the MC gateway UE to the MC gateway client and its associated MC clients for unicast, multicast/broadcast communication using corresponding identifiers, e.g., TMGI,

- To disconnect from the use of the MC gateway UE.

- To notify about the connection status.

The GW-local reference point is based on HTTP-1 reference point.

11.2.2.3 Reference point GW-Core (between the MC gateway UE server and the MC service server)

The GW-Core reference point between the MC gateway UE server in the MC gateway UE and the MC service server shall be used:

- To manage (request/release) transport resources between the MC gateway UE and the MC service server signalling purposes are associated with the MC clients residing on a non-3GPP device,

- To disconnect from the use of the MC gateway UE.

NOTE 1: Signalling of the MC clients utilizes the allocated resources (default bearer for EPS or corresponding QoS flow in 5GS) and if necessary, MC gateway UE may request additional resources.

NOTE 2: The authorized use of necessary connectivity between the non-3GPP device and the MC gateway UE is outside 3GPP specification.

The GW-Core reference point is based on HTTP-1 reference point as shown in figure 7.3.1-2.

\* \* \* \* Next change \* \* \* \*

11.5.1 Connection authorisation mechanisms

11.5.1.1 General

The connection of non-3GPP devices, which can host MC service clients, require connection authorisation verification by the MC gateway UE. For non-3GPP devices, which cannot host MC service clients, the connection authorization verification is out of scope of 3GPP.

11.5.1.2 Connection authorisation for non-3GPP devices that host an MC client

11.5.1.2.1 General

The solution is applied to non-3GPP devices which can host an MC client. The MC server performs authorization for the use of the MC gateway UE by the MC gateway client, i.e. the binding between the MC gateway UE and the MC gateway client is authorized and controlled by the MC server. The MC gateway client informs MC clients about the connection status.

For the period of association between MC server, MC gateway client and MC gateway UE, the MC server maintains the assignment between MC clients to the MC gateway UE used. This assignment is cancelled again with the disconnection.

11.5.1.2.2 Information flows

11.5.1.2.2.1 Connection authorization request

Table 11.5.1.2.2.1-1 describes the information flow connection authorization request sent from the MC gateway client, which resides on a non-3GPP device, to the MC gateway UE.

**Table 11.5.1.2.2.1-1: Connection authorization request**

|  |  |  |
| --- | --- | --- |
| **Information element** | **Status** | **Description** |
| GW MC service ID | M | The GW MC service ID of the requesting MC service user. |
| NOTE: The GW MC service ID indicates for which MC service the connection is to be authorised. |

NOTE: The MC service ID used for MC service authorisation and the GW MC service ID used for connection authorization may have different values. Both identities are configured by the Mission Critical Organisation.

11.5.1.2.2.2 Connection authorization response

Table 11.5.1.2.2.2-1 describes the information flow connection authorization response sent from the MC gateway UE to the MC gateway client residing on a non-3GPP device.

**Table 11.5.1.2.2.2-1: Connection authorization response**

|  |  |  |
| --- | --- | --- |
| **Information element** | **Status** | **Description** |
| GW MC service ID | M | The GW MC service ID of the requesting MC service user. |
| Response | M | Result of the connection authorization request, service feasibility, and connection evaluation. |

11.5.1.2.3 Connection authorisation procedure

The procedure for connection authorisation with an MC gateway UE is shown in figure 11.5.1.2.3-1.

Pre-conditions

- The MC service user wishes to have access to MC services using a non-3GPP device.

- The MC gateway client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.

- The MC gateway client hosted at the non-3GPP device has been provided with an appropriate GW MC service ID.

- The MC gateway UE has performed service authorization for one or more MC services with the MC system as described in 3GPP TS 23.379 [16], 3GPP TS 23.281 [12], and 3GPP TS 23.282 [13].

- The MC gateway client has selected an MC gateway UE or alternatively, the MC gateway client has performed a selection by internal criteria.

NOTE: The internal criteria are outside the scope of the present document.

****

**Figure 11.5.1.2.3-1: Connection authorisation with an MC gateway UE**

1. The MC gateway client requests connection authorization with the MC gateway UE. The MC gateway client provides the GW MC service ID.

2. The MC gateway UE checks whether the provided GW MC service ID allows to use this MC gateway UE to access the MC system. The MC gateway UE may also check whether sufficient resources are available or if any other local criteria are met.

NOTE: Further information to the MC gateway UE selection is in Annex D.

3. The MC gateway UE sends the connection authorization response, containing the result of the connection authorization check, back to the MC gateway client.

After successful connection with the MC gateway UE, the MC clients have access to the MC server and may continue with user authentication and service authorization.

If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.

11.5.1.3 Void

|  |  |  |
| --- | --- | --- |
|  |  |  |
|  |  |  |
|  |

|  |  |  |
| --- | --- | --- |
|  |  |  |
|  |  |  |
|  |  |  |

\* \* \* \* Next change \* \* \* \*

11.5.4 Disconnection mechanism

11.5.4.1 General

A connection using an MC gateway UE by the corresponding MC gateway client can be cancelled over time or re-established using same or another MC gateway UE. The connection/disconnection mechanism allows the MC gateway client to disconnect the use of the corresponding MC gateway UE considering the various MC client hosting scenarios.

Under certain circumstances, the connection with the corresponding MC gateway UE can change or has to be adjusted. The various reasons are detailed in the informative Annex D. For this purpose, the MC gateway UE can send a notification to the corresponding MC gateway client hosted on a non-3GPP device.

The disconnection is only applied to non-3GPP devices which can host an MC client.

11.5.4.2 Disconnection for non-3GPP devices that host an MC client

11.5.4.2.1 General

The clause is applied to non-3GPP devices which can host an MC client.

11.5.4.2.2 Information flows

11.5.4.2.2.1 Disconnection request

Table 11.5.4.2.2.1-1 describes the information flow disconnection request sent from the MC client, which resides on a non-3GPP device, to the MC gateway UE.

**Table 11.5.4.2.2.1-1: Disconnection request**

|  |  |  |
| --- | --- | --- |
| **Information element** | **Status** | **Description** |
| GW MC service ID | M | The GW MC service ID of the requesting MC service user. |

11.5.4.2.2.2 Disconnection response

Table 11.5.4.2.2.2-1 describes the information flow disconnection response sent from the MC gateway UE to the MC client residing on a non-3GPP device.

**Table 11.5.1.2.2.2-1: Disconnection response**

|  |  |  |
| --- | --- | --- |
| **Information element** | **Status** | **Description** |
| GW MC service ID | M | The GW MC service ID of the requesting MC service user. |
| Response | M | Result of the disconnection request. |

11.5.4.2.2.3 Connection status notification

Table 11.5.4.2.2.3-1 describes the information flow connection status notification sent from the MC gateway UE to the MC client, which resides on a non-3GPP device.

**Table 11.5.4.2.2.3-1: Connection status notification**

|  |  |  |
| --- | --- | --- |
| **Information element** | **Status** | **Description** |
| GW MC service ID | M | The GW MC service ID of the associated MC client. (see NOTE 1) |
| Status information | M | This information element provides connection status. (see NOTE 2). |
| NOTE 1: The GW MC service ID indicates for which MC service the connection is to be disconnected.NOTE 2: Information about the connection status are further detailed in Annex D.  |

11.5.4.2.3 Disconnection procedure

The procedure for disconnection via an MC gateway UE towards an MC server is shown in figure 11.5.4.2.3-1.

Pre-conditions

- The MC service user has an authorized connection via an MC gateway UE to an MC server.

- The MC clients have no communication ongoing, e.g. group communication.

- The MC gateway client service user on a non-3GPP device wishes to disconnect the authorized connection.

****

**Figure 11.5.4.2.3-1: Disconnection with an MC gateway UE**

1. The MC gateway client requests disconnection with an MC gateway UE. The MC gateway client of the MC service user provides the GW MC service ID.

2. The MC gateway UE updates MC gateway client connection status as disconnected.

3. The MC gateway UE sends the disconnection response to the MC gateway client.

11.5.4.2.4 Connection status notification

The procedure for connection status notification initiated by an MC gateway UE towards an MC gateway client is shown in figure 11.5.4.2.4-1 informs about the status of connection status that may result into a disconnection.

Pre-conditions

- The MC gateway client has an authorized connection via an MC gateway UE to an MC server.

- The MC gateway UE is no longer able to provide the requested service depending on reasons further detailed in Annex D.

****

**Figure 11.5.4.2.4-1: Connection status notification to an authorized MC gateway client**

1. The MC gateway UE wants to disconnect the connection with an MC server for the corresponding MC gateway client. The MC gateway UE sends connection status notification to the MC gateway client using the corresponding GW MC gateway ID.

2. The connection status may result that the MC gateway client wants to disconnect the connection with the MC server (see disconnection in clause 11.5.4.2.3).

11.5.4.3 Void

|  |  |  |
| --- | --- | --- |
|  |  |  |
|  |  |  |
|  |

|  |  |  |
| --- | --- | --- |
|  |  |  |
|  |  |  |
|  |  |  |

\* \* \* \* End of changes \* \* \* \*