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1
Decision/action requested

This contribution is to discuss and approve the proposals on plug&play network deployment use case.
2
References

 [1]  S5-122166 Super CR for work item Multi Vendor Plug&Play eNB connection to network
[2]  3GPP TS 32.501 V11.0.0
3
Rationale

This pCR is to describe the use case for Multi Vendor Plug and Play eNB connection to the network.
4
Detailed proposal

6.4.3
Use case Multi Vendor Plug&Play eNB connection to network
6.4.3.1
Use case Multi Vendor eNB Plug&Play Connection to network with two DHCP Server Participation
This use case describes the multi vendor eNB plug&play procedure with two DHCP server participation.
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal (*)
	Get eNodeB connected to the OAM system after eNB is physical installed.
	

	Actors and Roles (*)
	eNodeB as user
	

	Telecom resources
	The E-UTRAN network including its OAM system.
	

	Assumptions
	IP network connectivity exists between the eNodeB, DHCP server and the OAM (sub) system.
	

	Pre conditions
	The eNodeB is physically installed and physically connected to an IP network.
	

	Begins when 
	Operator powers on the eNodeB. 
	

	Step 1 (*) (M|O)
	[PP1] The eNB finds the correct VLAN to start communicating on.
[PP2] The eNB acquires the temporary IP address via public DHCP.

[PP3] The eNB acquires the IP address of SecGW, IP address of CA via public DHCP. 
[PP4] The eNB gets certification verified from CA.
[PP5] The eNB sets up temporary security tunnel to SecGW using the temporary IP address to protect the operator's transport network.

[PP6] The eNB acquires its internal IP address via private DHCP.

Notes: The eNB releases the temporary security tunnel after getting its internal IP address.
[PP7] The eNB sets up security link to SecGW using internal IP address to protect the Operator's OAM network.

Notes: The eNB releases the temporary IP address after this step.
[PP8] The eNB acquires the right OAM IP address via private DHCP.

Notes: The DHCP can provide to the eNB its corresponding OAM based on the vendor related information.
[PP9] The eNB gets connection with the OAM by using its own IP address and its corresponding OAM IP address.


	

	Ends when (*)
	Ends when all steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post Conditions
	The eNodeB is connected with its OAM system.
	

	Traceability (*)
	
	


