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3GPP Work Plan status

Percentage of completion: 
20% (previously 10%)

Estimated completion date: 
SA#59 – March 2013
Other information (WID update, Rapporteur change, etc): None

Technical Progress status

Summary of progress: 

· More business requirements agreed
· First material on security@PnP agreed

Summary of discussion:

· Basic concepts further discussed
Outstanding issues (next steps):

· Check existing agreed material for consistency to agreement that PnP is an E2E process.
· FQDN for RA/CA server, Security Gateway, Configuration Server (if used) need to be defined.

· Use cases, basic steps of PnP, data to be handled in which step, etc. need to be defined.

2
Minutes
The session was held in 2nd and 3rd quarter on 11th of October.
2.1 WI status
None

	#
	Tdoc
	Title
	Source

	1. 
	S5-122430
	Pre-SA5#85 Stand of MUPPET Super CR to 32.501
Presentation:

Changes only on cover page.
Discussion:

Ideally this should be made available directly after publication of new version of base TS.
Conclusion:

Noted.
	Nokia Siemens Networks


2.2 LS 
None
2.3 Input to Super-CR to 32.501
	#
	Tdoc
	Title
	Source

	2. 
	S5-122288
	pCR SuperCR 32.501 Add definitions and requirements 
Discussion:

Term “subscriber” in definition of credential is subscriber to security service. Reference is not very applicable here. 32.371 has already a definition for credential.

Definition of Plug and Play: Does this comprise Self-Configuration or not? Conclusion: Plug and Play is an end-to-end process and includes Self-Configuration. Other definitions may need to be adapted (e.g. in 32.501). Also the WID needs to be cross-checked.
Req-6: Too strong and misleading. Conclusion: Remove.

Req-7 seems to exclude all configuration for a PnP’ed eNB. Needs rewording.

Req-8: it should be possible to use secure protocols, but not be mandatory, so the operator can choose. Term “secure procedure” is not specific enough.
Req-9: should be more specific on the eNB connection to network case. Debate if this is an SA5 requirement and if it is a business level requirement. Conclusion: Remove.
Conclusion:

Revision in S5-122571.
	Ericsson

	3. 
	S5-122478
	Information for Plug&Play Discussion
Presentation:

Document shows how Deutsche Telekom uses PnP in its operation.
Discussion:

There is no configuration server (aka vendor mediator) on slide 15, looks more like a single vendor scenario.

Amount of data in configuration server needs to be defined, and then pros and cons can be evaluated, if the date fits into DHCP options. But DHCP option usability is not the only criterion. Also important are: Costs, future extensibility, ease of standardisation, accessability, security aspects etc.

Conclusion:

Noted.
	Deutsche Telekom

	4. 
	S5-122384
	Add eNB Plug&Play concepts and requirements 

Discussion:

Proposed change to 4.3 is a definition, so it should be in the definition section. A definition for the first part of PnP is needed, which establishes the contact to the OAM server.
Req Con-X is more on our work, i.e. an action item, but not for the PnP solution.

Req Con-Z is too restrictive, may not work if there are different OMCs from one vendor. Remove part mentioning DHCP. For the decision about the choice between DHCP, DNS, configuration server etc. contributions are needed to show their viability and pros and cons against valid criteria.

Conclusion:

Revision in S5-112521
	Huawei

	5. 
	S5-122434
	Security aspects for MUPPET 

Discussion:

Standardized FQDN for RA/CA server: Do MCC and MNC need to be provided? Answer: May be not MCC+MNC, but an operator identification is needed.
Open: Are there several CA servers? Then the FQDN would need to contain something about that..
Conclusion:

Noted.
	Nokia Siemens Networks

	6. 
	S5-122435
	Security chapter for MUPPET Super-CR 

Discussion:

4.3.2.1 okay. 4.3.2.2: “RA” instead of “CA”. 4.3.2.3: too early. 
FQDN-requirements are to be mentioned in the to-do list for the MUPPET work item.
Conclusion:

Revision in S5-122588 is approved for inclusion into super-CR.
	Nokia Siemens Networks

	7. 
	S5-122289
	pCR SuperCR 32.501 Add MvPnP Network Scenarios
Discussion:

Pico is not a 3GPP term. Remove both sentences starting with “One typical case…”
Conclusion:

Revised to S5-122587
	Ericsson

	8. 
	S5-122290
	pCR SuperCR 32.501 Add Security Gateway scenarios 

Discussion:

Need to check after re-boot which SW you have. So SW repository needs to be contacted again.

Q: How can SEG2 be contacted by eNB? A: Configuration repository contains and supplies its address.

SW and Configuration repositories belong in the DM bubble.

Bubble phase 1 looks like a second OAM system. Separating out repositories is complicating the matter.

Bubble 1 needs to be vendor agnostic, but why then repositories there. Bubble 1’s only purpose it to make contact to bubble 2 possible.

There could be different DMs for normal OAM and self-configuration.

Certificate enrollment does not need a Security Gateway. There is a self-secure protocol for that (CMP).
Conclusion:

Noted.
	Ericsson

	9. 
	S5-122291
	pCR SuperCR 32.501 Add MvPnP Use Case 

Presentation/Discussion:

Not presented/discussed due to lack of time
	Ericsson

	10. 
	S5-122383
	Add Plug&Play network deployment use case(one DHCP participation) 

Presentation/Discussion:

Not presented/discussed due to lack of time
	Huawei

	11. 
	S5-122385
	Add Plug&Play network deployment use case(two DHCP participation) 

Presentation/Discussion:

Not presented/discussed due to lack of time
	Huawei

	12. 
	S5-122431
	Concept and use case for MUPPET 

Presentation/Discussion:

Not presented/discussed due to lack of time
	Nokia Siemens Networks

	13. 
	S5-122448
	pCR Add PnP network deployment use case with DNS and DHCP 

Presentation/Discussion:

Not presented/discussed due to lack of time
	Alcatel-Lucent

	14. 
	S5-122432
	Minimum Data in eNB for MUPPET 

Discussion:

Second paragraph okay for Ericsson, third not. But: Operator identification is needed for 2nd scenario in S5-122587, where first access takes place outside operator’s own networks.
Conclusion:

Noted.
	Nokia Siemens Networks

	15. 
	S5-122433
	Need for Vendor Mediator in MUPPET 

Presentation/Discussion:

Not presented/discussed due to lack of time.
	Nokia Siemens Networks


2.4 Input to new TSs

None
2.5 Miscellaneous
None
_______________________________________________
