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5.1.3 HeNB registration with Serving HeMS (Mandatory)

The procedure for HeNB registration with Serving HeMS is described next and illustrated in Figure 5‑4.

As a pre-condition, the HeNB has discovered and establishes secure IP connectivity with the Serving HeMS. This is accomplished using appropriate Serving HeMS discovery procedure (clause 5.1.2.). 
1. Steps 1.1-1.2 allow the HeNB to establish a TR-069 session with Serving HeMS, as specified in [7]. 

1.1 
The HeNB sends to Serving HeMS an Inform request containing Device ID of the HeNB and optionally location information and/or other parameters.

1.2
Serving HeMS returns an InformResponse to accept the session.
2. Steps 2.1-2.2 allow the HeMS to provide the HeNB with the far-end IP address of the S1 interface.

2.1 Serving HeMS invokes SetParameterValues RPC method to configure the far-end IP address of the S1 interface and optional IPsec usage indicator.
2.2. The HeNB acknowledges the received S1 interface IP address and optional IPsec usage indicator using SetParameterValuesResponse RPC method. 
3. The HeNB may release the TR-069 Session between the HeNB and Serving HeMS, according to the criteria specified in [7].

4. The HeNB initiates the S1 Setup procedure (registration with MME) specified in [8].
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Figure ‎5‑4: Procedure for HeNB registration with Serving HeMS
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5.2.4       IPSec tunnel IP address change notification procedure (Conditional Mandatory)
The precondition is to configure HeNB using IPsec. If the inner IPsec tunnel IP address of the HeNB changes and HeNB is connected to HeMS via IPSec Tunnel then the HeNB shall notify the HeMS about the change of the IPSec IP address. To this end the HeNB shall establish a TR-069 session to the Serving HeMS and use the Inform method to update the IPSec tunnel IP address. The procedure is shown in Figure 5‑7 and described next.
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Figure 5‑7 IP address change notification procedure

As a pre-condition, the HeNB must be registered with the HeMS.

1. The HeNB invokes Inform RPC method as soon as possible following a change of the IPSec IP address. In the arguments of the Inform method the HeNB shall include Device ID and the new IPSec IP address of the HeNB. 

2. The HeMS acknowledges the receipt of the new IPSec IP address of the HeNB using InformResponse method.

The TR-069 session may be torn down.
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