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1
Decision/action requested

This discussion paper intends to clarify IFOM Charging work handling within SA5 charging group  
2
References

3GPP TS 22.278: "Technical Specification Group Services and System Aspects; Service requirements for the Evolved Packet System (EPS)".
3GPP TS 23.261: "Technical Specification Group Services and System Aspects; IP Flow Mobility and seamless WLAN offload; Stage 2".
3GPP TS 23.402: "Technical Specification Group Services and System Aspects; Architecture enhancements for non-3GPP accesses ".
3GPP TS 23.327: " Technical Specification Group Services and System Aspects; Mobility between 3GPP-WLAN interworking and 3GPP systems".
3GPP TS 32.251: "Telecommunication management; Charging management; Technical Packet Switched (PS) domain charging". 
3
Rationale

The “IP Flow Mobility and seamless WLAN offload” feature, as defined per TS 23.261, is applicable to both the EPS (Evolved Packet System) architecture and the I-WLAN mobility architecture. 
The following different pictures show how IFOM feature results in having different flows on different accesses in parallel for one PDN connection, considering the different architectures.

Only the non-roaming cases are described for simplifying the discussion. 
1. IFOM applicability to EPS architecture (TS 23.402)  
In the context of EPS, WLAN access may be a “Trusted non-3GPP IP access” or “Untrusted non-3GPP IP access” within the EPS architecture (TS 23.402). The following picture shows an example of IP flows distributed between the 3GPP access and the “Trusted Non-3GPP IP access”.  
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Figure 1: UE connected simultaneously to 3GPP access and WLAN access (S2a) within EPS architecture
Alternatively, when WLAN access is an “Untrusted non-3GPP IP access”, IP Flows are routed through ePDG (S2b) in EPS. 
How Charging is expected to be evolved for considering IFOM in EPS architecture?
The EPS charging is currently specified in TS 32.251, and following evolutions are expected due to IFOM:

· Charging for 3GPP access (from PGW).

· Charging for “Trusted non-3GPP IP access” and “Untrusted non-3GPP IP access (ePDG)” from PGW.
2. IFOM applicability to I-WLAN mobility architecture (TS 23.327)  
In the context of I-WLAN mobility architecture, WLAN is accessed through PDG. The following picture shows an example of IP flows distributed between the 3GPP access and the WLAN access.   
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Figure 2: UE connected simultaneously to 3GPP access and WLAN access within I-WLAN Mobility architecture

How Charging is expected to be evolved for considering IFOM in I-WLAN Mobility architecture?

The I-WLAN mobility charging is currently under the scope of SA5 Rel-10 WID “eIWLAN-mob” (UID 440063), which will likely have dependency with CT4 (for H2 evolution) group. 

Charging impact due to IFOM introduction needs to be considered within the charging architecture defined from this “eIWLAN-mob” WID. Therefore, additional charging requirements, although not identified yet, are potentially expected towards CT4 and possibly CT3 (potential Gi impact) work. 
4
Discussion
SA5 charging group is requested to provide feedback on the different guidelines provided by the description above, for proceeding IFOM Charging work, and, on potential prioritization between items when they can be considered independently from the others.
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