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1
Progress status

Percentage of completion (Rel-yy WTyy):
100% (was previously 92%)
Summary of progress: 
32.372 and 32.373 will be sent to next SA for approval.
Deliveries:
TS 32.372, 32.373
Outstanding issues: 

Request to SA5/SWG:

2
Output to SA5 Plenary
SA5 Approval requested for: 
CR / WID / TS/TR to go for SA Approval / Information or LS_out 
(in incremental order)
NOTE:
LS_out inside 3GPP can be approved and sent out at SWG level; however the handing of all LS-in/LS_out dealt with by the RG needs to be reported here
	Tdoc
	Title
	Source
	Doc-type

	S5-070326
	TS draft 32.372.doc
	SWGC
	TS

	S5-070327
	TS draft 32.373.doc
	SWGC
	TS


NOTE:
From here onwards it is NOT for SA5 Plenary attention

3
Minutes

The <WT50> session was held on Jan 25 Q2.
	Tdoc
	Title/Discussion/Conclusion
	Source 

	S5-070144
	Comments on Security IRP CORBA SS
Huawei: is there copyright problem to copy/quote a lot of paragraphs from OMG spec?

MCC: usually we use reference as referred spec may evolve.

Conclusion: the new annex C will be inserted TS draft. Annex B.4 will refer to C.5.

The updated TS draft 32.373 will be sent SA for approval.
	Ericsson

	S5-070279
	SecurityHandshaking
Huawei: proposal about activity log is partial acceptable, but not including the point to log authentication parameters.

Ericsson: question about the term authentication identifier, if credential includes authentication identifier

Huawei: credential includes authentication identifier and accessor identifier.

Huawei: the proposed get security profile will help hacker to attack the system.

Lucent: the operation carries information useless to IRPManager.

Ericsson: it shall not be standardized.

Conclusion: the updated changes to activity log part will be merged into TS draft.

The updated TS draft 32.372 will be sent SA for approval.
	Siemens Networks

	S5-070299
	ZTE Proposal on Non-repudiation security requirement
Huawei: it is not right that file integrity service can satisfy non-repudiation requirement.

Ericsson: we agree it is not necessary in rel-6, need to discuss it in rel-7.

Huawei: this WT has no intention to change requirement, only to complete IS and SS.

Conclusion: the proposal to remove last bulletin in service-requirement matrix is accepted.
	ZTE


4
Action items

	Item
	Description
	Release
	Owner
	Status 
	Target 

	43.1
	Nortel will work with Huawei on the wording problems of S5-056542
	7
	Nortel, Huawei
	Closed
	#44

	44.1
	Huawei initiates email discussion on XML signature transfer mode
	7
	Huawei
	Closed
	#45

	44.2
	Huawei initiates email discussion to confirm proposed solution spec’s architecture is accepted.
	7
	Huawei
	Closed
	#45

	45.1
	Rapporteur initiates email discussion on IS draft section 7.2
	7
	Rapporteur

Nortel
	Closed
	#46

	45.2
	Delegates are requested to check details of IS and CORBA solution draft and raise detailed comments on March 13th.
	7
	All
	Closed
	#46

	46.1
	contribution needs to provided to address that VPN with some special configuration can secure IRP on application layer;
	7
	Ericsson
	Closed
	#47

	46.2
	The architecture of IS spec draft needs to be updated so that each Security Service contains corresponding Security Attributes and exchanging interface..
	7
	Ericsson
	Open
	#47

	46.3
	CORBA security conformance level 0 needs to be reflected in the recommended authentication mechanism list.

The recommended authentication mechanism list is to be moved in CORBA solution spec.
	7
	Ericsson
	Closed
	#47

	46.4
	Email discussion is to be initiated on detached/enveloped/enveloping mode of W3C signature.
	7
	Huawei
	Closed
	#47

	46.5
	Contribution is to be provided to address that IRPAgent will only support one of the 2 alternative CORBA solutions, IRPManager will support both. CORBA security is the OMG standardized, and interceptor is 3GPP defined.
	7
	Motorola
	Closed
	#47

	47.1
	Merge Ericsson’s previous contribution with 32.37x drafts
	7
	Ericsson
	Closed
	#48

	48.1
	Lucent will submit contribution on SSH security solution.
	7
	Lucent
	Closed
	#49

	48.2
	Lucent will submit contribution on replacement of existing OMG CORBA security service.
	7
	Lucent
	Closed
	#49

	48.3
	Rapporteur will initiate email discussion on MOTO’s proposal on IRPManager and IRPAgent’s support of proposed security solution.

	7
	Rapporteur
	Closed
	#49

	49.1
	RG will check the final TS draft 32.372, 373, and 375, and send out the update proposals/comments by Sept 30th.
	7
	All
	Closed
	#50

	50.1
	Siemens will submit contributions on both IS and Security solution to introduce a handshaking mechanism for mgr and agt to negotiating authentication mechanism.
	7
	Siemens
	Closed
	#51

	50.2
	Ericsson will update CORBA solution TS draft, and submit the contribution to next meeting #51.
	7
	Ericsson
	Closed
	#51


5
Participant list

	Attendee name
	Company

	Yangli (rapporteur)
	Huawei

	Edwin Tse
	Ericsson

	Zhangkai
	ZTE

	Clemens Suebaum
	Siemens

	Wang enxi
	Nokia

	Jean Duguay
	Nortel

	Per Elmdahl
	Ericsson

	Thomas Tovinger
	Ericsson

	Ajay Singh
	Lucent
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