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Introduction









1
Scope



This document forms part of TIPHON Release 4 and provides an overview and introduction to Service and Network management.



The document establishes and defines the management principles and high-level requirements for the management of TIPHON Services and Networks.


In particular, the present document identifies:



· an overview of the management architecture, including the interactions between the Management Plane and the TIPHON Application Plane and TIPHON Transport Plane.



· the end to end processes required to support the management (e.g. provision, maintenance and billing) of TIPHON service capabilities. Including the management model required to support the interactions necessary to ensure inter-operability between Customers, Service Providers (including Value Add Service Providers), Network Providers and Trusted Third Parties etc.



· high level management requirements 



· managed resource model(s) (i.e. candidate manageable entities (i.e. resources that can be controlled and/or monitored, within the TIPHON architectural model).



This document is intended to provide a framework for the further development of TIPHON Management specifications as well as Management products based on those requirements. This document can be seen as a framework for the development of all other Technical Specification addressing the management of TIPHON. 



ETSI TR 101 835 [x] provides details of the steps involved in a TIPHON release.



2
References



The following documents contain provisions that, through reference in this text, constitute provisions of the present document.



· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.



· For a specific reference, subsequent revisions do not apply.



· For a non-specific reference, subsequent revisions do apply.



· A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.



Editors Note - from TR101 303 v1.1.2


[1]
ITU-T Recommendation M.3010: "Principles for a Telecommunications management network".



[2]
ETSI TR 101 307: "Telecommunications and Internet Protocol Harmonization Over Networks (TIPHON); Requirements for service interoperability; Phase 2".



[3]
ITU-T Recommendation M.3020: "TMN Interface Specification Methodology".



[4]
ITU-T Recommendation M.3013: "Considerations for a telecommunications management network".



[5]
ETSI TS 101 314: "Telecommunications and Internet Protocol Harmonization Over Networks (TIPHON); Network architecture and reference configurations; TIPHON Release 2".Update reference


[6]
TS 101 329-3: "Telecommunications and Internet Protocol Harmonization Over Networks (TIPHON) Release 3; End-to-End Quality of Service in TIPHON Systems; Part 3: Signalling and Control of end-to-end Quality of Service.


[7]
TR101 303 – “TIPHON Release 3; Service and Network Management Framework; Overview and Introduction”


Editors Note: to be updated


3
Definitions, symbols and abbreviations



Delete from the above heading those words which are not applicable.



3.1
Definitions



EDITOR’S NOTE: These definitions need aligning with other TIPHON Release documents. 



Clause numbering depends on applicability. Defined terms should be ordered alphabetically.



For the purposes of the present document, the following terms and definitions apply.



administrative domain: network controlled by a single operator (it encompasses both network and management domains) Editors Note - from TR101 303 v1.1.2


management domain: collection of one or more management systems, and zero or more managed systems and management sub domains that is administered by a single operator Editors Note - from TR101 303 v1.1.2


3.2
Abbreviations



Clause numbering depends on applicability. Abbreviations should be ordered alphabetically.



Editors Note - from TR101 303 v1.1.2



BML
Business Management Layer



CMIP
Common Management Information Protocol



CMISE
Common Management Information Service Element



EML
Element Management Layer



IP
Internet Protocol



NE
Network Element



NML
Network Management Layer



OMG
Object Management Group



QoS
Quality of Service



SCN
Switched Circuit Networks



SML
Service Management Layer



TNM
Tiphon Network Management



UML
Unified Modelling Language



4 Network and Service Management Overview



4.1 Management Principles



Telecommunications management comprises such activities as the Planning, Installation, Sales, Provision, Maintenance, Charging/Billing and Customer Query/Control of telecommunication services and networks. These are often encapsulated in the term FCAPS (Fault, Configuration, Accounting, Performance and Security).


The general principles of Telecommunications Management are contained in ITU-T Recommendation M.3010 (Principles for a Telecommunications Management Network). 



A telecommunications management network provides a set of capabilities that allow for the exchange and processing of management information to assist Service Providers and Network Operators etc. in conducting their business efficiently. 



Telecommunications Management is conceptually a separate network that interfaces a telecommunications network at several different points to send/receive information to/from it and to control its operations. However, a Telecommunication management network may use parts of the telecommunications network to provide its communications.



4.2 Network and Service Management Architecture



The Architecture(s) for Telecommunications Management are contained in ITU-T Recommendation M.3010 (Principles for a Telecommunications Management Network).



Three basic aspects are included in the TMN architecture. 


These are:



–
the TMN functional architecture;



–
the TMN information architecture; and



–
the TMN physical architecture.



The TMN functional architecture describes the appropriate distribution of functionality within the TMN, appropriate in the sense of allowing for the creation of function blocks from which a TMN of any complexity can be implemented. The definition of function blocks and reference points between them leads to the requirements for the TMN-recommended interface specifications. Figure 4.1 illustrates the functions and reference points in the functional Architecture.



The TMN information architecture is based on standardised open management paradigms that support the standardised modelling of the information to be communicated. TMN standardisation activities will not develop a specific management paradigm but build upon industry recognised solutions, focusing primarily on object-oriented techniques. Specific management  paradigms may be used in TMN standards when judged to be adequate.



The TMN physical architecture describes interfaces that can actually be implemented and examples of physical components that make up the TMN.



4.2.1 Functional Architecture
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Figure 1
The TMN Functional Architecture



Within the functional (logical) architecture Telecommunications Management can be divided into a number of layers of management, these are Element Management, Network Management, Service Management and Business Management (Figure 4.2).
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Figure 2 Management Layers 



This document addresses the Network and Service Management layers.



The Network management layer provides, as an objective, a technology independent view to the service management layer. 



The network management layer has the following five principal roles:



1) The control and coordination of the network view of all network elements within its scope or domain.



2) The provision, cessation or modification of network capabilities for the support of service to customers.



3) The maintenance of network capabilities.



4) Maintaining statistical, log and other data about the network and interact with the service manager layer on performance, usage, availability, etc. "



The Service management layer is concerned with, and responsible for, the contractual aspects of services that are being provided to customers or available to potential new customers. Some of the main functions of this layer are service order handling, complaint handling and invoicing. 



The service management layer has the following four principal roles: 



1) customer facing (NOTE 1) and interfacing with other PTOs/RPOAs;



2) interaction with service providers;



3) maintaining statistical data (e.g. QOS);



4) interaction between services.



NOTE 1 - Customer facing provides the basic point of contact with customers for all service transactions including provision/cessation of service, accounts, QOS, fault reporting, etc."



4.3 Network and Service Management Processes



Within the TMN Recommendations, management activities are grouped into Management Services. These Management Services are described from the user's viewpoint. Each Management Service addresses an area of management activity that provides for the support of an aspect of OAM&P of a telecommunication network.



The management services are used as a mechanism to capture the management requirements and document them in a uniform way. The management services are described in the M.3200 series of Recommendations.



TMN management functions are used by the TMN management service to implement their functionality. TMN management functions are the collection of the functional requirements for the TMN interface specifications. These functions are also described from the user's perspective and are protocol independent. The management functions are collected together in Recommendation M.3400.



The TeleManagement Forum built upon the work of the ITU and produced the Telecommunications Operations Map (TOM). This has now been extended to produce the eTOM, the  enhanced TOM.



The Telecom Operations Map is the common framework for telecommunications operations process and the guide for all other work within TM Forum. It builds upon the Management Services and Management Functions developed by the ITU and provides the common language and framework for supporting implementation of end-to-end telecommunications operations automation.



The TOM consists of a number of component parts.



Editors Note Do we need to list the  component parts? (*E.g.Business Reference Model )


The TM Forum have developed a Business Reference Model that shows the relevant business relationships:



· Between Service Customers and Service Providers;



· Between and among Service Providers and;



· Between Service Providers and equipment, providing the network infrastructure.
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Figure 3 Business Reference Model



The Business Reference Model (Figure 4.3) illustrates the principal points of contact between service providers and their customers/suppliers.



Business Process Model 



Building upon the above Reference Model, the TM Forum have defined a Business Process Model (BPM). This provides some level of agreement between the parties identified above in terms of their views of the business process they support and the information they consume and generate as a result of the operation of these business processes.  The BPM developed by the TM Forum covers both Services Management and Network Management business processes – as shown in the figure below.
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Figure 4 Business Process Model



Flow Through Processes



The BPM described above provides an extremely good framework for agreement upon business process interactions and associated information flows between the players identified earlier in the Business Reference Model.  However, in today’s communications market place there is increased need to support the end-to-end automation of business processes within the Service Provider environment.  In addition a greater awareness of the way in which individual business processes interact (or flow through) can assist in the plug and play of system components (which may be supplied by third party provides).  In order to support this industry need, TM Forum has further refined the BPM into three fundamental Flow Through Business Processes.  These support the telecom services of:



· Service Fulfilment



· Service Assurance, and 



· Billing



A representation of these Flow Through business processes and the relationships to the processes in the TM Forum’s BPM is shown in the figure below.
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Figure 5 – Flow Through Business Processes



However none of the above approaches fully address the interactions between domains (e.g. Service Providers (SP) to SP). This is now being addressed in the TeleManagement Forum, 3GPP SA5 and other fora.



5 Relationship between Service and Network Management and the Tiphon Architecture



Editors Note - Reorder section 5 to make it flow better



5.1 General 



As has been stated in section 4.1, Telecommunications Management is conceptually a separate network that interfaces a telecommunications network at several different points to send/receive information to/from it and to control its operations. Thus, in order to provide management support to a TIPHON environment, it will be necessary to identify the manageable aspects of the TIPHON architecture. This section identifies the relationship between the management and TIPHON Architectures and further identifies the business roles needed to support TIPHON.


5.2
Relationship to Tiphon Application and Transport Plane 



Editors Note - text from TR101 303 v1.1.2



The TIPHON network architecture and reference configurations specification] identifies 4 functional planes. The Management plane contains the service and network management functionality as defined in ITU-T M.3000 Recommendations. 
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Figure 6: Tiphon Planes



5.3
Relationship to Tiphon Functional layers



The information flows represented by the A reference points in figure 7 are aligned with the reference points shown in figure 8. The content of the information flows exchanged at each reference point depends on the primitives within the functional layers.



Editors note – Is this in the correct place or do we need to introduce the reference points first?
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Figure 7: TNM Reference Points



Relationship between TNM and Tiphon functional entities



Editors Note - from TR101 303 v1.1.2
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Figure 8: TNM packages
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Figure 9: TNM package decomposition



Worked example for the service functional layer



The Functional Entity Package contains:



-
those generic objects of Service Functional Layer. These generic managed objects may relate to the state of the functional entity, the current functions started, etc.;



-
the atomic functional packages derived from the atomic functions defined within the Service Functional Layer. In particular, the atomic Service Profile Functional Package will contain the objects of the service profile atomic function. One of those objects may be related to registration information.



Relationship between TNM and tiphon service capabilities



A Service Application comprises of both service capabilities and a collection of managed objects. Service Capabilities and managed objects are combined in the definition of Service Applications, which inherit their functionality and attributes.



The managed objects are derived from the service capability attributes. The process of derivation is realized by identifying the information required for the FCAPS processes.
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Figure 10: Service application and managed objects relationship



Management layers, ownership domains and management interfaces



In the TMN model, the design of management domains allows the partitioning of systems or element management into manageable subsets. A collection of similar managed objects is named a management domain. In the present document two additional types of domain are used. TIPHON defines 3 network domains, which correspond to: SCN Plane, TIPHON Application Plane and the TIPHON Transport Plane. We also define Ownership domains, which separate the operations of one service provider from the operations of another.



Figure 11 shows the management information flows between the management domains and their interfaces. These flows require mapping with the TIPHON network architecture to add the network management requirements to the existing reference points as defined in the TS 101 314 



For TIPHON release 4, the network management framework shall support the service capabilities and higher order of service application as defined in TS 101 314[update reference].
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Figure 11: Management domains and interfaces



The TMN management requirements and functions defined in the present document are applicable to the TIPHON planes (TIPHON Application Plane, TIPHON Transport Plane). Information flows are defined to exist between TMN management domains (layers) and between ownership domains. 



The Tiphon Network Management framework focuses on the A reference points shown in figure 8 which represent the information flows between the Management Plane and the TIPHON Application Plane and TIPHON Transport Plane. It is not the intent of this framework to prescribe a network management architecture within the Management Plane as the TIPHON management framework has adopted the TMN model to provide such an architecture. However in order to support the service capabilities defined for service applications (simple call for release 4), it will be necessary to visit the interfaces defined above. 



NOTE:
The information flows between the network element manager and the network element is out of scope of Tiphon release 3. It may be based on an open or a proprietary interface.



5.4 Relationship to Tiphon reference configuration


Functions within the management plane will have interactions with the functions within the TIPHON application and transport planes.
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Figure 12: General reference configuration.



Editors Note: This figure needs to be amended to show more than accounting in the management plane, also more text may be needed to describe relationships. 


This TS addresses specifically the service and Network management layers of the management plane. In addition to interactions with the TIPHON planes, these layers will interact with Management layers in other administrative domains. 


The key management relationships for TIPHON release 4 will be those between the Network management Layer and the Element Management layer, and those between Management domains.


Figure 13 illustrates these relationships.
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Figure 13 Relationship between management layers and TIPHON Planes



5.5 The Management Plane to Management Plane



Editors Note: This section will describe the need for co-operation between management domains and introduce the Management Business Role Model.



5.5.1
Management Role Model



Editors Note
New section added.


In order to better understand the relationships between management activities, a number of Management Roles have been identified. A Role is defined by a set of properties or attributes that describe the capabilities of an entity that can be performed on behalf of other Role(s). An activity is performed by an Actor. Each Actor can play many Roles.


Candidate Management Roles



Customer



User



Retailer



Trusted Third Party



Content Provider



Clearing House



Application Provider



Value Added Service Provider



Integrating Service Provider



Homer Service Provider



Visited Service Provider



Transit Service Provider



Terminating Service Provider



Customer Service Provider



Access Network Operator



Transit Network Operator



Customers Network Operator



Editors Note.
The following figure is an example using the proposed Management Business Roles (See analysis contained in Appendix 3).


Editors Note.
Is a clearing house a role or just the description of an organisation proving a number of roles?.


Figure 14
Example of Tiphon Expanded Business Roles
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6
Comparison of Management Methodology and TIPHON Project method



Management methodology



The Management Methodology is described in ITU-T Recommendation M.3020 (TMN interface specification methodology). The TMN interface specification methodology UTRAD (Unified TMN Requirements, Analysis and Design) describes the process to derive interface specifications based on user requirements, analysis and design (RAD).  These 3 steps are generally equivalent to the 3 Stage method used by the ITU-T for ISDN Recommendations (I.130, I.140, I.210).



The M.3020 requirements phase is intended to be understandable to subject matter experts and protocol neutral. Using UML Use Cases aspects such as security policy, scope of the problem domain in terms of the applications, resources, and roles assumed by the resources are captured. The requirements specify roles, responsibilities, and the relationships between the constituent entities for the problem space. 



In the analysis phase the requirements are used to identify the interacting entities, their properties and the relationships among them. This allows the interfaces offered by the entities to be defined.  These entities, in the UML notation, become classes. The class descriptions along with the interfaces exposed should be traceable to the requirements. The relationship between the classes, defined in the analysis phase, and the classes in the design phase is not necessarily one to one.



The analysis phase is independent of design constraints. The information specified in the analysis phase includes class descriptions, data definitions, class relationships, interaction diagrams, message sequence diagrams, state transition diagrams and activity diagrams. The class definitions include specification of operations, signal (asynchronous stimulus such as receipt of operations, events and exceptions), attributes and behaviour captured as notes or textual description.



In the design phase an implementable interoperable interface specification is produced. This will involve the selection of a target specification language. The design phase specifications are dependent on the specific network management paradigm chosen.



Comparison with TIPHON Project Method



The TIPHON project method (TR101 835) extends the scope of the ITU-T 3 Stage approach to include explicit testing (Step E), mapping (Step D) and pre-requirements studies (Step A). The steps are, and their deliverables are:



· Step A
Release definition- Deliverables are the Release definition and plan


· Step B
Capabilities and Requirements - Deliverables are the Service Capability and Service Independent Requirements  Definitions



· Step C
Reference Architecture  - Deliverables are the Functional Architecture and Information Flow/Reference Point Definitions


· Step D
Implementation Framework - Deliverables are the Protocol Framework, Interface Protocol requirements, Management Framework Management Process requirements Definitions


· Step E
Technology Mapping and Verification - Deliverables are the Technology mappings, Compliance Specifications (Protocol Implementation, Technology and Security)


The TIPHON method’s steps map closely to the stages in the ITU-T management methodology (Requirements to Step B, Analysis to Step C and D, and Design to Step E.



			TIPHON Step


			Output


			Management Stage


			Output





			Step A


			Release definition and plan


			


			





			Step B


			Service Capability
 Service Independent Requirements 






			Requirements


			Business level requirements
Specification level requirements
(Requirements Roles, and Resources)





			Step C


			Functional Architecture
Information Flow
Reference Points


			Analysis


			Information Flows
Class Diagrams





			Step D


			Protocol Framework, Interface Protocol requirements, 
Management Framework Management Process requirements


			


			





			Step E


			Technology mappings, Compliance Specifications (Protocol Implementation, Technology and Security


			Design


			Protocol specific information models
Conformance statements








7.
High Level Requirements and Assumptions


7.1
General Requirements



7.1.1
Network and Service Management Framework



Editors Note - from TR101 303 v1.1.2


The architecture and functional decomposition of TIPHON Service and Network Management shall be based on ITU-T Recommendation M.3010 [ ] and M.3013 [ ]. The interface definition methodology for TIPHON management systems shall be based upon ITU-T Recommendations M.3020 [ ].






The TNM framework shall include:



-
the TMN layers;



-
FCAPS processes (Fault, Configuration, Accounting, Performance, Security);



· the definition of information flows between layers, functions and domains;



Editors note - should we concentrate on interdomain?



-
the use of a formal methodology for modelling of the management information based upon the OMG's Unified Modelling Language (UML). Editors note, this is part of M.3020


The TNM framework shall also include:



-
the definition of information interfaces between TIPHON systems and management systems;



-
the definition of Management Information Bases (MIB) based on the UML models.









The TNM will exploit wherever possible:



-
the business and service processes as defined by the TeleManagement Forum (TMF);



-
the management communication protocols and information bases already defined by IETF and ITU-T.



7.2 General Assumptions


New text


1. Communication between different organisations (i.e. Roles performed different organisations) will follow standard business (e.g. e-business) process. TIPHON will not specify contractual aspects, it will only identify the key information to be transferred to support TIPHON networks and services.



2.
Not all the reference points (relationships) identified in Section 5.3 will be standardised.



3.
The key relationships that need to be studied are the interfaces which capture the relationships between the following roles:



· Retailer to Home SP (or Integrating SP - Home SP) - Issue should these be the same?


· Home SP to Home NO



· Home SP and NO to Network Element Manager(s) 



4.
Interfaces between Element Managers and Network Elements will not be the subject of standardisation within TIPHON. TIPHON may however identify requirements for these interfaces. These interfaces may be proprietary or standardised in other bodies (e.g. IETF, ATM Forum, ITU etc). In all cases it is expected that these interfaces will be open (i.e. publicly available).


7.3
Scenarios



Note:
This could be a holding place for part developed Stage 1 and 2 stuff until a separate TS can be developed.



Note:
This section could also be moved to an informative Annex.



Note:
Possible areas for initial study are:



· Service/User Profile/Subscription management



· Routing/Configuration management in support of QoS



· Emergency Telecoms Service



· (any other suggestions?)



7.3.1
Subscription Management


The information contained in the TIPHON User Profile has been identified, as part of STF 197 and was contained in 27wgTD028 and has been updated in 28wgTD062 and TD082.



Part of this profile will be provided by the Service Provider and the Customer, other info will come from the Network.



The following list provides an initial proposal of the information, in a TIPHON Subscription profile (e.g. management view of a User Profile).



· General Subscription Information



· Unique Customer ID



· Customer Name



· Contact address (e.g. terminal location for fixed terminal)


· User Network Interface ID 


· Billing address



· Priority



· Public/Private Ids



· Capability description



· Registration



· Simple Call



· Number portability


· Roaming Capabilities (Yes/No, where allowed)


· Addressing (including address allocation and translation)



· Billing/Accounting data


· Terminal Capabilities



· Network capabilities


· User preferences



· Subscribed services



· Authorised services



· Service availability



· QoS profile



· Service Class (QoS profile)



· Alerting preferences (ring tone type – part of R4)



· Parameters



· Domain/network ID



· Routing Information



· Forwarding number



· New address/destination number (for number portability)



· Authentication info (provided in e.g. Register message; service request to SpoA)



· Security information (Keys etc)



· Duration of Registration



· Duration of Service availability



· Home service provider/Domain ID



· Serving service provider/Domain ID



· Home Registrar ID



· Serving Registrar ID



· Home SpoA ID



· Serving SpoA ID


· Media and service proxy IdsCapabilities


· Service Profiles



· CLI conveyance 
Y/N



· COLP 

Y/N



· Call FWD  
Y/N 



· Type: 



· Unconditional: All Calls



· No Reply: All Calls



· Not Available: All Calls



· Busy: All Calls



· Selective: certain numbers – list



· Call deflection: on user rejected calls



· Diversion Numbers



· ICB 

Y/N



· Types:



· Selective: list of numbers



· Anonymous: Calls with ID held – CLI Restriction indicator



· Unconditional: All Calls – Do not disturb



· Over-ride: Do not Bar these numbers – List of numbers



· AoC



Y/N



· Types:



· Start of Call 

Y/N



· During Call 

Y/N



· End of Call

Y/N



· User initiated
Y/N



· Call Waiting Indication 

Y/N



· Call Queuing



Y/N



· Queue size


Y/N



· Call Hold



Y/N



· Terminal Portability


Y/N



· Message waiting


Y/N



· Call Transfer



Y/N



· 3 Party Conference Calls

Y/N



· Reminder/ Alarm Call


Y/N



· Set timers


Y/N



· SMS



Y/N



· Call Completion Services

Y/N



· Types



· CCBS

Y/N



· CCNR

Y/N



· CCNA

Y/N



· Network Call-Back


Y/N



· Network Redial


Y/N



· Etc.



In the following table, which is structured as the recommended 3GPP user profile, is a first attempt at identifying ownership, Data users and data storage location.



Owners and Users can be - User, Customer, NO, SP, VASP



Data Locations (Location of master copy of the data) – Terminal, Network (home), Management System (e.g. NO or SP), VASP


			Service Profile Components


			Owner


			Users


			Location





			General information


			SP/Customer


			SP, NO, VASP


			SP





			Capability Description


			SP/Customer


			SP, NO, VASP


			??





			User Preferences


			User


			User, NO,SP, VASP


			Network





			Parameters


			SP


			SP,NO, Network, VASP


			Network





			Service Profiles


			SP


			SP,NO, Network, VASP


			Network








TIPHON Subscription Management Use case


			Name


			TIPHON Subscription Management Profile Creation





			Summary


			A customer requests a simple call service 





			Actor(s)


			Customer, Retailer, Trusted Third Party, Integrating SP, Home SP





			Pre-Conditions


			A list of all system and environment conditions that must be true before the use case can be triggered.



SLAs must exist between:



· Retailer and integrating SP



· Integrating SP and home SP



· Home SP and Access NO


· (issue SLAs with Trusted Third Party?)









			Begins When


			Subscription request received by retailer





			Description


			The various tasks that make up the use case, not necessarily in sequence



Customer and retailer negotiate service package



Retailer applies for service from  integrating Service Provider 



Integrating SP 





			Ends When


			Subscription to service 





			Exceptions


			A summary list of all exception conditions and faults detected by the use case during its operation





			Post-Conditions


			A list of all system and environmental; conditions that must be true if the use case has terminated without internal error



Customer Has service



Service Provider has customer









			Traceability


			A itemized list of all requirements exposed by this use case.








Example Business Role Model 










































Organisation









Role






Relationship



Example Business Role Model - Domestic Customer subscribes to a "Tiphon" Simple Call service



A High Street retailer sells the customer a simple call service, provided by the Service Provider (SP). This may be part of a larger package of services supplied by the integrating Service Provider or directly from the Home SP. The service is established by the Network Capabilities of the Access Network Operator. This transaction is supported by a Trusted Third Party (e.g. Credit Card Company).



Following taken from Draft 3GPP TS 32.140.



Subscription Management Assumptions



The following assumptions are made in developing the Subscription Management requirements:




Business model assumptions



1. The provider of the service package to the subscriber may be different from either the Service Provider or the Network Operator.



2. The model shall allow for retailers, service integrators and third parties that are independent of the Service Provider and the Network Operator.




Network and control assumptions



1. The invocation of a service capability in real time shall be the responsibility of the network and any associated control.



User Equipment assumptions



?????????????????????. To be added


High level requirements 




General



Subscription Management shall provide:



1. The management of the Subscription related aspects of the User Profile (Subscription Profile).



2. Support for the replication and distribution of subscriber Profile Components (fragments of the User Profile) across administrative, network and systems domains.



3. Control of the synchronisation and distribution of User Profile Components across administrative, network and systems domains



4. The capabilities required by the Customer Care Operations for the control and modification of  User Profile information;



5. The capabilities that need to be offered to Business to Business (B2B) Trading Partners, such as Value Add Service Providers;




Business Model requirements



1.  Subscription Management feature shall support the distribution of Subscription Management components across several organisations and administrative domains to support industry business model comprising, VASP, SP , NO, Retailers, Reseller, Service Integrator, etc. 



2. Subscription Management shall allow for the optional use of third parties to facilitate trading relationship between organisations.  This requirement is needed for trusted third parties but not limited to trusted third parties.




Subscription Management Requirements




Requirements on Home Network Operator



The primary area where Subscription Profile Components are stored is in the Home Network in the Home Network Registration function. This function will be used by the network for distribution and replication of this data in other entities.



1.  Subscription Management shall allow for the creating, reading, updating and deleting of Subscription Profile data in the Home Network Registration function.



2. Subscription Management shall support the data structures and organisation described in TS xxxxxx (User Profile/Service Profile). 




Requirements for support of the User Profile



1. The interaction between the Subscription Management processes and other process acting on common Components of the User Profile and the Subscription Profile shall be defined.



2. Subscription Management shall support User Profile requirements, including User Profile constraints on the common Components. E.g. a single logical User Profile per user.



3. Subscription Management shall not place restrictions on the allocation of ownership /stewardship of Components of the User Profile that are not common with the Subscription Profile.



4. Subscription Management shall be able to control the ownership of Components common to the User Profile and the Subscription Profile.




Requirements on Terminal Equipment 



1. ?????



Editors Note: Further study is required to determine if Subscription Management has requirements on the Terminal Equipment.  E.g. download of service/subscription data on replacement of a lost/damaged terminal.




Requirements on Home Network 



1. Subscription Management shall manage Subscription Profile Components within the home network.



2. Subscription Profile Components will be needed for:



a) Data related to subscription identification and numbering. E.g. Private Identity, Public Identity, Registration Status,



b) Data related to Roaming



c) Data related to Authentication and ciphering



d) Data related to SPOA selection information



e) Data related to Applications and Service Triggers




Requirements on Authentication



.Subscription Management shall be able to create, read, modify and delete data about a User in an Authentication system. 



Process requirements



1
Modifications by the Subscription Management to Subscription Profile Components shall be recorded in an historical log.



2
Subscription Management shall provide a process to support a subscriber wishing to check their Subscription Configuration. 



3
Authentication of a subscriber shall be provided to prevent anyone other than the subscriber or an authorised person from gaining access to their Subscription Profile.



4
It shall be possible to replicate and distribute the Subscription Profile Components following rules established and defined by Subscription Management Feature.




Interfaces



1. Interfaces supporting relationships between organisations shall use mainstream e-commerce technology methods.



2. For Business to Business interfaces preference shall be given to the use of ebXML based e-commerce solutions.????????????????????




Business Aspects and Integration



1. Interfaces between trading partners shall meet the commercial and legal standards required for the business to business transactions.



2. Interfaces between Subscription Management components within an organisation shall use industry standard solutions (e.g. CORBA, CMIP, OSSJ, SNMP).




Security



1. Secure mechanisms shall be available for the transfer of Subscription Profile Components to, from or between authorised entities.  



2. Access to Subscription Profile Component shall only be permitted in an authorised and secure manner.  



3. The secure mechanisms to be applied shall be appropriate to the level of confidentiality of the data, the endpoints of the transfer and the routes that are available for the transfer of the data.  The owner of the data, normally the body storing the master copy of the data, shall be responsible for applying the appropriate level of security to the transfer of the data.



4. The secure mechanisms available to Subscription Management shall include the following:



a) Before any transfer takes place, it shall be possible for the sender of the data to verify the identity of the recipient.



b) It shall be possible for the recipient of data to identify the sender.



c) It is permissible for either the sender or recipient of data to employ the services of a third party, known to, and trusted by, both in order to provide authentication of identity.



d) The validity of an authentication of identity shall, if required, be subject to a maximum time limit.



e) It shall be possible for the sender of data to render the data to be unreadable by any party not authorised to receive it.



f) It shall be possible for the recipient of data to detect whether the sender has made any change to the data subsequent to its transmission.



g) The security mechanisms shall provide verification that the data has been sent by the sender and received by the recipient (non-repudiation).



h) It shall be possible for the sender and/or the recipient to create an audit log of all data transfer transactions of a specified type, provided that this requirement is made known before any transfer takes place.



i) Transaction security for the change of data should be available in order to ensure the consistent change of data at different locations.



Subscription management feature will need to bridge between the TIPHON network security functions and the security used in mainstream e-commerce solutions such as those in ebXML.




Privacy



Subscription Management shall fulfil local privacy regulations.


Figure is an updated draft from 3GPP, it may need further work to make it TIPHON 
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7.3.2
QoS Management



From a management perspective, a number of management processes impact the QoS offered by a TIPHON network. The key management processes are:



· Capacity Planning



· Routing Table Management



· Traffic Management



· Performance Monitoring



These management processes are required irrespective of the mechanisms used to provide QoS (e.g. network design, per call signalling)



Capacity Planning



For any network to provide any sort of guaranteed QoS, it must be designed to carry the predicted traffic load. 



Where the delivery of calls requires co-operation between networks, it will be necessary to agree, via Service Level Agreements (SLAs), the traffic that the network will be requested to carry. 



The SLA should also identify how traffic not conforming to the agreement should be handled (e.g. if the bandwidth agreed is exceeded how are additional call requests dealt with). For example the agreement could be to carry additional calls as “best efforts”, no matter the requested QoS, or maybe to connect at requested QoS at a higher cost.



The SLA could, in addition, identify the penalties if the network does not meet capacity/QoS agreements.



Possible SLA parameters:



· For each destination (or group of destinations)



· Planned volume/capacity required/paid minutes,



· For each time of day, 



· For each traffic type (Is this required or is overall bandwidth sufficient?)



· QoS level,



· Price



· Price/arrangements for excess traffic



· Compensation/arrangements for failure to meet QoS



Routing Table Management



Once the network has been dimensioned to carry the predicted traffic, the routing tables can be set up to maximise the use of the available capacity within each domain. 



Routing decisions could be based on one or more of the following:



· Destination



· Originating network (or customer)



· QoS requested



· Time of day



· Cost of routing



· Call within/outside capacity agreement



As part of routing management it will be necessary to operate some type of Access control to a domain. The purpose will be to prevent unauthorised traffic entering the network and degrading the QoS of existing calls.



Traffic Management



In order to maintain the QoS offered by the network it is necessary to manage aggregate traffic in real time, or near real time.



This requires the ability to monitor and, as a result, control the network.



Issue Need to identify parameters to monitor and controls required



Performance Monitoring



In order to provide reports to support the QoS agreements with the customers and other service providers, it will be necessary to monitor performance of the service and/or network.



This requires the ability to monitor the service and network.



Issue Need to identify parameters



Editors Note: 
In order for Network and Service management to support TIPHON QoS it will be necessary to specify aspects of the following:



Aspects of SLAs between Service Providers (East West) and between Service Providers and Network Operators (North South) – identify parameters that need to be agreed to support QoS (Capacity/QoS)



Routing Table Management – identify QoS routing parameters



Traffic Management – identify the network parameters to monitor and the controls that can be implemented.



Performance Monitoring – identify parameters to monitor



Scope of QoS Management Service


The goal is to enable a service provider to offer standardized TIPHON QoS Class on the establishment of a TIPHON ”Simple Call” from a terminal belonging to one or more customers, to one or more destinations.



It should then be the goal to maintain this guaranteed level of QoS throughout the call.



Reference Points:



· X reference point between customer (or customers agent e.g. retailer/integrating service provider) and service provider (SLA)



· X reference point between Service Providers to complete call to the destination (SLA)



· X reference point between service provider and network operator



· Q reference point from routing management to routing function



· Q reference point between traffic management and network



The TMN management services involved are:



· Customer Administration – to establish an SLA with the customer



· Network Provisioning Management  - to design and dimension the network to carry the planned traffic



· Routing and Digit Analysis Administration – to manage the routing of calls



· Traffic Management  - to maintain the performance of the network



The key interface standards required to support these activities are:



· Customer to Service Provider (X interface) – QoS Aspects of SLA



· Service Provider to Service Provider (X interface) – SLA identifying the traffic that the network will be requested to carry



· Network Management System (Q interface)  – Element management System - Routing table management



· Network Management System (Q interface) – Element management System - Traffic Management



Note:
Although requirements for the Charging and Billing aspects of QoS are identified, they are not included in the current draft of this document




Requirements




Business Level Requirements



List major requirements in text, and identify use cases with actor/role and resources. The use case should bring out high-level requirements and is distinguished from the specification requirements by not refining to lower levels. Policies related information (e.g. security, persistence) are candidates for inclusion at this level. Numbering the requirements is recommended for traceability.



1. To provide to a customer



a. Guaranteed QoS Telecommunications Services



b. to one or more standardized TIPHON QoS Class



c. to one or more destination(s)



d. at an agreed price



2. To establish SLAs between Service Providers to carry:



a. an agreed bandwidth, 



b. to an agreed QoS 



c. to one or more destinations



d. within an agreed timeslot



e. at an agreed cost



3. To Manage a routing mechanism to establish calls



a. at an agreed QoS



b. to be able to route by , cost, time of day, capacity agreements, QoS offerings



4. To manage Traffic flows (monitor and control)



a. To ensure that the Grade of Service is maintained for a traffic stream.




Actor Roles



A textual description of the actor is included here.



Customer - 



Service Provider



Network Operator




Telecommunications resources



Textual description of the relevant resources required to support the use cases are presented here.



Service Level Agreement 



Routing Table



Traffic Management Function


Performance Monitoring Function



High-Level Use Case



A high-level use case diagram is presented. In order to understand the use case by subject matter experts, they should be augmented with textual description for each use case. The description should serve two purposes: to capture the domain experts' knowledge and to validate the models in analysis and design phases with respect to the requirements. 



· .Customer to Service Provider (X interface) – QoS Aspects of SLA



· Service Provider to Service Provider (X interface) – SLA identifying the traffic that the network will be requested to carry



· Network Management System (Q interface)  – Element management System - Routing table management



· Network Management System (Q interface) – Element management System - Traffic Management


· Network Management System (Q interface) – Element management System – Performance Monitoring



Specification Level Requirements



The high-level use cases are further refined using management functions from Recommendation M.3400. Since M.3400 is not exhaustive enough to address all management services for all managed areas, it is expected that new functions will be required. The new functions should be included in the requirements as described below.



For the Customer and Service Provider to agree:



1.  the TIPHON QoS Classes (standardized in TS 102 024‑2 ) requested for the call. The TIPHON QoS Classes are identified as:



 SYMBOL 45 \f "Arial" \s 10 \h 
Class 1
Best effort;



 SYMBOL 45 \f "Arial" \s 10 \h 
Class 2A
Acceptable;



 SYMBOL 45 \f "Arial" \s 10 \h 
Class 2M
Medium;



 SYMBOL 45 \f "Arial" \s 10 \h 
Class 2H
High;



 SYMBOL 45 \f "Arial" \s 10 \h 
Class 3
Best (broadband);



2. QoS classes will be requested:



 SYMBOL 45 \f "Arial" \s 10 \h 
per call (QoS request will be contained in signalling)



· per destination (QoS specified in SLA)



· per time of day (QoS specified in SLA)



-
per customer e.g. all calls (QoS specified in SLA)



3. if the QoS cannot be achieved



-

what fallback will be provided (e.g. best efforts at lower cost)



Issue –  Is it possible to deal with QoS problems during a single call?



Issue – need to clarify how to monitor QoS ? Will this be in real time(if yes on what basis, per packet, per call, per traffic stream).Will individual call info be achieved via the Call detail Record (e.g.  can rebates etc. be safely dealt with in the Billing System based in information collected in the CDR)?.



For Service Providers to agree:



1. the Capacity to be provided



a. network ingress to egress points (or per destination)


b. per time of day (e.g. 0900 –1000)


c. Y.1541 IP Network QoS performance Class (0 – 5) (IPTD, IPDV, IPLR, IPER)


d. Cost


e. How to deal with capacity requests outside agreement (e.g. reject or carry at a higher cost)


Routing Table management



Rules for routing cost/quality/time of day etc.



Traffic Management



Parameters to be monitored, controls to be applied


Performance Monitoring



Parameters to be monitored 



Actor Roles



A list of all actors and textual description of actors not already defined in high-level requirements is included here.




Telecommunications resources



A list of all passive resources and textual description of resources not already defined in high-level requirements are presented here.




TMN management functions



Management functions identify the interactions between the different actor roles. The requirements may include one or more of the following - use cases, sequence and state charts diagrams for various functions in the problem domain and textual descriptions.




Use Cases



An example of the refinement of the high-level use case diagrams above is presented in Appendix I. The refinement is achieved by using "extend" and "include" stereotypes.



If appropriate sequence and state chart diagrams may be used.




Analysis



To be added


			Name


			TIPHON QoS Management





			Summary


			Service providers agree to provide Services to meet QoS targets 





			Actor(s)


			Service Provider, Trusted Third Party





			Pre-Conditions


			A list of all system and environment conditions that must be true before the use case can be triggered.



SLAs must exist between:




· Home SP and next SP



(issue SLAs with Clearing Houses)





			Begins When


			





			Description


			The various tasks that make up the use case, not necessarily in sequence 





			Ends When


			Service provision to QoS agreed 





			Exceptions


			A summary list of all exception conditions and faults detected by the use case during its operation





			Post-Conditions


			A list of all system and environmental; conditions that must be true if the use case has terminated without internal error





			Traceability


			A itemized list of all requirements exposed by this use case.











Example Business Role Model - Two SPs make routing/QoS agreement



A Home Service provider makes an agreement with a transit SP to carry calls towards one, or more, addresses at an agreed QoS, cost and call volume/time of day profile. Where the two SPs do not have a Service Level Agreement (SLA), this may be guaranteed via a Trusted Third Party.



7. Managed Resource Models



Editors Note:
Candidate manageable entities are added to each section below.



8.1
Service Resource Model



Candidate Manageable Entities



Tiphon Functions identified in 02009



User Service Profile Function



User Profile Function



Call Routing Function (CR)



Accounting Function



Quality of Service Policy (QoSP) Function



Terminal Registration Functional Group



Home network Functional Group



Network Functional Group



Tiphon Entities identified in 01008



Service Capabilities (e.g. Carrier pre-selection)



Calling Party



Called Party



Call (temporary logical association)



Consumer



Retailer



Service Provider



Connectivity Provider



Tiphon Entities identified in 01009



Name (e.g. E.164, ICANN)



8.2
Service Control Model



Candidate Manageable Entities 



Tiphon Functions identified in 02009



Service Control Function (SC)



Terminal Registration Function  (TREG)



Network Registration Function (SREG)



Network Registration Function (IREG)



Network Registration Function  (HREG)



Network Functional Group



Terminal Registration Functional Group



Serving Network Functional Group



Intermediate Network Functional Group



Home Network Functional Group



Other Tiphon Entities



Call Detail Record??



8.3
Call Control Model



Candidate Manageable Entities 



Tiphon Functions identified in 02009



Call Control Function (CC)



Network Functional Group



8.4
Bearer Control Model



Candidate Manageable Entities 



Tiphon Functions identified in 02009



Bearer Control Function (BC)



Aggregate Bearer Access Control Function (ABAC)



Bearer



Network Functional Group



8.5
Media Control Model



Candidate Manageable Entities 



Tiphon Functions identified in 02009



Media Control Function (MC)



Aggregate Bearer Management Function (ABM)



Gateway Functional Group



Network Functional Group



8.6
General Manageable Entities



Candidate Manageable Entities 



Domain(s)



Admin Domain



Plane (e.g. Application plane)



Functional Group



Gateway 



Network



Terminal



Note:
Once we start to develop these models it may prove more useful to combine one or more together (e.g. Service and Service control)



Section 8 Mapping to existing standards Removed as part of Working Group 3 responsibility
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			2002-2
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			2002-3


			Updated as a result of presentation to TIPHON #26





			0.1.0


			2002-4


			Proposed revision for consideration at TIPHON #27





			0.1.1


			2002-5


			Minor Editorial corrections prior to TIPHON#28





			0.2.0


			2002-6


			Output of TIPHON#28








Editors Note
The main changes in version 0.1.0 are:


In addition to new text, Proposals are made for the transfer of text from Appendix 2 (Parking Place) to the main document. 



The main changes are:



· Text from Appendix 2 is proposed for inclusion in sections 3.1 and 3.2



· New text is proposed for section 4



· Text from Appendix 2 is proposed for inclusion in sections 5.2 and 5.3



· Figure proposed for section 5.4 Relationship to Tiphon reference configuration



· New section5.5.1 "Management Business Role Model" has been added



· Editorial changes to section 6 are proposed. 



· Candidate manageable entities have been added to section 7 



· Temporary Appendix 3 added containing a comparison of Business Models.



Editors Note
The main changes in version 0.2.0 are:



· Forward replaced



· Introduction Deleted



· Section 5 updated


· Section 5.3  figure and text amended to remove references to interface A-E.



· Section 5.4 new figures added and 1 figure deleted


· Section 5.5.1 2 new roles added (clearing house and application provider)



· Section 6 Title changed to “High level requirements and Assumptions”



· New Section 6.2 “Assumptions” added



· New section 5.6 “Comparison of Management Methodology and Tiphon Project management



· New text added to 7.3 Scenarios, based on  28td052 and 053



· Appendix 1 updated


· Appendix 2 cleaned up


Appendix 1
Issues



Editors note: temporary appendix


1. Should TIPHON concentrate on interdomain management?


2. Is a clearing house a role or just the description of an organisation proving a number of roles?.


3. Possible areas for initial study are:



a) Service/User Profile/Subscription management



b) SLA components required to support QoS



c) Routing/Configuration management in support of QoS



d) Performance Monitoring (in support of QoS SLAs)



e) Emergency Telecoms Service



(any other suggestions?)



4. Do we need to identify a management document structure in this TS? And include proposed document structure from TR101 303.


5. Is it possible to deal with QoS problems during a single call?



6. There is a need to clarify how to monitor QoS ? Will this be in real time(if yes on what basis, per packet, per call, per traffic stream).Will individual call info be achieved via the Call detail Record (e.g.  can rebates etc. be safely dealt with in the Billing System based in information collected in the CDR)?.
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Fault Management



Fault management shall allow the detection and isolation of abnormal conditions affecting TIPHON services and TIPHON compliant systems. 



For the present document, it includes the following function sets: 



-
Alarm Surveillance: real-time monitoring of network element (NE) data through NE polling, notifications. This includes alarm reporting, log control, alarm correlations, and so on;


-
Fault Localization: including fault correlation & diagnostics;


-
Testing: service and network element tests, self-tests and so on.


For the present document, it does not include:



-
Fault Correction.


-
Reliability, Availability Quality Assurance: goal setting, service availability, reporting for service outage, network outage and network element outage, and so on;



-
Trouble Administration: (trouble reports generated by end users or by network elements for e.g.): trouble reporting policy, trouble information query and administration.



TIPHON compliant systems shall allow fault management in all network domains and in particular in the IP Telephony area.



Configuration Management



To be added in a later release of the Tiphon Network Management framework.



Accounting Management



To be added in a later release of the Tiphon Network Management framework.



Performance Management



Performance management shall allow the measurement, detection and correction of degrading services.



For this ETSI Tiphon release, it includes the following function sets: 



-
Metrics: call set-up & teardown related metrics, voice quality metrics (as defined in application and transport levels of TS 101 329-3 [Error! Bookmark not defined.]);



-
Communication Failures (for e.g. abnormal call termination, call degradation, criticality);



-
Multiple call degradation (e.g. systems, routing, etc.);


-
SLA monitoring.


For this ETSI Tiphon release, it does not include:



-
Hard faults;


-
Provisioning faults.


Security Management



To be added in a later release of the Tiphon Network Management framework.



Information at Management Interfaces



We recognize that service providers wish to understand how to manage both intra-domain and inter-domain services:



1)
We consider that electronic interconnection of network management systems between service providers is complex and will be considered later.



2)
Therefore inter-domain work will initially concentrate on the service information to be exchanged while the intra-domain work will concentrate on the network management information models and systems.


Exchange of information between different ownership domains (inter-domain) is important for an administration to be able to handle provisioning, trouble resolution, following the status and performance delivered services,
inter-administration accounting. 



The following requirements cover only the information to be exchanged that is additional to that which would be needed for conventional SCN based delivery, or that which becomes unusually important for IP telephony.



(The TeleManagement Forum provides much valuable guidance on management processes in SCN).



The decision on specific items for exchange between administrations is subject to bilateral/multilateral agreement during Service Design and Development. 
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DTS 01010 v0.1.3



Scope



This present document presents a requirement definition study the scope of which can be described against the Telemanagement Forum diagram, Figure 5 below.



Figure 5 Telecom Operations Model (TOM)






[image: image18.wmf]Customer



Order



Sales



Problem



Handling



Customer



QoS



Management



Invoicing/



Service



Configuration



Discounting



Service



Development



Planning/



Service



Quality



Management



Rating and



Customer Interface Management Process



Customer Care Processes



Service Development and Operations Processes



Network and Systems Management Processes



Information



Systems



Management



Processes



Collections



Service



Problem



Resolution



Handling



Network



Provisioning



Network



Planning/



Development



Network Data



Management



Network



Maintenance



& Restoration



Network



Inventory



Management



Physical Network and Information Technology



Element Management



,



 Technology Related



Service



Management



Layer



Network



Management



Layer



Element



Management



Layer



TMN Model



mapping



 



The functional areas overlaid with a green triangle are within scope of Performance Management.  Note that SLA monitoring is specifically included, whereas the billing adjustments that result from SLA performance non-compliance’s are covered in a another document in this series (see DTR1040 Framework document).



In Scope



·  Voice Quality



·  Call set-up and tear down success



·  Performance Metrics



·  SLA Monitoring


Out of Scope


·  Service Problem resolution and Network Maintenance and Restoration (See Note 1 below.)



·  Provisioning Faults



Explanatory Note: Clearly there is a close relationship between fault management and performance management.  When does a performance shortfall become an actual fault?  Is time to recover service from an outage to be considered as the ‘performance’ of the Service Provider?  However, these areas come under the general remit of Fault Management and as such are covered by a separate work item WI 1011.



 Should start:



The Scope shall not contain requirements.



References



The following documents contain provisions that, through reference in this text, constitute provisions of the present document.



· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.



· For a specific reference, subsequent revisions do not apply.



· For a non-specific reference, subsequent revisions do apply.



· A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.



[1]
DTR01004 TIPHON Requirements Definition Study: Service and Network Management Framework.



[2]




DTR01008 TIPHON Requirements Definition Study: Scope and Requirements for a simple call.



[3]




DTS05003 The signalling and control of end-to-end Quality of Service in TIPHON Systems



Definitions and abbreviations



Delete from the above heading those words which are not applicable.



Definitions



Clause numbering depends on applicability. Defined terms should be ordered alphabetically.



For the purposes of the present document, the following terms and definitions apply:



			Not Applicable.


			








Abbreviations



Clause numbering depends on applicability. Abbreviations should be ordered alphabetically.



For the purposes of the present document, the following abbreviations apply:



			NO


			Network Operator





			SP


			Service Provider





			TMF


			Telecommunications Forum





			TNM


			Telecommunications Network Management.





			UML


			The Unified Modelling Language








Service and Network Operations Dependencies



Figure 6 identifies the areas of a service providers business that rely on/depend on performance management.  This diagram is the source of the use cases listed later in this document.



Figure 6 UML Performance Management Dependencies
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In summary Service Providers & Network Operators need performance management:



·  To provide consistency of service delivery and to ensure accuracy of charging , so retaining customer loyalty



· To help predict the future needs for additional network capacity



· To know whether or not any Service Level Agreement targets are being met



· To better manage costs.  



· The only viable alternative to pro-active management of quality is implicit management of quality by building in higher levels of network redundancy and by over-provisioning network capacity.



· Failure to meet Regulator set quality targets or SLA contracted targets often results in financial penalties.



Requirements



Figure 7 shows a decomposition of Performance Management into processes.  Following this is the initial set of use case scenarios derived from Figure 6 and a set of requirements that results from one of them.



Functional Decomposition of Performance Management



Figure 7 Processes that compose Performance Management



[image: image20.wmf]Analysis



Collection



(from Network)



Outcome



Management



Performance



Determination



Design



Model



Test



Requirements



Performance



Management






 Use Case List



			Use Case


			Description


			Comments





			UC1


			A customer complains that some of his voice calls drop or become unintelligible.  He/she has no other service.


			





			UC2


			A customer complains that he/she answers a call and can hear the caller, but the caller cannot hear him/her, the called party.


			





			UC3


			A customer complains that he/she ‘hangs up’ but the call does not terminate.  (Note: No dial tone next time.   Excessive billing?)


			





			UC4


			A business customer complains that some of his voice calls drop or become unintelligible whenever he sends a large file transfer between two offices and whenever he sets up more than (say) 3 video conferences.


			





			UC5


			A performance shortfall is detected for a customer/group of customers and results in a billing adjustment (charge reduction).


			





			UC6


			An interconnected service provider disagrees with a settlement from which adjustments have been made for failure to reach SLA targets.


			





			UC7


			Marketing want to sell Voice over IP to customers at two quality levels, same as cellular and same as ‘wireline’.  The service will be delivered over an access connection with traffic for multiple other IP services.


			





			UC8


			The Account Director for a major client asks for a report on voice traffic levels and quality for the previous month.


			





			UC9


			Customer services receive a trouble report from a customer resulting in a need to determine what quality is actually being delivered.


			





			UC10


			A Business Manager asks for a report so that he can generate information for the Regulator.  The information that the regulator requires includes - Call Blocking Probabilities, Call Dropping Probabilities, and Billing Accuracy.


			





			UC11


			The Billing Manager notes an increase in the number of billing adjustments and wants to know why.


			





			UC12


			The Network Designer wants to know which network elements are required to provide usage data, which data is needed and whether the source must be a trusted source or not.


			





			UC13


			The Network Manager wants to know whether there will be any ‘voice service quality’ affecting ‘bottlenecks’ in the next x months that will require him/her to order new network equipment.


			





			UC14


			Many Users report calls fail on a given range of called addresses.  The addresses do not point to a single transmission facility


			





			UC15


			The Service Provider suspects Customer Fraudulent behaviour and needs to obtain evidence, for potential prosecution.   


			








Use Case Analysis



Use Case 1 



Description



A customer complains that some of his voice calls drop or become unintelligible.  He/she has no other service.



Actors



Customer



Technical Support



Preconditions (to Performance Management)



Confirm no known network faults.



Establish call destinations and confirm quality problem arises with multiple destinations.



Confirm Customer Equipment not faulty.



Postconditions



Currently none.



Scenarios within this Use Case



1. Make a request – Not analysed, dependent on Service Provider business model and organisation.



2. Determine Data required (and Data Locations) – Analyse



3. Collect Data and Make Analysis (historical and current) – Analyse



4. Negotiate with Customer – Not analysed, dependent on Service Provider business model and organisation.



Determine Data Required
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No analysis is included for Determine Customer Unique ID(s) and Determine Customer Service Entitlements as these are mainly dependant on the Service Providers business model and organisation.    



Determine Service Dependant Elements
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Questions and Notes arising: 



1. E164 number is assumed to be the unique identifier of a customer and telephony service; alternatives such as user@domain/SIPaddresses have not been considered here.



2. There are a number of possible endpoint identifiers.  The endpoint identifier is the identifier for the network termination point for a particular telephone ‘line’.  



3. The location of this endpoint requires careful consideration as it substantially affects the Network Operator/Service Provider (NO/SP) responsibilities and liabilities.   Is the end point: 
a) a termination unit owned by the NO/SP OR 
b) at the Man Machine Interface of the terminal equipment (so the phone and extension wiring are part of the network) OR 
c) within the terminal equipment (PC telephony client but not rest of PC)?



4. Is IP Mobility allowed?  If so then information becomes dynamic.  For example, there may be a need to discover the identification of Visited Call Controllers from historical information to diagnose a cause of performance problems.  This would add additional classes into the diagram: Historical Call Usage Data, Historical Network Configurations.


Determine Service Dependent Information



<Still to be analysed>



Collect Data and Make Analysis



It is assumed for the purposes of this analysis that the service is a ‘simple call’ as defined in DTR01008 ‘Scope and Requirements for a simple call’.  It is assumed that analysis may be historical or current or both.
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Resulting Requirements



			Use Case Source


			Purpose


			Detailed Requirement 





			1


			To be able to discover from the E164 number the relevant network endpoint which services the customer, both current and historical.



Info: There are a variety of possible network endpoint types, depending on the network design.  E.g. MAC, IP Address.


			POLICY and CAPABILITY



To be able to discover from the E164 number the network endpoint and access segment that currently services the customer.



To be able to discover the current policy decision and policy enforcement points for a given access segment/given customer.



To be able to validate the current policy enforced within the network domain.



To be able to discover the policy being enforced in an adjacent service domain.



To be able to validate that the two are compatible.



To be able to discover policy being enforced in the customer owned network



To be able to discover limitations imposed by the terminal that the user has connected.  (Analogue phone, IP Phone, PC)



To be able to validate that this and own network policy are compatible.



Note: It seems to be necessary to define what is in a ‘policy’ for the purposes of performance/quality management.





			1


			To be able to discover from the E164 number the current network configuration.



It is also necessary to know the configuration of the network at previous points in time, the ‘historical configurations’.    This is the responsibility of the network management systems, specifically the inventory systems, one of whose functions is to store historical network data.



Note: Analysis of the discovered data is the responsibility of the service and network management systems.   Capability of these is usually proprietary, however some capabilities are basic to successful operation of any VoIP network.   It will be necessary to develop guidelines for these.


			ROUTING, ADMISSION and EGRESS



NOTE: Physical transport routes and connectivity are not covered (e.g. SDH rings) since it is assumed that management of these is essentially unchanged by IP telephony.



ADMISSION



To be able to discover which ingress node applies for a particular endpoint or access segment and where admission control is applied.  And how it is configured for that endpoint or access segment.



To be able to discover the information source used to configure the above and discover the data it contains.  (More needed on this.)



To be able to compare the two.



To be able to discover the current loading of ingress/admission elements and of queues.



Where appropriate, to be able to discover alternate/fallback entities and equipments.



TRANSPORT and ROUTING



To be able to discover the two way routing of signalling between an endpoint and its call control entity, and identify any intermediate Gateways and Interworking Functions, including which network nodes they are hosted on.



To be able to discover the current configuration of ‘Virtual circuits’ e.g. MPLS. (Note: More work needed to fill this one out.)



To be able to discover the current transport network route topology. (Note: More work needed to fill this one out some more.)



To be able to use this information to infer the routing of media streams (both directions) for given endpoints, customers, service types.



EGRESS



To be able to discover which egress node applies for specific called and calling party pairs.  Note that where alternate routings apply there can be more than one possible egress node.



To be able to discover the type and configuration of these egress nodes, especially any policy enforcement rules and related measurements.  (More work needed here.) 



To be able to discover the current loading of egress elements and of their queues.



(Egress means here egress from the Service Provider/Network Operators Administrative Domain.)



SERVICE CONTROL


· To  be able to discover which instances of 



· Call Controller



· Intermediate Gateways/IWF



· Service Quality Management entities


 currently apply for a particular endpoint or access segement,   and which physical equipments they are currently hosted on.



To be able to discover configuration data from them related to that endpoint or access segment.  More work is needed to list out the key configuration information needed. However it includes:


· Records of improper call terminations and reason codes



· Call usage records



· Quality criteria currently applicable for endpoint, customer, service type.  Both measurements and rules.



· In mobile IP, identification of past and present Foreign Agents and their transport addresses.



· See also addressing section.





			1


			To be able to discover from the E164 number (directly or indirectly) the set of assigned IP Telephony and IP Services/Servers, both current and historical.


			ADDRESSING



From the unique identifier (E164, ENUM etc), to be able to trace, where applicable, current:



· log on name and password



· Network endpoint IP address and hardware address



· Terminal IP address and hardware address.



And the reverse.



To be able to identify the functional entities (e.g. DNS, DHCP, LDAP Server) responsible for:



· Network log on



· Issue of IP address



· Configuration of terminal/soft client e.g. from user profile, for network capability.



· Resolution of called party unique identifier e.g. E164, ENUM to transport address(es)



And the physical equipment they are hosted on.



To be able to discover current configuration data from those entities.  (Needs list of key data.)



Where appropriate, to be able to discover alternate/fallback equipments and entities.



Where a ‘chain of responsibility’ exists, to be able to discover the next in line.





			1


			1.1 To be able to order and receive results of active tests of quality at the IP telephony application plane and the IP transport plane.  
(Note: areas for consideration include ‘line quality monitor’, ‘terminal dependant quality’.)



1.2 To be able to monitor selected telephone numbers, terminals or zones for delivered quality for a predetermined time period.



1.3 To provide the capability to run tests on demand and receive results in real time. 
(Note: Not required by all Service Providers.)



1.4 To be able to run tests across multiple domains, either as one end to end test or as a set of associated tests.


			TESTING and ANALYSIS



<To be added>



Note: What parameters are measured, where are the measurement points in the architecture, what is feasible?


Call set up timing



Name and address resolution timing.





			1


			1.5 To be able to passively analyse stored information for delivered quality.  Stored information sources to include:-



 Call usage records (e.g. CDR, IPDR. XDR) including source/destination/duration, Long call records. 



Call set up failure statistics by user, terminal, zone, ingress node.



Call termination records including unexpected terminations, termination cause codes & information sources.



Admission termination – cause, policy, service profile, account status, bandwidth capacity/demand etc.


			USAGE


<To be added>





			


			1.6 


			SECURITY



<To be added>








Next Steps



Three further steps are envisaged.



STEP 1 Complete the right hand column in the table of requirements



STEP 2 Working Group 5 commencement of WI 5010, which takes these requirements and maps them to the Quality of Service Architecture and Primitives to discover whether they explicitly answer the requirements.



STEP 3 (In parallel with STEP 2) Analyse two further use cases.



Annex A Parking Zone



Relationship between Planes for Voice QoS (from DTS 5003)
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Collection Nodes and Information to be collected from them



The intention of this draft is to provide a first list of nodes from which information will need to be collected and indicate the type of information likely to be needed.  These ‘collection nodes’ will be evolved into reference points and the information required at these points listed.  The information will be generated by a ‘top down’ and ‘bottom up’ approach.  DTR01010 (this document) will generate the information required from top down requirements whereas document DTR05010 will provide a bottom up analysis (for voice quality) based on the Quality of Service entities defined in the DTR 5 series documents.
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IP Telephony Application Plane



			Applicable Collection Points


			Information


			Comment





			


			CODEC, Frames per packet, Frame Size, Jitter Buffer Size, FEC, Mean Delay, Delay Variation, Packet Loss.


			





			


			Call Termination Cause: Types TBA


			





			


			Admissions and Refusals information: details TBA


			





			


			Call Detail Records: details TBA
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Performance Metrics



			Information Name


			Description


			Use Case Source





			


			Tiphon Voice Quality of Service Class 


			





			


			


			





			


			


			








SLA Monitoring



<To be added>



DTS 01011 v0.1.1



High-Level Requirements



The following requirements shall be met by the Tiphon service and network management framework:



1. Fault management functions & associated managed objects shall be applicable to all Tiphon network entities (gateways with various PSTN interfaces, call control entities – gatekeepers, media gateway controllers or call agents, MCU, terminals - IP telephones, residential gateways, etc.).  
In order to meet this requirement, the work should primarily be based on the functional entities of the IP telephony plane described in [4]


2. Management functions shall be independent of VoIP signalling protocols (IETF SIP/MGCP/MEGACO, ITU-T H.323/H.248, etc.).  This implies a common terminology to reference class members and potential some mapping work (for e.g., when logging events on a particular call, the call identifier parameter should be mapped to its equivalent parameters in all sig protocol: SIP Call-ID general-header field, H.225 CallIdentifier, MGCP CallId, etc.) – to some extent, this mapping will be done in 2003.



3. In its first release, information models and Tiphon network management specifications shall be implementable with currently available management protocols 


4. For each management function, the level of requirement must be clearly stated for each Tiphon release; we will define a set of mandatory/optional alarm events and even log attributes for each Tiphon network entities and for each Tiphon releases (alarm perceived severity, alarm status, probable cause, alarm thresholds, etc.). Alarm Severity Assignment profiles should be included.



5. The states of managed objects shall follow the general definitions of X.731 (operational state: disabled | enabled; administrative state: locked | shutting down | unlocked; usage state: idle | active | busy).



 Alarm Surveillance Requirements for Tiphon



Alarm Surveillance includes alarm reporting, alarm summary, alarm severity assignment profiles, alarm indication management and log control.  The definition of Alarm Surveillance used in this TD is based on ITU-T Q.821 [1].  



From [1]:  alarm surveillance functions are used to monitor NEs about events or conditions:



· The event data is generated by a NE upon the detection of an abnormal condition. Examples of such events are detection of transmission data errors, the violation of a performance threshold, and the detection of faulty equipment;



· Event data can be reported at the time of occurrence, logged for future access, or both. 



The purpose of this section is to identify the requirements for Tiphon entities in Tiphon release 3, in particular:



1. The level of requirement for each alarm surveillance functions: alarm reporting, Alarm summary, Alarm event criteria (severity assign.), Alarm indication management, Log control;



2. Categories of alarm event types for Tiphon systems: Communications alarm type, Quality of service alarm type, Processing error alarm type, Equipment alarm type, Environmental alarm type;



3. Event information: Probable causes (define specific list of causes for Tiphon NE, Perceived severity (define severity assignment profile guidelines for each type of VoIP NE), etc.



4. Log control: event logging including remote logging requirements



Alarm Surveillance functions and Tiphon



Alarm reporting functions



This section specifies the level of requirements for each alarm reporting function as defined in Q.821 [1].  For the first Tiphon release with management requirements (Release 3), it is proposed to put condition alarm reporting and report history for future study.



			Alarm Reporting Function


			Tiphon Release


			Status





			Report Alarm


			3


			Mandatory





			Route Alarm Report


			3


			Mandatory





			Request Alarm Report Route


			3


			Mandatory





			Condition Alarm Reporting


			FFS


			





			Request Alarm Report Control Condition


			FFS


			





			Allow / Inhibit Alarm Reporting


			3


			Mandatory





			Request Alarm Report History


			FFS


			





			Delete Alarm Report History


			FFS


			








Table 1: Alarm reporting functions and level of requirements for Tiphon



Alarm summary functions



This section specifies the level of requirements for each alarm summary function as defined in Q.821 [1].  For the first Tiphon release with management requirements, all alarm summary functions are For Future Study, except the reporting of current alarm summary.



			Alarm Summary Function


			Tiphon Release


			Status





			Report Current Alarm Summary


			3


			Mandatory





			Route Current Alarm Summary


			FFS


			





			Request Current Alarm Summary Route


			FFS


			





			Schedule Current Alarm Summary


			FFS


			





			Request Current Summary Schedule


			FFS


			





			Allow / Inhibit Current Alarm Summary


			FFS


			





			Request Current Alarm Summary


			3


			Mandatory








Table 2: Alarm summary functions and level of requirements for Tiphon



Alarm event criteria functions (assignment of alarm severity)



This section specifies the level of requirements for each alarm event criteria function as defined in Q.821 [1].  Those functions allow a managing system to dynamically set/modify/get the alarm severity assignment list associated with the Alarm Severity Assignment Profile object instance. 



For the first Tiphon release with management requirements, all alarm summary functions are For Future Study (alarm severity assignments will be statically configured).



			Alarm Event Criteria Function


			Tiphon Release





			Condition Alarm Event Criteria


			FFS





			Request Alarm Event Criteria


			FFS








Table 3: Alarm event criteria functions and level of requirements for Tiphon



Alarm indication functions



This section specifies the level of requirements for each alarm indication function as defined in Q.821 [1].  For the first Tiphon release with management requirements, all alarm indication functions are For Future Study.



			Alarm Indication Management Function


			Tiphon Release





			Inhibit / Allow Audible and Visual Alarm Indications


			FFS





			Reset Audible Alarms


			FFS








Table 4: Alarm indication functions and level of requirements for Tiphon



Alarm Categories and work areas for Tiphon



The purpose of this section is first to list the existing alarm even types defined in X.733 [2].  As proposed in TD [8], we  adopt those categories as part of the Tiphon network management framework document.  Finally, the section identifies the categories where Tiphon should focus.



Alarm event types



X.733 [2] defines the following alarm categories:



1. Communications alarm type*



2. Quality of service alarm type*



3. Processing error alarm type



4. Equipment alarm type*



5. Environmental alarm type



It is requested to adopt the above categories in the Tiphon network management framework.  



(*) Tiphon work areas are primarily focused on communication, quality of service and equipment alarm types.  Processing error and environmental alarm events can be reused “as-is” by Tiphon.



Equipment Alarm considerations



It is proposed to use the generic model described in draft DTS 101 303-2 for equipment alarm events:



· Host management: platform running the IP Telephony software/hardware



· Node management: IP telephony software



Alarm event information



Alarm event must include the following parameters:



· Event type



· Event time (when the alarm occurred)



· Current time (when the alarm event is being reported)



· Probable cause



· Specific problems



· Perceived severity (cleared, indeterminate, critical, major, minor, warning)



· Backed-up status, Back-up object



· Trend indication



· Threshold information



· Notification identifier, Correlated notifications, State change definition



· Monitored attributes, Proposed repair actions, Additional text, Additional information



At a minimum, alarm events MUST include event type, event time, current time, probable cause, perceived severity, monitored attributes.



Log Control Requirements



Log control functions



This section specifies the level of requirements for each log control function as defined in Q.821 [1].  For the first Tiphon release with management requirements, it is only requested to enable/disable logging.



			Log Control Function


			Tiphon Release


			Status





			Inhibit / Allow Logging


			3


			Mandatory





			Condition Logging


			FFS


			





			Request Log Condition


			FFS


			








Table 5: Log Control Functions and level of requirements for Tiphon



Remote Logging



In the IP Telephony plane, network elements must support remote logging capabilities.  The remote logging requirement is important for IP Telephony entities where local storage is limited. 



Several transport mechanisms exist today in the IP Telephony plane to report alarm events to a remote system:



· System logging protocol:  syslog (available on many operating systems, widely used in the Internet community)



· File transfer protocols 



It is proposed to require the support of syslog for remote logging transport.



Log object definition for Tiphon systems



X.735 [3] defines in details the log control objects and attributes.  It has been recognized that the object definitions contained in [3] may be too complex for some network entities in the IP Telephony planes.



It is proposed to that the logging function supports the following attributes:



· A log identifier (logId), AdministrativeState, operationalState (state of the log), MaxLogSize, AvailabilityStatus, CurrentLogSize



· Log record attributes: a log record identifier (logRecordId), event type, logging time (loggingTime), current time, probable cause, perceived severity, monitored attributes.



The following log object attributes are optional for the first Tiphon release with management requirements:



· CapacityAlarmThreshold



· DiscriminatorConstruct



· IntervalsOfDay;



· LogFullAction



· numberOfRecords; schedulerName; startTime; stopTime; weekMask



Use Cases



Alarm Reporting



Template for Use case (see 21TD071).



Use Cases Related to Equipment alarms



Use Cases Related to Communication alarms



Use Case 1:  Unsolicited termination of a call



A telephone call can be terminated due to:



· Failure of the communication with a peer Call Control function



· Failure of the request for the allocation of, and release of, resources from Bearer Control Functions



· Failure of the request for services from Service Control Function



· Receipt of release message with abnormal call clearing reason



· Unexpected release of local signalling resource



· Expiration of Session timer 



Use Case 1.a.: Unsolicited termination of a call detected by Call Control Function



			Use Case Description


			





			Use Case Name


			Unsolicited termination of a call detected by Call Control Function





			Short overview of the purpose of the use case


			A telephone call is terminated due to:



· Failure of the communication with a peer Call Control function





			Identities of the actors involved in the use case


			Call Control Function



peer Call Control function



Service Control Function



Bearer Control Function



      Alarm Collection System





			Preconditions


			Call was established





			Step-by-step specification of what the use case needs to do when interacting with its actors


			See related Activity Diagram





			Postconditions


			None.
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Figure : Activity Diagram describing the “” use case



Use Case 1.b.: Failure of the request for the allocation of, and release of, resources from Bearer Control Functions



			Use Case Description


			





			Use Case Name


			Failure of the request for the allocation of, and release of, resources from Bearer Control Functions (C2.BearerRequest)









			Short overview of the purpose of the use case


			Failure of the request for the allocation of, and release of, resources from Bearer Control Functions









			Identities of the actors involved in the use case


			Call Control Function



peer Call Control function



Service Control Function



Bearer Control Function



      Alarm Collection System





			Preconditions


			Call was established





			Step-by-step specification of what the use case needs to do when interacting with its actors


			See related Activity Diagram





			Postconditions


			None.








Use Case 2:  Unacceptable degradation of quality of service



Use Case 3:  No dialtone



Use Case 4:  Always busy



Use Case 5:  Repeated failures to establish calls



Not addressed in this draft version


- Fault Correction



- Testing: service and network element tests, self-tests and so on.



- Trouble Administration (trouble tickets or reports generated by end users or by network elements for e.g.): trouble reporting policy, trouble information query and administration



Appendix 3 
Comparison of Business Models



Editors note: temporary appendix


This temporary Annex compares the Tiphon, 3GPP SA5, TMF and MWIF business models and proposes an expanded Tiphon Business Role Model.



A3.1
Tiphon Management Business Model



RTS 02009 Annex A identifies a Tiphon Business Role Model



Business role model in a TIPHON environment



Introduction



TIPHON envisages the provision of communications services within the heterogeneous environment of figure 1. Recognizing that this environment will most likely be realized by a plurality of business roles, in terms of those that offer functionality and those that use functionality offered by others, TIPHON identifies the business role model shown in figure 8. The TIPHON model considers four such roles (played by stakeholders); the consumer, retailer, service provider and the connectivity provider. Interfaces can be defined between the roles, shown as lines and dots in figure 8. This model is based upon the TINA business model.



Within a TIPHON system, each telecommunication network may play one or more of these roles. This implies that all interfaces between roles may be subject to standardization since they may be interfaces between domains.






[image: image27.wmf]Consumer



Retailer



Connectivity Provider



Service



Provider






Figure 8: TIPHON business roles



The roles are defined as follows:



Consumer 



This role is assumed by entities that use the services provided by other stakeholders. This is typically the end user and TINA-C defines this by stating that: "The consumer business role is introduced through economic considerations, as it is the only business role consuming the [..] services and not trying to make money from them." All other types of business roles are characterized as producers or resellers. 



The high-level requirements of this business role are:



· (de)registration at retailers;



· indicating availability to retailers (for receiving invitations) i.e. an on-line registration session;



· accepting invitations to join sessions (i.e. calls) from other consumers or retailers;



· accepting downloads from retailers to upgrade the interaction capability with the retailer.



Retailer



The retailer sells services to consumers that are developed and supported by a Service Provider. The retailer business role is oriented towards subscription management and adding value, while the service provider is oriented towards production and maintenance of the service. 



The high-level requirements of this business role are:



· manage (de)registration to obtain various services (including person-to-person communication, if desired) by consumers;



· manage (de)registration to provide various services provided by service providers;



· authorization prior to service usage;



· maintenance of consumer service profiles and treatment policies;



· collect accounting information for the purpose of billing, in general, for each invoked service. This includes network connectivity as well as the services of the retailer.



Service provider



The aim of the stakeholder acting as a service provider is to support retailers or other service providers with services. Note that both a service provider and a retailer are a specialization of a service provider but, in contrast with a retailer, a service provider does not have a contractual relation with stakeholders in the consumer domain. 



The high-level requirements for this business role are:



· obtain locations of retailers;



· (de)registration at retailers;



· indicate availability to retailers;



· provide uploads to retailers;



· establish provisioning relationships to other service providers;



· collect accounting information for the purpose of billing of service usage;



· value adding of services from other service providers.



Connectivity provider



A stakeholder in the role of connectivity provider owns and/or manages a network comprising switches, cross-connects, routes, and trunks. This network can constitute a transport network to support streamed media connections or can constitute the transport network to support connectivity for basic signalling. 



The connectivity provider participates in a user/provider relation with the stakeholders that terminate a connection (i.e. consumer, retailer, and service provider). Furthermore, a connectivity provider engages in a peer-to-peer relation with other stakeholders in the connectivity provider role if an end point of a connection is situated in the connectivity domain of another connectivity provider. 



The high-level requirements for this business role are:



· set up and manage bindings between network flow endpoints either with or without connections;



· add and modify these bindings (e.g. adding branches or media to a connection configuration);



· manage these binding (e.g. fault, security);



· collect accounting information for the purpose of billing for network connectivity; the billing point is associated with this information.



A3.2.

3GPP Subscription Management (SA5)



In 3GPP Subscription Management, a distinction is made in this document between Roles and Actors/Organisations. This distinction is important as it allows multiple business models to be described as different allocations of roles amongst co-operating organisations.



Actor:
An entity, party, person or organisation playing one or more Roles.


Core Network Operator ) An operator that provides core transport and call routing capabilities as distinct from Radio Access Network services.



Customer – a Customer is an entity, which receives services offered by a Service Provider based on a contractual relationship. It may include the role of a network user (ITU-T Rec. M.3010). 



End User – An end user is in the domain of the customer. An end user is interested in using communications and data services, e.g., Telecom, Internet/Intranet, Mobile/Wireless, etc.



Organisation: A 'legal entity' that may perform one or more 'business roles' when interacting with other Organisations.



PLMN Operator): a specific organisation that performs the roles of Access Network Provider, Core Network Provider - a traditional mobile operator.


Retailer (Actor): An organisation that sells 3GPP User Equipment and Services to retail customers.


Reseller Service Provider an Actor that resells Services provided and defined technically by another service provider. The reseller may re-brand the Service or offer a modified tariff package to its customers.


Service Provider (SP) – a company or organization that provides telecommunication services as a business. SPs may operate networks, or they may simply integrate the services of other providers (who operate networks) in order to deliver a total service to their Customers. Providing telecommunication service to any one end Customer may involve multiple SPs, where one provider may “sub-contract” with other providers to fulfill the Customer’s needs (TMF 701).



Note that the term Service Provider is now being used generically and may include Telecom Service Providers (TSPs), Internet Service Providers (ISPs), Mobile Service Providers, and Application Service Providers (ASPs) and another organization that provides services, e.g. internal IT organizations that need or have SLA capabilities or requirements.


Service Integrator : An organisation that takes a set of services from other providers and derives an end-to-end set of services. It has responsibility for the end to end service QoS to the Customer.



Trusted Third Party An organisation that performs an agreed role on behalf of two or more other roles (e.g. authentication, trust, market place services etc.) 



User Equipment Supplier: An organisation that supplies User Equipment to Customers.


USIM Supplier: An organisation that supplies USIM that are used in Mobile Equipment


Role: An activity performed by an Actor. Each Actor can play many Roles.  A Role is defined by a set of properties or attributes that describe the capabilities of an entity that can be performed on behalf of other Role(s).



Agent:
The role that takes a request from a Service Customer (role) and determines how to satisfy that request. It then has responsibility to ensure that it is provided using dialogue and requests to other roles such as Service Providers.  It is an intermediary.


End Use (or Service Use) : The role that makes use of the service.



Internet Service Provision  A Service Provision role where the primary services offered are access to internet and related service e.g. email News, Web,


Integrating Service Provision  A role that integrates services from other services providers together with services provided by resources that it owns.


Customer Service Negotiation : The role that is responsible for determining the End Use Role’s requirements for Services. The role is distinct from the End Use role in that this role requests and pays for the services as distinct from the user of an instance of the service.  This distinction is needed for corporate accounts.



Service Retailing : A role that supports the retail service interface to a Service Customer and acts an agent for the wholesale services of a Service Provider. The Retailer role may be a separate from the Service Provider Role


Service Provision : (or Service Supply) A role that has defined a Service and can supply the Service to a Customer Service Negotiation Role directly or through an intermediary such as an Agent, or other Service Provision role.



Service Use or End Use  : The role that makes use of the service.


USIM Configuration Role : A role that sets the initial configuration of a USIM or modifies it in a controlled and audited manner.


Value Added Service Provision : A Service Provision role that provides a service other than transport or connectivity.



Business Role : A set of properties or attributes that describe the capabilities that can be performed on behalf of another Business Role(s).



Process Role : Within a business role there is a set of management process areas that are supported. The Process roles are a distinct process area that can be modelled. In the TMF TOM the process roles can be things such as Customer Care, Service Management, Network Management, Fulfilment, Assurance, Billing, or some smaller component such as Problem Handling.



User Equipment Supply : The act of supplying User equipment to Service Customers.


USIM Supply (Role): The supply of the USIMs that are used in Mobile Equipment



Validation Authority : The role that takes a Service Customer mandate for an order and communicates (using a transaction that cannot be repudiated) that the customer did in fact originate a request for a specific Service Operations Management / Subscription Management Option, or set of options. This role is needed for regulated services such as Carrier Pre-selection, and Number Portability Services



Figure 9 General Retail Model



In this model the end User Role interacts with the Customer Service Negotiation Role to establish the contractual agreement with the Service Provision role. Service Provision roles are responsible for the provision of communications Services to intermediaries for sale to other parties, which may include Service Retailing and other Service Provision roles.. .  A Trusted Third Party may be needed for the purpose of brokering the relationships or for the provisioning of trust service to allow  roles to identify one another in a secure and non –repudiateable manner. This is needed for authentication  in processes such as Billing.


Service Retailing roles may perform some of the following :



· sales and promotion – retailing roles carry out this activity on behalf of the Service Provider, by using either their the Service Provider /manufacturer’s brand or in conjunction with their own brand.



· bulk breaking – retailing roles can make margins because of discounts obtained through purchasing in bulk when selling smaller quantities of a product to end customers



· warehousing – retailing roles may hold inventories of a product on behalf of a producer or end customers



· transportation – retailing roles are usually located closer to end users than the manufacturer and can reduce transportation times and costs



· assortment building – retailing roles can aggregate products and services from different suppliers for delivery as a package to the final user.


Note: This model assumes that the terminal has been supplied by the Retailer or Service Provision role, and the USIM(s) by the Service Provision role. This is achieved in a in a way that their supply mechanism is invisible to the customer.



The end use role may for customer self care or pre-payment interact directly with the Service Provision role  after the initial sale or set-up up of their Service. This is within the contractual parameter agreed between the Customer Service Negotiation role and the Service Retailing role.



Wholesale model



The wholesale model is about Service Providers and other intermediaries establishing a supply chain between them that is based upon volume sale arrangements






Figure 10 General Wholesale Model



The roles that have been identified in this model are:



· Reseller Service provision is the role that simply re-brands a service obtained from another Service Provider This is the simplest form of wholesale reseller.



· Integrating Service Provision is the role that take several products and services from others and bundles them into a single service and product package.



· Mobile Service Provision is the role of a service provider that supplies mobile network based services e.g. telephony services, roaming services, mobile data services: GPRS, SMS, Voice Mail, etc.



· Mobile Network Provision is a role that is facilities based and provides mobile service capabilities ( traditional and OSA based to Mobile Service Providers)



Other Service Provision roles such as value added Service Provision may all be involved in the wholesale supply chain.



Manufacture roles are involved in the supply of handsets and UICC/USIMs.
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A3.3.

Value Chain Roles and Relationships (TMF)
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This generic diagram illustrates a few key points:



· The end user receives a service constructed by supply chain formed by Service Integrator that has ‘backed off ‘ parts of the service provision to Access Network Providers, Core Network Providers and a Content Provider.



· The user of the Service has used a Marketplace to identify a suitable Service Integrator prior to establishing the direct business relationship;



· All the entities use a common third party to issue Digital Certificates that form the basis of trust between them in the day to day trading of services.



The TM Forum Value Chain Context



The TM Forum Value Chain Market Center has chosen to focus on the parts of the end-end value chain that are more or less directly related to the processes which support the end-user customer relationship.



Increasingly in many jurisdictions, end customer service delivery and assurance expectations are being underpinned by government regulations relating to performance levels.  This is becoming a standard feature of the operational environment as service provider monopolies are deregulated.






Figure 11 Illustrative Scope of Value Chain



Figure 2 provides an illustrative example of the extent of the value chain that will be addressed within the TM Forum Value Chain Market Center.  Some elements to note from this figure are:



· The value chain extends further back behind the equipment providers, etc. on the left hand side of the diagram.  This part of the value chain is ignored as the relationships which need to support the customer service level agreements do not often include these actors as well.



· Any single end customer may be serviced by multiple retail service providers (or their agents)



· A particular actor (ie an equipment provider or software provider) may have relationships with many of the actors in the part of the value chain being considered here.  In fact, these actors may have direct relationships with the end customer, but it is assumed that this relationship would fall outside of the provision of telecommunications services.



Many types of Trusted 3rd party intermediaries may exist, and may interact with different actors across the extent of the value chain within scope.



Retail Service Provider



The Retail Service Provider provides commercial products and services directly to end customers or consumers of the products and services.  The Retail Service Provider may also engage 3rd Party Distributors to provide and manage the direct customer interface as its agent, eg. as is often the case for mobile/cellular services.  When acting as agent, the 3rd Party Distributor is assumed to have no direct commercial relationship with any other actor but the Retail Service Provider.



A Retail Service Provider, in some circumstances, may not exist as a separate commercial entity.  Some organizations may operate as both a Wholesale Service Provider and a Retail Service Provider.  In the communications industry, increased regulation is ensuring that the nature of the relationships established between these roles when internal to an organization, are consistent with the relationships between the two actors when they are separate commercial organizations.  The Value Chain Market Center will assume that consistent relationship structure are established independent of ownership structures.



3rd Party Distributor



The 3rd Party Distributor may undertake the customer interface role on behalf of the Retail Service Provider, and acts as an agent of the Retail Service Provider.  This role is seen to be different to the Trusted 3rd party Intermediary role that is described in 3.4.  As the role is one of agent, the major relationship is with the Retail Service Provider.



Wholesale Service Provider



There are two types of interactions to be considered.



Looking forward along the value chain, the Wholesale Service Provider provides commercial products and services to Retail Service Providers or Competitive Service Providers, who in turn add value and on-sell the enhanced offerings to end customers.  The Wholesale Service Provider may choose to use a Trusted 3rd Party Intermediary to facilitate the interactions.



Looking backward along the value chain, the Wholesale Service Provider may seek to purchase goods and services from Equipment Suppliers, or may have or need to establish commercial arrangements (other than transactional purchase arrangements) with a Complementary Service Provider.  Once again a Trusted 3rd Party Intermediary may be involved.



It should be noted that in some circumstances the Wholesale Service Provider and the Retail Service Provider may be part of one organization.  However, even in this circumstance, business efficiency and/or regulatory requirements may require establishment of transparent business processes between the two roles.



Trusted 3rd Party Intermediary



The Trusted 3rd Party Intermediary provides services which facilitate the interaction between any party seeking to offer goods and services, and any party seeking to purchase goods and services.  As an intermediary, this actor is assumed to have commercial independence form the two parties attempting to engage in a particular transaction, and thus can be trusted by both of the other two actors.  This level of independence differentiates this role from that of the 3rd Party Distributor above, which is an agency role.  Examples of this type of actor would include vertical e-marketplace exchanges designed to provide a central transaction clearing-house, or providers of industry directory services (eg.. UDDI repository providers).



Complementary Service Provider



This actor, although potentially directly selling products and services to end customers, may choose to establish on-going commercial relationships with other Service Provider actors to complement the services and products offered by the other Service Providers.  



Examples of Complementary Service Providers could be international carriers who have commercial arrangements in place with local service providers to allow services to be extended globally.  Alternatively, they could be content owners who establish relationships to distribute their content bundled with other services provided by the other Service Providers.



Equipment/Software Providers and/or Integrators



Equipment Providers supply the stand-alone infrastructure components that are constructed together to produce the products and services offered by all the Service Providers.  These components could be hardware and/or software.  The distinguishing feature is that the goods and services delivered by these Equipment Providers are an intrinsic, and often embedded, part of the service delivered by service providers to customers.  The goods and services are often enhanced by additional service features directly provided by service providers. 



A3.4.

MWIF Business Model



The MWIF business model MTR-002 Error! Reference source not found. shows an organisational model for Trading partners co-operating to provide wireless mobile services, the terms used in this example may not coincide exactly with those used in other parts of this document, e.g. Subscriber and Customer are believed to be equivalent.






[image: image30.wmf]Communications Connection



Commercial Link



Logical Link



Subscriber



Service



Provider



User



Network



Operator



Third



Party



Service



Provider



Content



Provider






All commercial links are potential Trading Partner Interfaces.




Figure 12: Assumed Business Model



In this business model the Subscriber is a customer of the Service Provider (SP). 



Commercial agreements are set up and maintained between them for the provision of services from the SP to the User via the Network Operator. 



The Subscriber may have contracts with multiple SPs and maintains these on behalf of one or more users.



Editors Note: Does this mean that the subscriber is considered as a universal entity, i.e. , is the same subscriber identity maintained for different services providers and networks?



The Subscriber informs the SP which services each user should have access to and may choose to set limits on how much a User can use a particular service. For instance the Subscriber may authorize $x a day of video calls with a high QoS and unlimited video calls with a lower QoS.



The SP must enter into contract(s) with one or more Network Operators in order to deliver services to Users. Other companies may wish to sell services without having a contract with a Network Operator. This can be achieved by adopting the role of Third Party Service Provider and selling service via the SP. Other Companies may wish to sell just content. This is made possible by developing a commercial relationship with either a SP or a Third Party Service Provider.



It is important to note that Service Use, Customer Service Negotiation, etc are roles , and that one Actor may adopt more than one role. For instance an individual may adopt the roles of both Service Use and Customer Service Negotiation. A Company may adopt the roles of Network Operator, SP and Content Provider.



A user initiates a service by requesting it from the Service Provider, not the Network Operator. On receipt of a service request the Service Provider uses Network Operators and Third Party Service Providers to service the request in the best way possible. In the example of the video call the Service Provider may choose to use different Network Operators for high and low QoS calls.



A3.5.

Comparison of Business Roles



The following table compares the business roles identified in the above models.
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A3.6

Proposed Tiphon Management Business Roles



The following list provides an initial view of the business roles required in the management of Tiphon services. It may be possible to combine a number of roles (e.g Service Providers at a later stage of analysis)
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Example Business Role Model - Domestic Customer subscribes to a "Tiphon" Simple Call service



A High Street retailer sells the customer a simple call service, provided by the Service Provider. This may be part of a larger package of services supplied by the integrating Service Provider Role. This transaction is supported by a Trusted Third Party (e.g. Credit Card Company).






Example Business Role Model - Two SPs make routing/QoS agreement



A Home Service provider makes an agreement with a transit SP to carry calls towards one, or more, addresses at an agreed QoS, cost and call volume/time of day profile. Where the two SPs do not have a Service Level Agreement (SLA), this may be guaranteed via a Trusted Third Party. 
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