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Start of change
[bookmark: _Toc20235694][bookmark: _Toc28275179][bookmark: _Toc155282471]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TS 21.905 [8], TS 32.101 [1] , TS 32.130 [13] , TS 23.501 [15], TS 38.300 [16] and the following apply:

RCEF	RRC Connection Establishment Failure
RLF	Radio Link Failure
TCE	Trace Collection Entity
TCE	Trace Collection Entity
SCGF	Second Cell Group Failure


The 2nd change
[bookmark: _Toc20235704][bookmark: _Toc28275189][bookmark: _Toc155282481]5.3.2	Requirements for starting a Trace Recording Session
The high level requirements for starting a Trace Recording Session, common to both Management activation and Signalling based activation), are as follows:
-	It is optional for the NE to start a Trace Recording Session if there are insufficient resources available within the NE.
-	The Trace Recording Session Reference shall be unique within a Trace Session.
-	The Trace Recording Session should be started after appropriate start trigger events are detected.
The high level requirements for starting a Trace Recording Session, specific to Management activation, are as follows:
-	Each NE shall generate its own Trace Recording Session Reference (i.e., independent Trace Recording Sessions).
-	Each NE shall start the Trace Recording Session based upon the Trace control and configuration parameters received by the NE in the Trace Session activation.
-	In the case of a trace other than Cell Traffic Trace, the correlation of Trace data will be done with a Trace Reference and IMSI / IMEI / IMEISV / Public User Identity.
-	The Trace Recording Session can start only when the IMSI (in the case of a subscriber trace), the IMEI / IMEISV (in case of UE trace) or Public User Identity (in the case of IMS) is made available in the NE. In order to trace the early phases of the call the IMSI (in case of subscriber trace), the IMEI / IMEISV (in case of UE trace) or Public User Identity (in case of IMS) shall be made available to the NE as soon as practically possible. E.g. the IMSI and IMEI / IMEISV shall be made available to both Serving RNC and Drift RNC. 
-	In the case of E-UTRAN the Core Network node that triggers a Trace Recording Session to E-UTRAN shall either:
-	provide a trace log including Trace Reference, Trace Recording Session Reference and the identity of the UE (i.e. IMSI or IMEI(SV) to the Trace Collection Entity, or
-	provide a notification including Trace Reference, Trace Recording Session Reference and the identity of the UE (i.e. IMSI or IMEI(SV)) to the Trace Collection Entity.
-	In the case of NG-RAN the Core Network node that triggers a Trace Recording Session to NG-RAN shall either:
-	provide a trace log including Trace Reference, Trace Recording Session Reference and the identity of the UE (i.e. IMSI /SUPI or IMEI(SV) to the Trace Collection Entity, or
-	provide a notification including Trace Reference, Trace Recording Session Reference and the identity of the UE (i.e. IMSI /SUPI or IMEI(SV)) to the Trace Collection Entity.
-	In the case of a Cell Traffic Trace, the Trace Recording Session should start upon the Trace control and configuration parameters being received by the NEs in the Trace Session activation and the presence of call activity. Furthermore, the the Core Network node that handles the traced session should be requested to:
-	provide a trace log including Trace Reference, Trace Recording Session Reference and the identity of the UE (i.e. IMSI or IMEI(SV) to the Trace Collection Entity, or
-	provide a notification including Trace Reference, Trace Recording Session Reference and the identity of the UE (i.e. IMSI or IMEI(SV)) to the Trace Collection Entity.
[bookmark: _GoBack]-	In the case of a Cell Traffic Trace (in a shared network only), the Trace Recording Session shall only be started for UEs which are served by the Participating Operator that has made the request to the Primary Operator.
The high-level requirements for starting a Trace Recording Session, specific for Service Level Tracing for IMS are as follows:
The following high-level OMA Service Level Tracing requirements apply [9]:
[SLT-HL-3] with the following clarification:
-	The OMA term marked shall be understood as UE or IMS NE that has previously received Trace Parameter Configuration information.
-	The OMA term marking shall be understood as Trace Parameter Configuration.
[SLT-COM-3] with the following clarification:
-	The OMA term indication for SLT shall be understood as Start Trigger Event
-	The OMA terms inbound and outbound protocols shall be understood as, for example, inbound SIP and outbound Diameter. 
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