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[bookmark: foreword][bookmark: _Toc164669650][bookmark: _Toc164669764][bookmark: _Toc168281951][bookmark: _Toc168282515]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc164669651][bookmark: _Toc164669765][bookmark: _Toc168281952][bookmark: _Toc168282516]
1	Scope
The present document …
[bookmark: references][bookmark: _Toc164669652][bookmark: _Toc164669766][bookmark: _Toc168281953][bookmark: _Toc168282517]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 28.104: "Management and orchestration; Management Data Analytics (MDA)".
[bookmark: _Toc164669653][bookmark: _Toc164669767][3]	3GPP TS 28.532: "Generic management services".
[4]	3GPP TS 23.501: "System architecture for the 5G System (5GS)"
[5]	3GPP TS 28.552: "Management and orchestration; 5G performance measurements".

[6]	3GPP TS 28.554: "Management and orchestration;5G end to end Key Performance Indicators (KPI)".

[7]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[8]	3GPP TS 28.538: " Management and orchestration; Edge Computing Management (ECM)".
[9]	3GPP TS 37.817: "Study on enhancement for data collection for NR and ENDC"
[10]	3GPP TS 38.423: "NG-RAN; Xn Application Protocol (XnAP) "
[11]	ITU-T Recommendation X.733 (02/92): "Information technology - Open Systems Interconnection - Systems Management: Alarm reporting function".
[12]	3GPP TS 32.422: "Subscriber and equipment trace; Trace control and configuration management"
[13]	3GPP TS 28.541: "5G Network Resource Model (NRM); Stage 2 and stage 3"
[bookmark: _Toc168281954][bookmark: _Toc168282518]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc164669654][bookmark: _Toc164669768][bookmark: _Toc168281955][bookmark: _Toc168282519]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc164669655][bookmark: _Toc164669769][bookmark: _Toc168281956][bookmark: _Toc168282520]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc164669656][bookmark: _Toc164669770][bookmark: _Toc168281957][bookmark: _Toc168282521]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
MDA	Management Data Analytics
MDA MnS	MDA Management service
MDAS	Management Data Analytics Service
<ABBREVIATION>	<Expansion>
[bookmark: _Toc164669657][bookmark: _Toc164669771][bookmark: _Toc168281958][bookmark: _Toc168282522]4 	Concept and background

[bookmark: _Toc164669658][bookmark: _Toc164669772][bookmark: _Toc168281959][bookmark: _Toc168282523]5	Use cases
[bookmark: _Toc164669659][bookmark: _Toc164669773][bookmark: _Toc168281960][bookmark: _Toc168282524][bookmark: _Toc155781458][bookmark: _Toc26528]5.1	Energy efficiency analytics
[bookmark: _Toc164669660][bookmark: _Toc164669774][bookmark: _Toc168281961][bookmark: _Toc168282525]5.1.1	Use case 1: Energy Saving based on throughput requirements
5.1.1.1	Description
[bookmark: _Toc31610][bookmark: _Toc155781460]Directional beams are formed using multiple antenna elements and directional beams are used in both common channels for initial access and in RRC_CONNECTED state. Common signals/channels used for UE initial access are transmitted in synchronization signal block (SSB). Each SSB associated with a beam is designed at different directions to cover the intended coverage area of a cell as depicted in Figure 5.1.1.1-1.
	

[bookmark: _Ref153958713]Figure 5.1.1.1-1: Illustration of SSB beams covering full cell coverage area.
	

[bookmark: _Ref153958743]Figure 5.1.1.1-2: Illustration of reduced number of SSB beams covering only hotspot area.



To reduce energy consumption, SSB beams which are not required based on traffic demand can be modified or deactivated. For example, as depicted in Figure 5.1.1.1-2, if the expected traffic (hotspot area) can be covered by 3 beams, then the remaining beams can be deactivated. This energy saving techniques depend on the accuracy of where the expected traffic demand comes from geographically, so that it can be correlated with SSB beam coverage areas.
This use case considers throughput as main criteria to define the traffic load. It is desirable to use MDA analytics to get throughput prediction for traffic load at the granular level of geographical coordinate.  This information can be then used to reduce the coverage of the beam resulting in energy savings.
Editors Note: The realization of this use case depends on the definition of beam specific energy saving mechanism.
5.1.1.2	Potential requirements
[bookmark: _Toc155781461][bookmark: _Toc4634]REQ-TLM-FUN-01: MDA capability for energy saving analysis shall include providing the predicted throughput requirements for the area which is the candidate for the energy saving mechanism.
5.1.1.3	Potential solutions
[bookmark: _Toc4003]The enabling data for MDAAssistedEnergySaving.EnergySavingAnalysis is defined in TS 28.104 [2]. This solution proposes additional performance metrics into this table to enrich UE throughput and location information so that throughput metrics can be processed with UE location to generate throughput requirement, at the granular level of geographical coordinate, for more accurate energy saving decisions.
	Data category
	Description
	References

	MDT Reports
	PDCP Data Volume per UE
	PDCP SDU Data volume measurement separately for DL and UL, per DRB per UE by gNB of M4 measurements in TS 32.422 [12] and TS 32.423 [10].

	
	Average UE throughput measurement 
	Average UE throughput measurement separately for DL and UL, per DRB per UE and per UE for the DL, per DRB per UE and per UE for the UL, by gNB of M5 measurements in TS 32.422 [12] and TS 32.423 [10].

	
	Packet Delay measurement
	Packet delay measurement, separately for DL and UL, per DRB per UE by gNB of M6 measurements in TS 32.422 [12] and TS 32.423 [10].

	UE location reports
	UE location information provided by the LMF services.
	The UE location information provided by LMF via service-based interface (see TS 23.273 [7]). The mapping between the UE location and the SSB coverage need to be decided and up to the producer implementation.



The analytics output for MDAAssistedEnergySaving.EnergySavingAnalysis is defined in TS 28.104 [2]. This solution proposes that throughput information at the granular level of geographical coordinate is added to the analytics output. Additionally the recommendation on the SSB to enter energy saving state is also provided based on the throughput requirements at the granular level of geographical coordinate.
	Information element
	Definition
	Support qualifier
	Properties

	rANenergySavingRecommendationSSB
	For ES on NR cell SSBs. It may contain a set of:
-	Recommended NRCell SSB to enter energySaving state.
-    Recommended candidate cell SSBs with precedence for taking over the traffic of the ES-Cell.
-	The time to enter and terminate the energy saving state.
-	The load threshold to enter and terminate the energy saving state for the NR Cell SSB.
	M
	type: EsRecommendationOnNRcellSSB
multiplicity: 1..*
isOrdered: False
isUnique: True
defaultValue: None
isNullable: False



5.1.1.4	Evaluation of solutions
[bookmark: _Toc168281962][bookmark: _Toc168282526][bookmark: _Toc164669661][bookmark: _Toc164669775]5.1.2	Use case 2: Extension of Cell Energy Saving analytics 
5.1.2.1	Description
Energy efficiency can be achieved by moving certain cells to energy saving state (see TS 28.104 [2]). When moved to energy efficiency state, such cells or beams will have different impacts to the neighbour cells or beams depending on how much the coverage of those cells overlap 
RAN3 has a use case to configure unified mapping rule for a group of cells. This implies that a mapping rule related to EE are same across a group of cells for a given area. It is desirable to use MDA analytics to get a group of cells that should be managed together for energy saving, computed, or learned depending on their proximity and likely impact on one another. 
Editor’s note 1: The realization of the grouping discussed in this use case depends on the agreement in Energy Saving study.

Then, for the cells in the group, it is desirable to use MDA analytics to get the sequence in which the beams can be made to enter or exit the energy efficiency state in order to maximize the throughput of the users while minimizing the energy consumption. Note that the sequence in which the beams are made to enter and exit the energy efficiency states on are necessarily not in the same sequence. The sequence of the beams entering and exiting the energy saving state do matter in real time scenarios. For instance, there are 4 beams in a cell serving the same geo area at different directions. To maximize the energy efficiency, if it has been decided to switch two beams off for energy saving purposes, in general the sequence of the beams put into energy efficiency state can be random or all the identified beams can be made to enter the energy efficiency state together. In both these cases, the sharing of load among the other beams and the handover performances between the beams would not be optimal. If all the identified identified beams are entering the energy efficiency state at the same time, the remaining beams would have to share the load of the beams entering energy efficiency state at the same time. This would cause call drops and throughput impacts. Alternatively, if a random sequence is followed, the impact and the performance of the beams sharing the load of the beams entering the energy efficiency state would be random as well. To avoid this scenario, it is recommended to follow a sequence in which the beams are entering and exiting the energy efficiency state.
Editor’s note 2: The realization of the beam aspects of this use case depends on the definition of beam specific energy saving mechanism.
Editor’s note 3:
In RAN3 LS R3-240998, as a response to Q3, RAN3 has explained the need for configuring a unified mapping rule among gNBs. These set of gNBs to which unified mapping rule to be applied form a group of cells that need to be managed together for energy efficiency purposes. The figure from the LS is attached below for reference.


[bookmark: _Ref159163563]Figure 5.1.2.1-1 Example of Energy Cost exchange between gNBs.
The enabling data of this use case may include Mobility Management related measurements (clause 5.1.1.6 from TS 28.552 [5]) including intra and inter gNB handovers. These also include handover measurements per beam (in clauses 5.1.1.6.1.12 and 5.1.1.6.1.13 from TS 28.552 [5]) and intra-NR cell SSB beam switch measurements (in clause 5.1.1.21 from TS 28.552 [5]).

5.1.2.2	Potential requirements
REQ-TLM-FUN-01: MDA capability for energy saving analysis shall include providing, for a given area, the recommended grouping of cells that should be managed together for energy saving.
Editor’s note 1: The realization of the grouping discussed in this use case depends on the agreement in Energy Saving study.

REQ-TLM-FUN-02: MDA capability for energy saving analysis shall include providing the recommended sequence in which the beams are switched off/on in order to maximize the throughput of the users while minimizing the energy consumption.
Editor’s note 2: The realization of the beam aspects of this use case depends on the definition of beam specific energy saving mechanism.
[bookmark: _Toc168281963][bookmark: _Toc168282527]5.1.x	Use case X: Use case title
[bookmark: _Toc164669662][bookmark: _Toc164669776][bookmark: _Toc168281964][bookmark: _Toc168282528]5.2	End-to-End performance analytics including Edge computing domain
[bookmark: _Toc164669663][bookmark: _Toc164669777][bookmark: _Toc168281965][bookmark: _Toc168282529]5.2.1	Use case 1: Edge computing performance analytics
5.2.1.1	Description
[bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK136][bookmark: OLE_LINK137][bookmark: OLE_LINK38][bookmark: OLE_LINK39][bookmark: OLE_LINK153][bookmark: OLE_LINK154][bookmark: OLE_LINK148][bookmark: OLE_LINK149]For edge applications such as remote control and automation vehicles, the end-to-end performance (e.g., latency) to an end user is contributed by both the network side and the Edge Computing side. We can guarantee the end-to-end latency between UE and EAS to satisfy the consumer requirements for guarantee user service experience. In R18, the MDA capability include E2E latency analysis, including CN latency analysis and RAN latency analysis, but not include latency between UE and EAS.
[bookmark: OLE_LINK158][bookmark: OLE_LINK159][bookmark: OLE_LINK160][bookmark: OLE_LINK14][bookmark: OLE_LINK15][bookmark: OLE_LINK82][bookmark: OLE_LINK147][bookmark: OLE_LINK70][bookmark: OLE_LINK98][bookmark: OLE_LINK1][bookmark: OLE_LINK146]It is desirable that the end-to-end latency can be predicatedpredicted by MDA. MDA consumer sends the request for end-to-end latency analytics to MDA producer, MDA producer correlates and analyses multi-fold data (such as EDN NF (e.g. EAS, EES) performance measurements, 5GC NF measurement and alarm related to edge computing performance, together with the geographical and configuration data of edge computing).the The MDAS producer provides the analytics report that include predicting  end-to-end latency for edge application. The MDAS producer may provide the recommendations that may be for example to adjust the configuration data of EDN NF.
Note: The input of MDA can require consultation with SA6.
[bookmark: OLE_LINK16][bookmark: OLE_LINK11][bookmark: OLE_LINK42][bookmark: OLE_LINK43]Note: if the UPF and DN are not co-located, the input of MDA can require consultation with SA6.
5.2.1.2	Potential requirements
[bookmark: OLE_LINK124][bookmark: OLE_LINK125][bookmark: OLE_LINK17][bookmark: OLE_LINK122][bookmark: OLE_LINK123][bookmark: OLE_LINK126][bookmark: OLE_LINK127][bookmark: OLE_LINK156]REQ-EDGE-CON-1:	MDA capability for edge computing performance analytics should provide the prediction related to E2E latency between UE and EAS.
5.2.1.3	Potential solutions
The solution is to introduce the enabling data for edge computing performance analytics, the enable data are provided in table 5.2.1.3-1
Table 5.2.1.3-1: Enabling data for edge computing performance analytics
	[bookmark: MCCQCTEMPBM_00000140]Data category
	Description
	References

	Performance measurements
	Packet Delay on air-interface
	Average delay DL air-interface(clause 5.1.1.1.1 TS 28.552 [5]);(Average delay UL on over-the-air interface(clause 5.1.1.1.3 TS 28.552 [5])

	
	Round-trip GTP Data Packet Delay on N3 interface
	Round-trip delay on a N3 interface on PSA UPF(clause 5.4.1.9 TS 28.552 [5])

	
	GTP packets delay in UPF
	GTP packets delay within the PSA UPF(clause 5.4.5 TS 28.552[5]).

	
	Round-trip Packet Delay
	Round-trip packet delay between PSA UPF and NG-RAN (clause 5.4.8 TS 28.552 [5]).

	
	Integrated uplink/downlink delay in RAN
	Integrated downlink delay in RAN (clause 6.3.1.2 in TS 28.554 [6]); Integrated uplink delay in RAN (clause 6.3.1.7 in TS 28.554 [6]).

	[bookmark: _Hlk167797501]UE location reports
	UE location information provided by the LMF services which can be used to correlate with the MDT reports.
	The UE location information provided by LMF via service-based interface (see TS 23.273 [7]).

	EAS Service location
	[bookmark: OLE_LINK115][bookmark: OLE_LINK116][bookmark: OLE_LINK109][bookmark: OLE_LINK110]It defines the location where the EAS service should be available 
	[bookmark: OLE_LINK119]requiredEASservingLocation（see TS see clause 7.3.3.6 in TS 28.538 [8]



[bookmark: OLE_LINK64][bookmark: OLE_LINK65]The solution is also to introduce a data type for edge computing performance analytics, called edgeComputingPerformanceAnalysis. The data type can be the contents of the analytics report that representing the MDA for edge computing performance correlation analytics 

Attributes may configure the analytics context in MDARequest. The context may include attributes.
· An attribute may indicate the EAS identifier that identifies a particular application (e.g. Video, Game, … etc.).
· An attribute may indicate the latency of UE and EAS.
TBD.
5.2.1.4	Evaluation of solutions
[bookmark: _Toc168281966][bookmark: _Toc168282530][bookmark: _Toc164669664][bookmark: _Toc164669778][bookmark: OLE_LINK8]5.2.2	Use case 2: Edge application deployment location analytics
5.2.2.1 Description
[bookmark: OLE_LINK35][bookmark: OLE_LINK36][bookmark: OLE_LINK33][bookmark: OLE_LINK34][bookmark: OLE_LINK131]With the rapid development of edge computing, an increasing number of applications require deployment at the network edge to meet the demands for low latency, high bandwidth, and localized data processing. However, selecting the optimal edge deployment location is a complex issue that involves considering multiple factors such as QoS  requirements, network resource information and UE distribution. Currently, edge application deployment locations primarily rely on operator experience and manual configuration, lacking automated and intelligent decision support. This can lead to deployment location that fail to fully leverage the advantages of edge computing.
[bookmark: OLE_LINK2][bookmark: OLE_LINK32]The use case aims to utilize MDA analytics capabilities to provide data-driven decision support for edge application deployment location selection. MDA can collect and analyse related data (including performance measurement from RAN(e.g. UE throughput, latency, coverage), EDNs connection information, available EDNs virtual resource information, UE location information, QoE data) to determine the deployment location that satisfies user experience.
5.2.2.2 Potential Requirements
REQ-EDGE-APP-LOCATION-01: MDA capability for edge application deployment location analysis should be able to recommend the deployment location that meets user experience.
[bookmark: _Toc168281967][bookmark: _Toc168282531]5.2.3	Use case 3: Edge network topology mapping
5.2.3.1		Description
This use case assumes that the 5GC nodes are deployed on the edge of the network to provide better and reliable services to the end users. With edge network deployment, we can guarantee the latency and reliability for critical applications such as factory automation, automation vehicles, remote control and virtual/augmented reality. As depicted in the following figure multiple instances of the 5GC nodes may be deployed on the edge network to mitigate the load. Selecting the set of nodes and their instances to be deployed in the edge site is crucial for better performance.

[image: ]
5.2.3.2		Potential Requirements
REQ-FUN-EdgePM-01: It should be possible for MDA analytics to suggest the components of an edge site.
5.2.3.3	Potential solutions
The solution involves performing heuristics learnings on measurement data related with RTT and Packet Loss on various interfaces including N3 (gNB UPF), N4 (SMF UPF), N10 (SMF  UDM), N11(AMF SMF) and N7 (SMF  PCF). Thereafter, deploying automation functionalities (e.g AI/ML Time Series Methods) to analyse the above parameters and subsequently chooses the best components to be part of an edge site. The analytics will provide projected RTT and Packet Loss information, as peer information, for each related interface. Based on the peer information the best possible components can be decided.
The solution proposes a new MDA type for edge network topology mapping.
The analytics scope of this MDA type would indicate the following:
1. The DNs of the interface (EP_N3, EP_N11) for which the peer information is requested.
The enabling data for this MDA type would include the following:
1. The average round-trip delay on a N3 interface of this gNB on PDU Session Anchor (PSA) for available instances of core UPF. This measurement is split into sub-counters per DSCP (Differentiated Services Code Point). See clause 5.4 of TS 28.552 [5].
2. Number of GTP data packets of this gNB which are not successfully received at UPF. See clause 5.4 of TS 28.552 [5].
3. Number of GTP data packets of this gNB which are not successfully received at gNB over N3. See clause 5.4 of TS 28.552 [5].
The analytics output for this MDA type would include the following:
1. Member NF: The DN of the selected VNF to be deployed on the edge.
[bookmark: _Toc168281968][bookmark: _Toc168282532]5.2.x	Use case X: Use case title
[bookmark: _Toc164669665][bookmark: _Toc164669779][bookmark: _Toc168281969][bookmark: _Toc168282533]5.3	Data correlation analytics 
[bookmark: _Hlk159235782][bookmark: _Toc164669666][bookmark: _Toc164669780][bookmark: _Toc168281970][bookmark: _Toc168282534]5.3.1	Description
This MDA capability is for data correlation analytics on network, computing and slice resources across different aspects consisting of network domains(RAN/ core/ transport), resource domain  (network and cloud) and slice / slice subnet aspects.
[bookmark: _Toc164669667][bookmark: _Toc164669781][bookmark: _Toc168281971][bookmark: _Toc168282535]5.3.2	Use case 1:	Measurement data correlation analytics for ML training
5.3.2.1	Description
[bookmark: _Hlk131773558]For a ML model training, a large amount of measurement data instances may be collected and does not necessarily add value to training performance. The collected measurement data for ML training can be highly correlated (linear or non-linear), hence there may be high redundancy among the collected measurement data. Hence using all measurement data for a model training (and inference) can be a waste of computing resources and energy. Therefore, it’s necessary to optimise the training data preparation based on the correlation analytics and redundancy information. A correlation analytics may help to detect the redundancy pattern among  the measurement data for ML training, such as:
-	For a given task (e.g., an analytics, model training), analyses the correlation among the given set of measurement data, the output can be a (much) smaller set of measurement data, with which ML model (re-)training could be much more efficient with limited (or managed) impact to model training performance (comparing to use full set of data). The output may include a recommendation, for example recommendation to optimize measurement data collection for the model training.
-	Regularly renew the correlation analytics as time progresses, since the correlation relationship might change; this is especially useful when there is a need to regularly re-train the ML model.
5.3.2.2	Potential requirements
REQ-MDA-COREDATA-CORRELATION-1:	MDA capability for Measurement data correlation analytics for ML training should include the capability to provide the measurement data redundancy analysis including which measurement data correlate to which measurement data, the rate of redundancy, and recommendation to optimize measurement data collection for the model training.
5.3.2.3	Potential solutions
[bookmark: _Hlk131603396]5.3.2.3.1	Possible solution for measurement data correlation analytics for ML training
· Introduce a data type for measurement data correlation analytics recommendation, called measurementDataCorrelationRecommendation. The data taypetype can be the contents of the analytics report representing the recommendations from MDA for the measurement data correlation analytics for ML training.
· The contents of this data type may be a set of 3GPP and non-3GPP recommendations.
· An optional attribute may configure the analytics context in MDARequest. The context may include attributes 
· An optional attribute may indicate the training performance requirement.
· An attribute may configure the scenario type of correlation as an enumeration. 
· For measurement data correlation analytics, the value may be MEASUREMENTDATACORRELATIONFORMLTRAINING
· For correlation analytics for NF scaling and dimensioning, the value may be MULTIASPECTRESOURCEOPTIMIZATION
5.3.2.4	Evaluation of solutions
[bookmark: _Hlk161669448][bookmark: _Toc164669668][bookmark: _Toc164669782]TBD
[bookmark: _Toc168281972][bookmark: _Toc168282536]5.3.3	Use case 2: Measurement data correlation analytics for threshold assessment and adjustment
5.3.3.1	Description
To monitor the threshold crossings of performance metric values related to specified managed objects, the consumer may firstly configure the performance metric threshold. 
Current MDA supports recommendation threshold for ES use cases, but recommending or assessing the threshold may need to be more generic.
If the threshold is configured too high or too low or not reflect with fluctuation of the actual traffic, there may be alarms generated. Hence the threshold related alarms may have potential correlation with the threshold configuration of the performance metric. The potential correlation information, may be used to assess the configuration of threshold and possible to support the auto-configure the threshold.

After getting the threshold assessment result, MDA may predict the recommended actions to optimize threshold configuration for possible auto adjustment of the threshold configuration.
5.3.3.2	Potential requirement
REQ-DATA-CORRELATION-2:	MDA capability for threshold assessment and adjustment should include the capability to provide the threshold configuration assessment analytics indicating if the threshold instance was set properly based on that correlation data. The analytics should also include recommendations of how to optimize the threshold.
5.3.3.3	Potential solutions
· Enhance the existing data type Recommended3GPPAction to support the recommendations from MDA for the threshold assesment and adjustment optimization actions.
5.3.3.4	Evaluation of solutions
TBD.
[bookmark: _Toc168281973][bookmark: _Toc168282537]5.3.4 	Use case 3: Multi-domain resource optimization (MARO)
5.3.4.1	Description
MDA may provide analytics on different domains of the network, including radio, core and transport domains and on different functions in these domains including physical and virtual network functions. These different domains and functions may be following different architectures ( e.g the split RAN architecture (CU-CP/ CU-UP/ DU). 
The behaviour of these network domains and functions may be correlated, requiring that any optimisation actions need to be correlated between these domains or functions. The MDA may need to support a multi-domain resource optimization (MARO) capability that provides information on degree of correlation observed in the data from these network domains / functions.
Consider an example where the performance expectations for end-to-end network slice need to be fulfilled. To fulfil these requirements, the performance at relevant radio network, core network and transport network need to be considered and these different performance data from different domains need to be correlated. The information on the correlation between these domains provided by MARO capability can provide insights on how to fulfil the end-to-end performance expectations.
MARO could also evaluate the related impact of one domain on the other based on which it derives recommendations for how to optimize resources among these domains in a correlated way. For example, to optimize the allocation of load among cells, MARO may provide a report that contains recommendations on changes to be concurrently made to the edge cloud resources hosting the cells functions (CU-CP/ CU-UP/ DU) as well as on the handover parameters of the cells to allow a set of users to be moved among those cells.
[bookmark: _Toc105572830][bookmark: _Toc155109790][bookmark: _Hlk167792248]5.3.4.2	Potential requirements
REQ-MDA-MARO-1:	The MnS for MDA should include the capability to provide a report on the coordinated simultaneous optimization actions to be undertaken in multiple network domains including physical and virtual infrastructure.
REQ-MDA-MARO-2:	The MnS for MDA should have the capability to get data from different domains to prepare the correlation analytics across these domains.
5.3.4.3	Potential solutions
· Enhance the existing data type Recommended3GPPAction to support the recommendations from MDA for the set of simultaneous changes to be made to different domains, including 3GPP recommendations and non-3gpp recommendations. It may introduce a timewindow attribute for a recommended action in the involved domain. A same timewindow for multi-domain may be used for simultaneous opeations and different timewindows may be used for sequencing recommendations operations.
5.3.4.4	Evaluation of solutions
TBD.
[bookmark: _Toc168281974][bookmark: _Toc168282538]5.3.5	Use case 4:	Handover and service data correlation analytics 
5.3.5.1	Description
Handover performance may be affected by multiple aspects including:
· Signal measurements, either as measured in the network or as predicted.
· User speeds which may be measured or predicted.
User paths or trajectories, by predicting the likely destination based on the user current path and learning from previous user trajectories. These may be combined in different forma to either derive the optimal handover settings or to also determine the related service configurations. It is desired that the MDA supports analytics that enables the consumer to request analytics on real or predicted signal measurements, on real or predicted user speeds, on learned and predicted user trajectories or paths, or any combination of these aspects. The predicted user speed and predicted trajectory mentioned here are referring to the RAN3 agreed predicted outputs on the same as described in TS 37.817 [9] and TS 38.423 [10]. 
[image: ]
Figure 5.3.5.1-1: Examples of various context information and HO performance metrics can be used for handover optimization through different combinations A1 to A5.
5.3.5.2	Potential requirements
REQ-MDA-CORR-1:	The MDA producer for handover and service data correlation analytics should have a capability of allowing the use the predicted signal measurements, predicted user speeds and predicted user trajectories for providing recommendations for Handover analytics.
REQ-MDA-CORR-2:	The MDA producer for handover and service data correlation analytics should have a capability of allowing the consumer to use the service characteristics.
Note: The service characteristics may include information such as QoE for handover and service data correlation analytics.
5.3.5.3	Potential solutions
5.3.5.3.1	Possible solution for handover and service data correlation analytics 
· Extend the existing usecase on Handover optimization analytics by enhancing the enabling data to include predicted signalling measurements, predicted user trajectories and predicted signal measurements.
· Extend the existing usecase on Handover optimization analytics by enhancing the enabling data to include service characteristics such as QoE.
5.3.5.4	Evaluation of solutions
[bookmark: _Toc168281975][bookmark: _Toc168282539]5.3.x	Use case X: Use case title
[bookmark: _Toc164669669][bookmark: _Toc164669783][bookmark: _Toc168281976][bookmark: _Toc168282540]5.4	ATSSS performance analytics
[bookmark: _Toc164669670][bookmark: _Toc164669784][bookmark: _Toc168281977][bookmark: _Toc168282541]5.4.1	Use case 1: Traffic steering Aanalysis
5.4.1.1	Description
This MDA capability is for the analytics on the usage of ATSSS and N4 rules and provide recommendations on most suitable ATSSS/N4 rules based on the analytics and predictions performed. 
ATSSS feature introduced the notionconcept of Multi Access PDU session, a PDU session for which the data traffic can be served over one or more concurrent accesses (3GPP access, trusted non-3GPP access and untrusted non-3GPP access). Using these services, the UE can access 5G services via 3GPP/non-3GPP access methods.
After the establishment of a MA PDU Session, and when there are user-plane resources on both access networks, the UE applies network-provided policy (i.e. ATSSS rules) and considers local conditions (such as network interface availability, signal loss conditions, user preferences, etc.) for deciding how to distribute the uplink traffic across the two access networks. Similarly, the UPF anchor of the MA PDU session applies network-provided policy (i.e. N4 rules) and feedback information received from the UE via the user-plane (such as access network Unavailability or Availability) for deciding how to distribute the downlink traffic across the two access networks. When there are user-plane resources on only one access network, the UE applies the ATSSS rules and considers local conditions for triggering the establishment or activation of the user plane resources over another access.
In order to optimally steer the traffic across different accesses and based on the load conditions, the network derives a set of rules that are communicated to UE (ATSSS rules) and UPF (N4 rules) as guidance on how to steer the traffic under certain conditions. The PCF derives the ATSSS policy and sends it to SMF in case of dynamic PCC (policy and charging control) enabled. SMF then converts it to ATSSS rules for UEs (UL traffic) and N4 rules for the UPF (DL traffic). These rules are then enforced by the UPF in DL and by the UE in UL to send the PDU packets. The rules contain thresholds values for selection of certain access types including the instruction of which steering modes to be used. If the PCC is not used, then the rules are framed by the SMF based on the local configurations. The structure of the ATSSS rules is described in the table 5.32.8-1 of TS 23.501 [x4]. 
The network derives these rules only based on immediate performance measurements (e.g. RTT and packet loss) and local configuration at SMF. i.e, besides considering the radio link performance data, the traffic steering analytics solution derives traffic steering decisions based on the Quality of Service or Quality of Experience (QoS/E) characteristics of the related service at the UE. The rules do not capture holistic view on the past network traffic trends, the history, and trends of the performance measurements (RTT and packet loss) from the past and situation on different accesses, ATSSS/N4 rules usage statistics, impact on available accesses, nor the predictions of the network behaviorbehaviour in the future. Therefore, the derived rules may be suboptimal and may lead to network degradation. The MDA can predict the optimal rules and the consumer (e.g. UPF or SMF) decides to apply these rules for the MAPDU sessions.
5.4.1.2	Potential requirements
REQ-TRF_STR_MDA-01: MDA capability for traffic steering analysis should be able to provide the following analytics information of the configured ATSSS rules.
· the percentage of time the network defined rules are used to steer the traffic.
· the percentage of time a particular steering mode in a rule is used to steer the traffic.
· the number of instances the threshold values have crossed for the requested rules.
REQ-TRF_STR_MDA-02: MDA capability for traffic steering analysis should include providing recommendations on ATSSS rules and N4 rules and their precedence for a (set of) network slice(s) or network slice subnet(s).
5.4.1.3	Potential solutions
TBDThis potential solution proposes a new MDA type traffic steering analytics. This potential solution also proposes to define a new data type that may be used by the MDA producer to recommend the optimal ATSSS rule to MDA MnS consumer. This proposed new datatype may contain the following attributes.
· The precedence of this predicted ATSSS rule. This precedence value may be used to specify the precedence of the ATSSS rule among all ATSSS rules. This field may follow the rules as specified in table 5.32.8-1 of TS 23.501 [4].
· The steering mode. This attribute recommends the optimal steering mode. Steering mode determines how the traffic of the matching SDF may be distributed across 3GPP and non-3GPP accesses. The possible values of the steering mode are Active-Standby, Smallest delay, Load-balancing, Priority-based, Redundant.
· The steering mode indicator. This attribute indicates that the UE may change the default steering parameters provided in the Steering Mode component and may adjust the traffic steering based on its own decisions. The following are the possible values for this attribute, autonomous load-balance indicator and UE assistance indicator.
· Steering mode assistance information. If steering mode is recommended as active-standby, the active and standby components between 3GPP and non-3GPP is recommended. For instance, one possible option may be “Active 3GPP and non-3GPP standby”. This indicates that the active steering mode is 3GPP and the non-3GPP is used as standby mode. If the steering mode is recommended as “load-balancing, the split of load between 3GPP and non-3GPP access methods may be recommended. For instance, the following may be an option. “90% over 3GPP and 10% over non-3GPP” or “0% over 3GPP and 100% over non-3GPP”.
· The threshold values. this attribute may contain two kinds of information. Maximum RTT value and maximum packet loss. Both information may be reported as a percentage value from 0 to 100%. These threshold values indicate the level if crossed, the UE can decide to autonomously change the rules to maximize the UL bandwidth. Both threshold values are valid if the steering mode is recommended as load-balancing, priority-based or redundant.
5.4.1.4	Evaluation of solutions
TBD
[bookmark: _Toc164669671][bookmark: _Toc164669785][bookmark: _Toc168281978][bookmark: _Toc168282542]5.4.x	Use case X: Use case title
[bookmark: _Toc164669672][bookmark: _Toc164669786][bookmark: _Toc168281979][bookmark: _Toc168282543]5.5	Non-3GPP access performance analytics
[bookmark: _Toc164669673][bookmark: _Toc164669787][bookmark: _Toc168281980][bookmark: _Toc168282544]5.5.x	Use case X: Use case title
5.5.x.1	Description
5.5.x.2	Potential requirements
5.5.x.3	Potential solutions
5.5.x.4	Evaluation of solutions
[bookmark: _Toc164669674][bookmark: _Toc164669788][bookmark: _Toc168281981][bookmark: _Toc168282545]5.5.y	Use case Y: Use case title
[bookmark: _Toc164669675][bookmark: _Toc164669789][bookmark: _Toc168281982][bookmark: _Toc168282546]5.6	UE throughput analytics
[bookmark: _Toc164669676][bookmark: _Toc164669790][bookmark: _Toc168281983][bookmark: _Toc168282547]5.6.x1	Use case X1: UE throughput analysisUse case title
5.6.x1.1	Description
[bookmark: _Hlk155791024]With the development of diverse communication services and the increasing number of connections, user data volume demanded by end users grows rapidly. As the user traffic increases, user experience deteriorates significantly. Therefore, UE throughput related measurements needs to be analysed to identify the potential traffic congestion time and place by monitoring the network and provide the corresponding recommendation optimization that can be implemented to avoid potential traffic congestion. 
Two types of traffc congestion as follows. 
· Non-burst traffic congestion: Congestion that have heavy traffic which occurs at a fixed time or place every day, for example, during peak hours of daily morning, heavy traffic will resulting in a degraded user experience
· Burst traffic congestion:  user traffic increase sharply in a specific area, for example, in commercial activities and sports events, a large number of users gather for a period of time, resulting in rate experience deterioration. 
The occurrence of such traffic congestion problem may seriously affect user experience and can be detected based on the UE throughput related measurements analysis.

[image: ]
Figure 5.6.1.1-1  UE throughput anlysis
Due to the complexity of 5G network and wireless environment, multiple types of performance deteriorate are related with high user traffic volumn, e.g., the related performance measurements such as UE throughput, Radio resource utilization(e.g. PRB utilisation), RRC connection number [x] can be used to analyze, Once the preset threshold is reached, it may be considered that there is a traffic congestion problem as shown in the Figure 5.6.1.1-1. The user experience related performance should be analysed and identified to help to resolve improve the user experience. In this case, the consumer may need to be able to set the policy to help producer to analyze the congestion problems. The policy could be, for example, the threshold of the UE throughput related performance measurements (threshold 1 and threshold 2 in the figure).
The MDAS producer for radio network may also provide the recommendations to solve the UE throughput issues identified by the analytics congestion scenarios. The recommended actions may be for example to change the mobility parameters (e.g. MRO or LBO) or antenna RF paramters (e.g. CCO) such as downtilt and azimuth to where they are needed. 
5.6.x1.2	Potential requirements
REQ1: The MDAS producer for radio network should be able to analyze and identify the traffic congestion based on the threshold of UE throughput related performance measurements and provide the analysis report to the MnS consumer. The traffic congestion problems should contain the following information: 
-	The traffic congestion type and its severity level;
-	The start time and end time of the traffic congestion;
-	The geographical area and location where the traffic congestion has/may happen;
-	The recommended actions to solve the potential traffic congestion problem.
5.6.x1.3	Potential solutions
TBD
5.6.x1.4	Evaluation of solutions
[bookmark: _Toc164669677][bookmark: _Toc164669791]TBD
[bookmark: _Toc168281984][bookmark: _Toc168282548]5.6.2	Use case 2: Network congestion analytics based on UE throughput
5.6.2.1 Description
[bookmark: OLE_LINK53][bookmark: OLE_LINK54]The use case focuses on proactive identification and mitigation of network congestion by analysing UE throughput data.
A surge in user traffic within a specific area, such as a shopping mall, concert venue, or stadium, can lead to network congestion. As user density and data demands increase, cell resources become strained, resulting in a decline in UE throughput. Without timely intervention, congestion intensifies, leading to service degradation and impacting user experience.
[bookmark: OLE_LINK79][bookmark: OLE_LINK73]The use case leverages MDA to analyse real-time and historical UE throughput performance data to detect and predict congestion. Based on prediction results, the MDA may recommend appropriate mitigation measures (e.g. transfer some UE traffic from congested cells to neighbouring cells with lighter loads) to maintain network performance and ensure user experience.
5.6.2.2 Requirements
[bookmark: OLE_LINK37][bookmark: OLE_LINK55][bookmark: OLE_LINK56]REQ-CONG-MDA-01: MDA capability for network congestion analytics based on UE throughput should provide the predict of network congestion for various time granularities (e.g., seconds, minutes, hours) and geographical scopes (e.g., cell, cluster, area).
REQ-CONG-MDA-02: MDA capability for network congestion analytics based on UE throughput should recommend appropriate mitigation measures based on prediction results.
[bookmark: _Toc168281985][bookmark: _Toc168282549]5.6.y	Use case Y: Use case title
[bookmark: _Toc164669678][bookmark: _Toc164669792][bookmark: _Toc168281986][bookmark: _Toc168282550]5.7	Fault management related analytics and alarm prediction
[bookmark: _Toc164669679][bookmark: _Toc164669793][bookmark: _Toc168281987][bookmark: _Toc168282551]5.7.1	Use case 1: Providing threshold statistics information for fault management
5.7.1.1		Description
Threshold crossing statistics information is very helpful to know the running state of a NF. However, the threshold which impacts the network and service may not be known by the MDAS producer. In this use case, the consumer (e.g., Operator) provides the performance crossing threshold information and resource usage threshold information to MDAS producer for calculating and collecting the statistics information, e.g., percentage of time when the performance KPI exceeds the threshold, and percentage of time when resource usage of the NF is beyond the threshold. Such statistics information helps to tell whether the NF is in the overloaded state. Furthermore, the statistics information can be togethercombined with historical data and AI/ML model for MDAS producer to perform fault predicationprediction of the NF. 
5.7.1.2		Potential Requirements
REQ-STATISTICS_MDA-01: The MDAS producer should have a capability allowing the consumer to provide threshold information for calculating and collecting statistics information. 
REQ-STATISTICS_MDA-02: The MDAS producer should have a capability to predict a fault in a network function based on calculated statistics information.
5.7.1.3		Potential Solutions
TBD
It is proposed to enhance the current MDAS solution as specified in TS 28.104 [2], following are the proposed enhancements to support the potential requirements as defined in clause 5.7.1.2:
Proposal to support REQ-STATISTICS_MDA-01:
Introduce new attribute in the MDARequest IOC. The new attribute indicates the threshold information that the consumer cares about. The threshold information could be the thresholds of one or more performance metrics or the DN of already existed ThresholdMonitor instance created by the consumer. 
Proposal to support REQ-STATISTICS_MDA-02:
Extend the Analytics output for fault prediction analysis as specified in Table 8.4.3.1.3-1 in TS 28.104 [2] to include: 
new information element to express the calculated statistics information which are used for fault prediction, e.g., percentage of time when the performance KPI exceeds the threshold.
5.7.1.4	Evaluation of solutions
[bookmark: _Toc164669680][bookmark: _Toc164669794][bookmark: _Toc168281988][bookmark: _Toc168282552]5.7.2	Use case 2: Enhancing failure prediction 
[bookmark: _Toc105572828][bookmark: _Toc155109788]5.7.2.1	Description
This use case is to enhance the existing MDA capability for failure prediction. The enhancements to the existing use case on failure prediction is targeted towards effective correlation of the predicted alarms and the actual alarms which has resulted as predicted. 
The existing use case of failure prediction provides a prediction of failure with some additional information, see TS 28.104 [x]. This includes information such as predicted time of failure occurrence, perceived severity, and the recommended actions. These additional information helps the consumer to understand the effect of the failure in the network to a basic extent. However, the current solution does not provide additional information (e.g. predicted failure recovery time or the trend of the problem causing the failure) which may enable the consumer to anticipate the impacts to the network more effectively.
The predicted failure recovery time indicates the time by which the target entity recovers from the predicted failure. For instance, MDA can predict the time to recover for a given failure given the predicted root cause of the predicted failure and the history information.
The attribute “trend” indicates the trend of the failure, whether the failure will intensify or weaken in the future. In case of periodic analytics reports, the trend information can provide information on how the identified issue might transform in the future. This is similar to the “trend” attribute in the alarm solution in 28.532 [y3]. 
Also, for the consumers to effectively use the output of MDA assisted failure prediction, it is required by the consumer to seamlessly correlate the predicted failure and the actual failure when it occurs in the system. The alarm stage 2 solution is defined in 28.532 [y3]. To utilize the failure prediction output effectively for this purpose, it is required to enhance the existing failure prediction to include additional information that may help in effective correlation. To achieve this, it is required to enhance the existing solution towards the alarm solution in 28.532 [y3]. 
5.7.2.2	Potential Requirements 
REQ-FAILURE_PRED_ENHANCE_MDA-01: MDA capability for enhanced failure prediction should be able to provide the following information as part of the failure prediction analytics.
· a predictedRootCauseIndicator indicating the possible root cause of the predicted failure.
· Trend indication about the predicted failure in case of periodic reporting.
· Predicted end time of the failure
5.7.2.3	Potential solutions
The analytics output for MDA assisted fault management may be enhanced with the following attributes.
-	predictedRootCauseIndicator. This attribute may indicate the predicted root cause of the potential failure that has been predicted. This attribute may be of type string.
-	predictedTrendIndication – this attribute may indicate the predicted trend of the failure that has been predicted. In case of periodic MDA outputs, this attribute may indicate the trend of the predicted failure is worsening or getting better or not changing. This attribute can be an enumerated value with possible allowed values of “less severe”, “no change” and “more severe”. The detailed definition of these enumerated values can be found in clause 8.1.2.6 of ITU-T Recommendation X.733 [11].
-	predictedRecoveryTime – this attribute may indicate the predicted recovery time of the predicted failure. 
5.7.2.4	Evaluation of solutions
[bookmark: _Toc164669681][bookmark: _Toc164669795][bookmark: _Toc168281989][bookmark: _Toc168282553]5.7.3	Use case 3: Enhancing service failure recovery
5.7.3.1	Description
TS 28.104 [2] clause 7.2.3.2 describes a use case for service failure recovery. To explore possible issues, this use case is elaborated in more detail as follows:
1. The network operator discovers that a service problem exists. This may be a failed service or a degraded service. The network operator may discover the issue because of an alarm or because of performance measurements.
2. The network operator requests MDA to analyse the service problem.
3. MDA produces a report, which includes recommendations to resolve the issue.
4. The network operator evaluates the recommendations.
5. If the network operator accepts the recommendations, the network operator implements the recommended actions.
The above use case raises the following issues: 
It is not clear how the MDA MnS consumer should request analysis of a particular service problem. The MDARequest IOC contains an attribute analyticsScope which may be expressed as managedEntitiesScope. The definition of managedEntitiesScope says that it “carries the DN(s) of SubNetwork MOI(s), ManagedElement MOI(s), and/or the MOI(s) of the derivative IOCs of ManagedFunction”. It is not obvious how a service problem can be identified by any of the allowed DN types. For example, if the MDA MnS consumer wishes to use an alarm to identify a service failure, it is not possible to express an alarm identifier in managedEntitiesScope.
It is not clear which MDA type supports the use case for service failure recovery. The analytics output for MDA type MDAAssistedFaultManagement.FailurePrediction includes an information element recommendedActions which mentions “recovery”, but there is no description of what this means. Also, the related analytics output contains mandatory information elements which are not appropriate for service failure recovery.
MDA type MDAAssistedFaultManagement.FailurePrediction contains recommendations on how to resolve a predicted failure, but there is not enough information for the MDA MnS consumer to evaluate whether the recommendations are valid or not. Missing important information includes the root cause of the service problem and demarcation information. This information is essential to allow the MDA MnS consumer to trust the recommendations and to discover underlying issues that could cause a similar service problem to occur in the future.
5.7.3.2	Potential requirements
REQ-FAILURE_RECORV_MDA-01: MDA capability for service failure recovery shall allow a consumer to select an alarm for analysis.
REQ-FAILURE_RECORV_MDA-02: MDA capability for service failure recovery shall be able to provide the analytics output including the probable cause of the failure and recommended actions to resolve the service failure.
5.7.3.3	Potential solutions
Update TS 28.104 [2] to add a new MDA type MDAAssistedFaultManagement.FailureRecovery to allow an MnS consumer to request analytics related to service failure recovery. The attribute analyticsScope may need to be extended to allow the MDA MnS consumer to use an alarm identifier to indicate the scope of the analysis.
Update TS 28.104 [2] to add a new analytics output for service failure recovery analysis, including (but not limited to) information related to
- related alarm(s) which are likely to be correlated to the service failure
- recommended actions to resolve the service failure
Update TS 28.104 [2] to remove the term “recovery” in the failure prediction use case and MDA type MDAAssistedFaultManagement.FailurePrediction.
5.7.3.4	Evaluation of solutions
[bookmark: _Toc168281990][bookmark: _Toc168282554][bookmark: _Toc164669682][bookmark: _Toc164669796]5.7.4	Use case 4: Enhancing control plane congestion analysis
5.7.4.1	Description
The use case for control plane congestion analysis is described in TS 28.104 [2]. It proposes to use MDA to assist control plane congestion analysis in order to detect, prevent or resolve congestion issue happened at the control plane. NWDAF as an MDA MnS consumer may need to take further analysis on control plane congestion issue based on the analytics output from MDAF. Existing MDA analytics output for 5GC control plane congestion analysis only includes 5GC NFs affected by congestion issues, analysis report identifier and the recommended actions, which may need enhancement to support further analytics of NWDAF. Missing attributes include the root cause of the congestion issue and the predicted duration of congestion issue. 
The examples of root cause could be the huge amount of UE access network in short period of time. Congestion issues with different root causes need different mitigation solutions. For example, if congestion issue is caused by network failure, it is possible for OAM to resolve the issue with analytics performed by MDAF and may not need NWDAF to take further actions. If congestion issue is caused by signalling overload, the MDA report may include the identified object which is the bottleneck of network and the recommended action to eliminate the bottleneck issue. NWDAF may perform further analytics to recommend actions to eliminate the congestion issue, such as adjusting the backoff timer or controlling the signalling access rate.
Besides, information about predicted duration of identified congestion issue may be also needed by NWDAF. For example, if the congestion is predicted to be self-recovered in a short time, it may not necessary for NWDAF to take actions. If the predicted duration of congestion issue is long, timely actions may need to be taken by NWDAF to resolve the issue. 
5.7.4.2	Potential requirements
REQ-CP_ANA-ENHANCE-01: MDA capability for control plane congestion analysis should be able to provide the analytics output including root cause of the congestion issue and the predicted duration of congestion issue to the consumer. 
5.7.4.3	Potential solutions
TBD
5.7.4.4	Evaluation of solutions
TBD
5.7.x	Use case X: Use case title
[bookmark: _Toc168281991][bookmark: _Toc168282555][bookmark: _Hlk168277043][bookmark: _Toc164669683][bookmark: _Toc164669797]5.7.5	Use case 5: NF fault evaluation 
5.7.5.1	Description
The MDARequest IOC as defined in clause 9.3.2 in TS 28.104 [2] is used to request MDA analysis service by the consumer. In the MDARequest, it includes analyticsScope attriburte used to indicate the scope of the analytics requested by the MnS consumer. The analyticsScope attribute can be expressed as managedEntitiesScope which possibly can carry the DN of one or more ManagedFunction (see Table 9.5.1 in TS 28.104 [2]). In case the analyticsScope only contains the DN of a ManagedFunction, it means that the analytics should only relate to a specific ManagedFunction. 
The existing MDA capability for failure prediction is mainly used to analysis and predict whether a fault will occur in the 5G network. The analytics output for fault prediction analysis mainly contains failurePredictionObject, potentialFailureType, eventTime, perceivedSeverity and recommendedActions (see table 8.4.3.1.3-1 in TS 28.104 [2]). Those information elements in the analytics output are about to express the predicted faults that may occur. As described in the above scenario that the analyticsScope only contains the DN of a ManagedFunction and the target ManagedFunction running well, then the current analytics output is not applicable. 
When consumer requests fault prediction analysis for a specific ManagedFunction, it is not clearly specified in TS 28.104 [2] how the MDA report can indicate that no fault is predicted. In addition, when a fault is predicted to occur, quick and accurate identification of the affected users, services, cells, and geographical areas is also crucial for fault management and subsequent handling. The MDAS producer should identify the affected network entities, users, and geographical areas related to the predicted fault by correlating with the analysing data from multiple sources. The analysis results can assist the consumer to quickly assess the impact of faults and take appropriate actions for fault recovery and service assurance, thereby minimizing the negative impact caused by the fault.
5.7.5.2	Potential Requirements 
REQ-FAULT_EVALUATION_MDA-01: The MDAS producer should have a capability to provide the information of network impacts related to a predicted fault, including:
· a geographical information description of the affected areas, such as longitude and latitude ranges, polygon areas, etc.
[bookmark: _Toc168281992][bookmark: _Toc168282556]5.8	Software upgrade validation
[bookmark: _Toc164669684][bookmark: _Toc164669798][bookmark: _Toc168281993][bookmark: _Toc168282557]5.8.x1	Use case X1: Software upgrade validationUse case title
5.8.x1.1	Description
Upgrades in the network including software upgrades are typically conducted during less busy times such as night time. Even though the software upgrade task is performed during the night (anticipating that as a lean period), the validation window following the upgrade can be large because it involves a series of pre-and post-checks. These checks include the evaluation of a set of Key Performance Indicators (KPIs). In this process the operations team has to carefully scrutinize hundreds of such KPI's. This team has to monitor trends and detect spikes/falls in the data to find anomalous KPI’s after the NF is upgraded. This whole process of finding outlying KPIs can take anywhere from a few hours to a few days depending upon the circle/area under analysis. Finding root cause of problem by correlating KPI with FM/CM changes and see whether the problem is due to software upgrade has impacted performance.
If the above validation of the software upgrade fails, a neighbour NF is selected to take the load until the re-upgrade and re-validation is done. Typically, it takes weeks or even longer to validate the new software upgrade for the complete network because the upgrade needs to be monitored for weeks before it is considered valid. The validation process requires checking for performance measurements and KPIs for any degrade. If degradation has occurred the validation will be considered as failed, resulting in the re-upgrade making the entire management process inefficient. MDAS analytics can be used to validate the SW upgrade, for a future point of time, right after the upgrade is done. The validation involves monitoring and evaluating the set of Key Performance Indicators (KPIs) with the help of AI/ML technologies to create analytic results that can be used to predict the success or failure of a software upgrade.  If the MDAS analytics indicate the unsuccessful upgrade then a neighbour NF can be decided to take the load of the target NF while it goes into re-upgrade and validation cycle.
5.8.x1.2	Potential requirements
REQ-SWA-FUN-01: The MDA MnS producer should enable an authorized consumer to request for an analytics report validating a software upgrade.
NOTE: Validation of a software upgrade involves monitoring and evaluating the set of Key Performance Indicators (KPIs) to create analytic results that can be used to predict the success or failure of a software upgrade.  
5.8.x1.3	Potential solutions
The solution requires collecting the performance data of the target NF (i.e the NF which got software upgraded) analysing it using time series model by deploying appropriate algorithms; and predict the PM data. If the predicted PM data degrades the software upgrade is considered un-successful.
The solution proposes a new MDA type for software upgrade validation.
The analytics scope of this MDA type would indicate the following:
2. The DNs of the NF (NRCellCU, AMF, SMF etc) for which the upgrade validation analytics is requested.
The enabling data for this MDA type would include the following:
4. Performance Data (performance measurement and KPI) for the entities, provided by the analytics scope, as defined in 3GPP TS 28.552 [5] and TS 28.554 [6].
5. Provisioning Data:  This refers to the operation state of a cell. It shows whether the cell is Enabled or Disabled for service as defined in 3GPP TS 28.541 [13].
6. Alarm Information: This refers to the active alarm information (AlarmInformation as defined in 3GPP TS 28.532 [3]) in the network. 
Note: aforementioned data will be collected for the new software.
The analytics output for this MDA type would include the following:
2. UpgradeStatus: This indicates if the upgrade should be considered successful in future. This will be a Boolean attribute with default value as TRUE. The value FALSE indicate the un-successful upgrade
5.8.x1.4	Evaluation of solutions
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