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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
[1] 3GPP TR 28.879, " Study on OAM for service management and exposure to external consumers".


3	Rationale
This pCR proposes adding a new potential solution for discovering management services to clause 5.1 of TR 28.879 [1].



4	Detailed proposal
It is proposed that the following changes be made in clause 5.1 of TR 28.879 [1].
	First Change



[bookmark: _Toc158019528]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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	Second Change



5.1 Exposure of management services

[bookmark: _Toc157755318]5.1.Z.3	Potential solutions
[bookmark: _Toc157755319]5.1.Z.3.X	Potential solution #X: Discovery of management services through CCF
[bookmark: _Toc157755320]5.1.Z.3.X.1	Introduction
This potential solution describes how an external MnS consumer can discover the published management services and associated management capabilities through the CCF. 
[bookmark: _Toc157755321]5.1.Z.3.X.2	Description

The external MnS consumer needs to initially perform the onboarding procedure to the CCF to discover management services. To do this, the external MnS consumer should be provided with the onboarding information (e.g., the end-point URL of the CCF and the authentication and authorization information). Accordingly, the external MnS consumer and the CCF should be configured with the authentication and authorization information to enable successful onboarding. The details on how this is to be achieved are for further study under MSAC work (TR 28.319[Z]).
The external MnS consumer can discover the management services upon successful onboarding. Moreover, every external MnS consumer should be able to discover only the management services and supported capabilities they are authorized to discover and later consume on the MnS producer. The details on how this is to be achieved are for further study under MSAC work (TR 28.319[Z]).
To enable the external MnS consumer to discover the available management services and the associated management capabilities at the CCF, there is a need to enhance the query information element of the service API discovery request  (see clause 8.7 TS 23.222[X]), as shown in Table 5.1.Y.3.X.2-1.
Table 5.1.Y.3.X.2-1: Proposed enhancement to the CAPIF discovery query information element to support the discovery of management services (extract from Table 8.1.2.2.3.1-1 of TS 29.222[13]).
	Name
	Data type
	P
	Cardinality
	Description
	Comments 

	api-invoker-id
	string
	M
	1
	It represents the identifier (assigned by the CCF) ofthe API invoker that is sending the request. It may also represent the identifier of the CCF that is sending the request if the request is sent over the CAPIF-6/6e reference point. (NOTE)
	

	api-name
	string
	O
	0..1
	Contains the API name as {apiName} part of the URI structure as defined in clause 5.2.4 of 3GPP TS 29.122 [14].
	

	api-version
	string
	O
	0..1
	Contains the API major version conveyed in the URI (e.g. v1).
	

	comm-type
	CommunicationType
	O
	0..1
	[bookmark: _Hlk521310393]Communication type used by the API (e.g. REQUEST_RESPONSE).
	

	protocol
	Protocol
	O
	0..1
	Protocol used by the API.
	

	aef-id
	string
	O
	0..1
	AEF identifier.
	

	data-format
	DataFormat
	O
	0..1
	Data format used by the API (e.g. serialization protocol JSON).
	

	api-cat
	string
	O
	0..1
	The service API category to which the service API belongs.
	

	preferred-aef-loc
	AefLocation
	O
	0..1
	The preferred AEF location. If this parameter is present, the CCF shall try to discover a matched AEF location the service API supports. This parameter is ignored by the CCF if there is no matching record found.
	

	supported-features
	SupportedFeatures
	O
	0..1
	To filter irrelevant responses related to unsupported features.
	

	api-supported-features
	SupportedFeatures
	C
	0..1
	Features supported by the discovered service API indicated by api-name parameter. This may only be present if the api-name query parameter is present.
	

	mnsType (clause 4.3.42 TS 28.622[3])
	ENUM
	O
	1
	Type of management service.

	New enhancements to the Service API Query information element are needed to enable the discovery of MnSs.

	mnsCapability (clause 5.3.3 TR 28.871[Y])
	ENUM
	O
	0..*
	It describes the types of management capabilities provided by MnS instance that the MnSType is ProvMnS 


The allowed value needs further discussion 
	New enhancements to the Service API Query information element are needed to enable the discovery of MnSs.

	NOTE:	This parameter is not part of API filter criteria so that it is not used in matching APIs published in the CCF.



It is to be determined if the management scope (i.e., mnsScope attribute of MnSInfo IOC clause 4.3.42 in 28.622[3]) of the management service should be included in the discovery request sent from the external MnS consumers to the CCF. The management scope could also be limited so that the external MnS consumer can only discover the management object instances (MOIs) associated with their service (e.g., for a vertical, this could be the MOIs serving their user equipment). If and how this can be done remains for further study under MSAC (TR 28.319 [Z]).

[bookmark: _Toc157755322]5.1.Z.4	Evaluation of potential solutions
5.1.Z.4.X Evaluation of Potential Solution #X: Discovery of management services and supported capabilities through CAPIF

The proposed solution still has the following gaps that need further discussion:
i) How does the external MnS consumer obtain the onboarding information (i.e., which entity in the management system/Management services API provider domain is responsible for this?) to enable the onboarding to the CCF? 
· Requires further study under MSAC (TR 28.319 [Z]).
ii) How to configure the CCF with management access control information to enable the successful onboarding of the external MnS consumer?
· Requires further study under MSAC (TR 28.319 [Z]).
iii) How to configure the CCF with the discovery policies for the management services? The configuration should be such that the external MnS consumer can only discover those management services and associated capabilities they can consume on the MnS producer. This requires some means to mirror the access control information present in the management system at the CCF authorization function. Otherwise, it would be inefficient for an external MnS consumer to discover management services that they cannot consume on the MnS producers.
· Requires further study under MSAC (TR 28.319 [Z]).
iv) How to communicate to SA6 to add the required enhancements to the query information element (shown in Table 5.1.Y.3.X.2-1) to enable the discovery of management services with the associated management capabilities?
· New requirement to SA6

v) Do we want to include the management scope of the management service as part of the query parameters for the service API discovery request?


	End of Changes







