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	1st Change


2	Reference
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 28.532: "Management and orchestration; Generic Management services".
[3]	ETSI TS 101 251 (V6.3.0): "Digital cellular telecommunications system (Phase 2+); Fault management of the Base Station System (BSS) (GSM 12.11 version 6.3.0 Release 1997)".
[4]	3GPP TS 28.516: "Fault Management (FM) for mobile networks that include virtualized network functions; Procedure".
[5]	3GPP TS 28.622: "Telecommunication management; Generic Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)".
[6]	ITU-T Recommendation X.721 (02/92): "Information technology - Open Systems Interconnection - Structure of management information: Definition of management information".
[7]	ITU-T Recommendation M.3100: "Generic network information model".
[8]	ITU-T Recommendation X.733 (02/92): "Information technology - Open Systems Interconnection - Systems Management: Alarm reporting function".
[9]	Text Attribution: Creator: ONAP, under Creative Commons Attribution 4.0 International License, https://creativecommons.org/licenses/by/4.0/, URI to access the text: https://github.com/onap/vnfrqts-requirements/blob/05f26fac2b941513a7d0e856b99fd8c61d688299/docs/Chapter8/ves7_1spec.rst#resource-structure.
[10]	3GPP TS 32.158: "Management and orchestration; Design rules for Representational State Transfer (REST) Solution Sets (SS)".
[11]	Management and Orchestration APIs Stage 3 Repository https://forge.3gpp.org/rep/sa5/MnS/-/tree/Tag_Rel18_SA103/.
[12]	3GPP TS 32.401: "Telecommunication management; Performance Measurement (PM); Concept and requirements".
[13]	ITU-T Recommendation X.736 (01/92): "Information technology - Open Systems Interconnection - Systems Management: Security alarm reporting function".
[14]	3GPP TS 28.533: "Management and orchestration; Architecture framework".
[15]	3GPP TS 32.160: "Management and orchestration; Management service template".
[X]	3GPP TS 28.622: " Telecommunication management; Generic Network Resource Model (NRM); Integration Reference Point (IRP); Information Service (IS)".

	2nd Change


6.11	Reliability of alarm lists
Alarm lists may become unreliable for numerous reasons. Due to the organisation of managed objects (that can be alarmed and have related alarm records in the alarm list) in hierarchical object trees, alarm records relating to a complete subtree are typically becoming unreliable. For example, consider a subnetwork manager that loses the connection to one of the managed elements it manages. In this case the alarm records relating to the complete object subtree starting at the object representing the managed element are not updated and more and hence unreliable.
Alarm lists advertise unreliable parts by indicating the base objects of unreliable subtrees in the (multi-valued) unreliable alarm scope attribute. When the complete alarm list is unreliable the unreliable alarm scope attribute shall specify the object instance of the MnS agent MnsAgent, which represents the MnS producer as described in TS 28.622 clause 4.3.2a.1[X]. When the bad part of the alarm list has been rebuilt and is up to date again the corresponding base object of the previously unreliable subtree is removed from the unreliable alarm scope attribute. An empty attribute indicates that the complete alarm list is reliable,.
	3rd Change


[bookmark: _Toc19796720][bookmark: _Toc27046851][bookmark: _Toc35858069][bookmark: _Toc155085864]6.12	Alarm notifications
When objects are created or deleted, or when attribute values are updated, then this is normally notified to MnS consumers using object creation, object deletion or attribute value change notifications. When alarm records are created, or deleted or modified these general-purpose notifications are not used. Dedicated notifications are used instead as follows:
-	If a new alarm record is added to an alarm list a notify new alarm notification is sent.
-	If the acknowledgement state changes its value, the notify acknowledgment state changed notification is sent.
-	If a comment is added to an alarm record, the notify comments notification is sent.
-	If the correlated notifications attribute or the root cause indicator attribute changes its value, the notify correlated notification changed notification is sent.
-	If the perceived severity changes its value to cleared, the notify cleared alarm notification is sent.
-	In all other cases a notify changed alarm general notification is sent.
Alarms are identified in alarm notifications using the alarm identifier, except for in the notify new alarm notification, where the four alarm identifying attributes are included as well to allow the MnS consumer receiving the notification to relate the alarm identifier to the alarm identifying attributes.
When the perceived severity attribute changes its value, except the attribute is changed to cleared, the MnS producer may send instead of a notify changed alarm general notification a notify changed alarm notification.
The removal of an alarm record from an alarm list is not notified directly, only indirectly through the notifications reporting the clearance and, if supported, the acknowledgement of an alarm:
-	If alarm acknowledgement is not supported, the MnS consumer can deduct from the reception of a notification reporting the clearance of an alarm that the corresponding alarm record was removed from the alarm list.
-	If alarm acknowledgement is supported, the MnS consumer can deduct from the consecutive reception of a notification reporting the clearance of an alarm and a notification reporting the acknowledgement of the same alarm that the corresponding alarm record was removed from the alarm list. The order of receiving the notifications is not relevant.
A MnS producer can maintain an exact copy of the alarm list on the MnS producer by consuming the alarm notifications, assuming of course the MnS consumer starts with an exact alarm list copy.
Modifications of the unreliable alarm scope attribute are notified using the notify potential faulty alarm list notification and the notify alarm list rebuilt notification. More specifically, when
-	a new value is added to the unreliable alarm scope attribute the notify potential faulty alarm list notification is sent. The object class and object instance parameters of the notification header specify the base object of the subtree that has become unreliable.
-	a value is removed from the unreliable alarm scope attribute the notify alarm list rebuilt notification is sent. The object class and object instance parameters of the notification header specify the base object of the subtree that has been rebuilt and is reliable again.
When (parts of) the alarm list are unreliable the MnS producer may nevertheless send reliable alarm notifications that allow a MnS consumer to maintain an exact copy of the (unreliable) alarm list on the MnS producer. When the MnS consumer receives an alarm list rebuilt notification he knows that his alarm list copy is reliable and no alignment with the alarm list on the MnS consumer is required. To inform the MnS consumer about if unreliable or reliable alarm notifications were sent, or in other words, if an alarm list alignment is required or not required the alarm list alignment required attribute is provided.
To receive the notifications described in this clause, MnS consumers need to have appropriate notification subscriptions in place.
	End of Changes



